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M.B. I'onoeamv’, k.m.n. B.O. T'namiox!’?
(Hayionanvnuii asiayitinuii ynisepcumem, >Hepocasnuti Hayko8o-00Caionui
incmumym mexuonoziu kibepbesnexu ma 3axucmy ingopmayii, Yxpaina)

Inrerpauis mecenmkepis 3 LI y gisnsHicTh aBianiliHoro mixmpuemcrea as
niABHIIeHHsA PiBHA Ki0epOe3nexkn

Bukxopucmanns — 6ipmyanvHux —NOMIYHUKIG € AKMYAIbHUM [  NepCnekmueHUM
HANPAMKOM NiOSUWeHHs pieHA Kibepbe3neku ma egQekmusHo20 peazyéanHs Ha
nomenyiiHi Kibep3azpo3u y cy4yacnux asiayitinux nionpuemcmeax. 3 o2nsady Ha ye,
Memolo 0anoi pobomu € opeauizayiino-mexuiyne 3abe3neyenns Kibepbesnexu 3a
00NOMO2010  GIPMYANLHO20 NOMIYHUKA, AKULL MOJICe 3HAUHO NIOBUWUMU  piGeHb
be3nexu 6 op2aHizayiax ma 3HU3UMU pUUKY Kibepamax.

BuxopucranHs BipTyalbHHX IIOMIYHUKIB € aKTyaJIbHUM 1 I€PCHEKTHBHUM
HaNpsIMKOM IIJBHINCHHS piBHSA KibepOe3nekn Ta eQeKTUBHOTO pearyBaHHS Ha
MOTEHIII}HI Kibep3arpo3u y cydacHHX aBiallifHuX mignpueMcTsax [1-10].

Omnuc dynkiionany mecenmiepis 3 LI Bkirouae 6a30Bi MOKIMBOCTI, a TAKOK
Moxe OyTH poonparboBaHuid. Cepesl OCHOBHUX MOXIIMBOCTEH BapTO BUIUIMTH:

1. TToBinomsteHHst Tipo Kibep3arpo3u (60T MoYke HAaACHIATH MTOBIIOMIICHHS PO
ocTaHHI Kibep3arposu Ta iH(GOpPMyBaTH KOPHCTYBa4iB HPO HOBI BHIM aTrak abo
BPA3JIMBOCTI, 1[0 BUSIBJIEHI).

2. HaBuanHs kopucTyBauiB (00T MoOXKe HaJaBaTH KOPOTKI iHCTPYKIii abo
nopagy 3 KibepOesrneku, JONOMararodd KOPHCTyBadaM YHHMKATH 3arpo3 i 3axXHINaTH
CBOI jaHi).

3. Monitopunr cucrem Kb (60T MoXe MigKIIOUaTUCS A0 CHCTEM MOHITOPUHTY
KiOepOe3neky Ta HaACHIATH HOBIZOMIIEHHSA Npo Oymb-ski aHOMamii abo mimo3pini
akTuBHOCTI). Lle MoXyTh OyTH cucTemu BusiBIeHHS KiOepinmaeHTiB (SIEM - Security
Information and Event Management), siki TOHOMararoTh BUSBIISITH Ta BiACTEKYBaTu
MiI03pUIi aKTHBHOCTI B KOMITIOTEPHUX CHcTeMax Ta Mepekax. Och KiJbka 3 HUX:
Splunk: Splunk - ne mmarpopma SIEM, sxa 3abesmedye reHtpanizoBaHuil 30ip,
IHJCKCAIlF0 Ta aHAN3 XYpPHATIB MOJIA 3 PI3HUX JOKEpPEN, IO J03BOJISIE BUSIBISITH
Kibep3arpo3u Ta BUKOPHUCTOBYBATH PO3YyMHI aHATITHYHI MOXKJIMBOCTI JUIS BUSIBICHHS
agomanii. IBM QRadar: QRadar Bix IBM - 1ie inma miargopma SIEM, sika Hagae
pO3UIMpEHi 3ac00M BHUSBIECHHS 3arpo3, BKIIOYAIOUX aHAIi3 OTOKIB TaHUX, KOPEJIALIi0
oIl Ta BUABIEHHS BpasnuBocTerd. ArcSight: ArcSight Big Micro Focus - ne me ogna
nonymsipHa miatgopma SIEM, ska 7[03BOis€ aHami3yBaTd Ta pearyBaTH Ha
KiOepiHIIMAEHTH B pEATBPHOMY 4Yaci, a TaKOX BECTH JKypHal IHIMICHTIB Ta
3nificHroBatn ayaut Oesneku. Elastic Security: Elastic Security (panime Bizomuii sk
Elastic SIEM) - ne Bigkpura Ta posmuproBana miarpopma SIEM, sika 6a3yerbest Ha
Biomiii cucremi Elasticsearch Ta Hajmae iHTerpoBaHWii HaOip IHCTPYMEHTIB JUIst
BUSBIICHHS Ta BifcTexeHHs KiOepinimpmentiB. LogRhythm: LogRhythm - ne inma
nonyisipHa miatgopma SIEM, sxa 3abe3nedye KOMIUIEKCHUH aHaJi3 KypHAJIB MO,
BUSBIICHHS aHOMAJTi}f Ta aBTOMaTH30BaHy PEaKIIifo Ha Kibep3arposu.



Li cucremu HafgAIOTh MMPOKUH CIEKTP (QYHKIIOHAIBHOCTI JUIS BHUSBICHHS,
aHaJTi3y Ta pearyBaHHs Ha KiOepiHIMACHTH, 1110 I03BOJISIE OPraHi3alisM MiATPHMYBATH
BHUCOKHIA piBeHb KiOepOe3neKu.

V3aranpHIOIOYM, iHTerpamiss —TenerpamM-00Ta [0 CHUCTEM  BHSIBICHHS
KiOSpIHIMACHTIB MOXKE TMOJICTIIMTH Ta [IOKPAIIUTH IPOLECH MOHITOPHHTY Ta
pearyBaHHA Ha KiGep3arpos3m, 3abe3medyioun OLTBII €(EeKTHBHY Ta OIlEpaTHBHY
poboTy 3 Oe3meKoro.

4. 3anutaHHs Ta BLANOBIAL (OOT MOXKE BiJITIOBIIATH HA MHTAHHS KOPHUCTYBadiB
mpo KibepOe3rneKy Ta HajaBaTH IOPaay INOJO 3aXHCTy ocoOHcToi iHpopMmamii Ta
MIPUCTPOIB).

5. IoBigOMIIEHHS PO MiO3PiIi aKTUBHOCTI (KOPHCTYBa4l MOXYTh HaJCHIIAaTH
00Ty 3BiTM Tpo Oyap-AKi MimO3piii akTUBHOCTI abo arakd, i OOT MOXKe HaxaTu
BIATIOBIAHI peKOMEH a1 11010 OAAIBIINX KPOKIB).

3Bakaloun Ha MOMJIMBOCTI cydacHMX MecenpkepiB 3 I 3amporonoBano
cxeMy po3pobku MecenmkepiB 3 LI mis apromaruzanii opraizariiHO-TEXHIYHOTO
3abe3neyeHns Kb B aBianiiiHoMy miJnpreMcTBi 300paskeHa Ha puc. 1.

Eran 1. PeccTpanis BipTyaasHoro acucTeHTa Eran 2. Poapo6ka aorikn 6ota B Google Apps Script

GAS -
- const token
- const webAppUrl

API Token

]

sendText (chat_id, text,
keyBoard, firstName,
lastName, currentDate)

/mewhat
= name
- usernante

- const spreadsheetld - sendMessage
- const sheetName - doPost(e)
- setWebhook() -  KEYBOARD

Evan 4. opmysanus da3n jannx

chat_id, texi, |
firstName, lastName, currentDate

Function writeToGoogleSheet sending requests

Eran 3. Interpauis LI receiving responses

Kpox 1. Interpanias GPT
- OpenAl
- APlkey

Function generateGPT3Response(prompt, maxTokens):
Try:

. Log 'Calling GPT-3.5 APT with prompt:', prompt, 'and maxTokens:", maxTokens
Kpoxk 2, Odpoika nosigosmiens

KopHCTYBAYiB Ta Biamosiiei

- Telegram

- GAS

- Webhook
Kpox 3. HancnaanHuA 3anuTie 10
GPT 1a odpoika sianosinei

- GPT

Kpok 4, Haxenaanus gianosigi
KopHeTYBauesi
- BotAPI

Send a POST request to "hnps://api.openai.com/v 1 /engines/davinci/completions'with
the prompt and maxTokens

Add necessary headers including authorization with apiKey and content type
If the response is successful:

Parse the response data and return the trimmed text from GPT-3.5 API
Else:

Throw an error indicating failure to call GPT-3.5 API

Catch any errors and log them

BKJIIOYAaKOTh:

Puc. 1. Cxema po3pobxu mecenmkepis 3 LI a1 aBromatu3anii opraizariino-
TexHigHOTO 3a0e3nedenns Kb B aBianiliHoMy mixnpreMcTBi

TakuMm uYuHOM, pO3pOOJCHE pillieHHs JUlsd aBTOMaTH3allii opraHi3aiiifHo-

TexHiyHoro 3abesneuenns Kb B aBiauiitnomy mimnpuemctsi. OCHOBHI MOMITHBOCTI
MOBiOMIIEHHSA

npo  Kkibep3arpo3u, HaBYaHHS KOPHCTYBadiB,




MoHiTopuHr cuctem KB, BigmoBimi Ha 3amuth  kopuctyBauiB 1momo Kb,
MOBIOMJICHHS TIPO MiJ03Pisli aKTUBHOCTI TOILO.

Ile 3arambHi 0COONMBOCTI PO3POOJICHOrO pIMICHHS, SKE IOEAHYE B €001
e(eKTUBHY KOMYHIKAI[II0O 3 KOPHCTYBauaMH depe3 MeECEH/DKEp, PO3IINPEHHS
MOXJIMBOCTEH reHeparlii Bixnosizneit 3a gormomororo 111, Ta edexTnBHE ynpaBmiHHS
Ta aHawi3 AaHux yepe3 GAS.
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