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Abstract. The author defines the cyberspace as a new dimension of political space and as a field of political interaction and
confrontation of various political actors. The differences between cyberspace and the Internet-space are analyzed. It is shown
that modern society is becoming specifically networked and digital, the relations in machine-mediated social and media net-
works complement or replace communications based on the face to face interaction of political actors.
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Introduction

In the modern world, information is both one of the most
important resources and one of the driving forces. The rapid
development and spread of new information and
communication technologies has caused a global information
revolution, having a significant impact on all spheres of man’s
life: political, cultural, scientific, and economic.

Nowadays, issues of international security and the
maintenance of international peace and stability are
inextricably linked. States are increasingly paying
attention to the development of cyberspace operations,
both defensive and offensive. Thanks to complex social
networks, fundamentally new political instruments of
influence and control of the world community actors have
appeared. In fact, there was a certain redistribution in the
entire system of international environment (IE) in favor of
the new, first of all, information and digital means of
forming meanings of international relations of international
security. In Western scientific literature, as well as
journalism and diplomatic rhetoric, the term “cyberspace”
is preferably being used, while the term “information
space” is being widely used in Ukraine. Commonly, the
information space is meant to be a wider sphere in
comparison with cyberspace, which is limited to computer
and electronic networks and the information contained in
them. The information space is interpreted as a sphere of
activity associated with the formation, creation,
transformation, transmission, usage, and storage of
information and the impact on individual and public
consciousness, information infrastructure and information
itself. The need to differentiate these concepts determined
the choice of the theme of the study.

Modern cyberspace, its challenges and threats are
analyzed by such foreign scientists as S. Brenner (Brenner,
2004), D. Mente, Keserin P. Heaven, J. Nye, J. Urry, J.
Dzialoshinsky, R. Fork. Among Ukrainian researchers, we
can name K. Yurtaeva, who explore cyberspace as a crime
scene (Yurtaeva, 2009), V. Lukyanchikova, who focused on
cybersecurity in the information society (Lukyanchikova,
2013). L. Droti-anko who wrote about the change of the
communication system under the influence of
informatization (Drotianko, 2017: 14). N. Chenbai states
that influence of modern media technologies on various
spheres of social life, public consciousness, culture in
general will dramatically grow in future (Chenbai, 2019:
159). The analysis of the global informatization processes is
in the works of M. Castells (Castells, 2002), N. Luhmann,
M. McLuhan, J. Haber-mas, J. Urry (Urry, 2008).

International structures such as NATO Cooperative
Cyber Defence Centre of Excellence (CCDCOE), the
International Cyber Security Protection Alliance (ICSPA),
the International Criminal Police  Organization
(INTERPOL), the International Multilateral Partnership
Against Cyber Threats (IMPACT) and others are actively
working on the problems of regulating cyber-space.

The aim is to analyze the nature of cyberspace and
its impact on the nature of modern international rela-
tions. The task is to identify the features and main
differences of cyberspace.

Research methods

To achieve the aim of the study, a set of basic prin-
ciples and methods of scientific knowledge systematic
analysis, comparison, critical analysis was used.

Research results

The concept of "cyberspace" has come a long way
of conceptualization since its appearance in science
fiction literature in the early 1980s (Gibson, 1982). After
the creation of the project "World Wide Web" by T. J.
Bernes-Lee in the early 1990s, it has began to be ac-
tively used for the next three decades to designate the
virtual space of the institutional structure of society. At
the same time, cyberspace is not to be confused with
the very internet, after the definition of M. Castells,
"cyber - Ghetto" (Castells, 2002) or the World Wide
Web (WWW). If the Internet is a hardware and software
infrastructure, i.e. a global network of computers that
use specific protocols for communication one with an-
other. The WWW is a system of interlinked hypertext
documents available through the Internet. The cyber-
space is a metaphor of space "adjacent areas" (M.
Castells), which, after John Urry, are becoming perma-
nently "moving places" (Urry, 2008: 42).

In meaning of a communicative place, cyberspace
is not so new, as it has appeared long before comput-
ers and the Internet. At the present day, it functions as
an interface at the joint of information and communica-
tion technologies such as telephony, television, com-
puter technology, data transmission of web 1.0, of web
2.0. Thanks to the common cyberspace, modern socie-
ty becomes specifically network and digital, i.e. such,
where relations in machine-mediated social and media
networks complement or replace communications
based on the interaction of political actors face to face.

In the current era, the network principle of organiz-
ing society is becoming key due to the development of
digitalization of cyberspace. As H. Kreysler remarked
on this occasion, network society "is not just a society
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based on social networks... is a society where the key
social structures and activities of its members are or-
ganized around networks of electronic communication»
(Kreisler, 2001).

Cyberspace, in comparison with other spaces of
human activity, has the following features:

- it is the information space;

- it is the communicative environment;

- it is formed by means of technical systems;

- cyberspace can constantly be reproduced, multi-
plied and reproduced through cascades of bifurcations,
which is typical for the non-linearly evolving society;

- cyberspace radically increases the speed, volume
and range of communication not only for states and
corporations, but also for individual citizens, who can
use it for global, almost instantaneous communication,
using a variety of media from text to video.

J. Dzialoshinsky’s definition states: cyberspace is a
set of certain structures (individuals, their groups and
organizations) united by information relations, i.e. rela-
tions of collection, production, distribution and con-
sumption of information (Dzyaloshinsky).

R. Vilkov notes that cyberspace is a new, rhizomatic
topology, a kind of semiotic space in which operations
with signs are carried out using modern computer tech-
nology, which facilitates and significantly accelerates the
mental activity of people (Vilkov, 2009: 7). The Recom-
mendation Concerning the Promotion and Use of Multilin-
gualism and Universal Access to Cyberspace, adopted at
the 32nd session of the UNESCO General Conference in
2003. Cyberspace is defined as following: it is a virtual
world of digital and electronic communication related to
global information infrastructure (Recommendation).

Due to the heterarchical nature of network organiza-
tion, structurally cyberspace is a rhizome — a metaphor-
ical designation proposed by J. Deleuze and F. Guat-
tari, a non-structural and non-linear way of organizing
integrity (Deleuze, Guattari; 1987). There is no single
center in cyberspace, but there are many clusters of
close ("strong") connections of various actors and
many remote ("weak") ties with other clusters, all to-
gether forming a single global network.

It is necessary to emphasize the differentiation of
cyberspace, based on the factor of its heterogeneity.
The very differentiation of cyberspace contributes not
only to the creation of fundamentally new power struc-
tures, but to the redistribution of the influence of states
in international relations, which acquire the ability to
dominate the world through the creation of digital
clouds. Nowadays, in the international cyberspace,
there are five of the most influential digital corporations
in the world: Apple, Google, Microsoft, Amazon, Face-
book. They are really only opposed by the Chinese
Alibaba. All of them represent the interests of the na-
tional military — industrial complexes. World Digital
giants undoubtedly affect on the character of interna-
tional relations and on security.

V. Lukyanchikova notes that cyberthreats are seri-
ous, constantly growing in number and destabilizing the
world order. Theories and strategies of deterrence that
emerged during the Cold War are quite difficult to apply
to modern cyber threats (Lukyanchikova; 2013: 796).

J. Nye argues, for example, that the United States
are still the leader in the use of the Internet for military

and social purposes, but, on the other hand, their great
dependence on widespread digitalization makes them
much more vulnerable to cyber attacks than any other
country (Nye; 2011: 20).

Susan W. Brenner, analyzing cybercrime, notes that
the subject of cybercrime is not dependent to the limita-
tions that exist in the real, physical world. Yes, cyber-
crimes can be committed instantly, and therefore re-
quire a rapid response. Cybercrime still remains a new
phenomenon, and science is not yet able to establish
patterns of distribution of different types of cybercrime
geographically and demographically, as for crimes
committed in the real, physical world (Brenner; 33).

In this way, a centric cyberspace is "governmental-
ized" (M. Foucault) in the most bright and precise
sense of the word, i.e., displaces the traditional sover-
eign and disciplinary powers to the periphery and pro-
duces power "everywhere, but not because that it sub-
ordinates itself all around, but because it comes from
everywhere... not society" (Foucault, 1996:193).

The availability, limitlessness and a centricity of cy-
berspace make the problem of cybersecurity at the insti-
tutional and national levels are one of the central issues
for states in XXI century. There is a consistent "cyberiza-
tion" of international relations, which is defined as a deep
penetration into all spheres of international relations of
various cyber-mediums (events, processes occurring in
cyberspace), on the one hand, and the growing depend-
ence of actors in the field of international relations on
infrastructure, tools and the means offered by cyber-
space, on the other hand. The most uncontrolled, man-
made risks with a variety of unintentional consequences,
threatening the international order are emerging and
manifesting in the very cyberspace. The "global risk
society", in the terminology of W. Beck, is growing pri-
marily in cyberspace (Beck; 2010).

Discussion

We agree that the very existence of the state power
and sovereignty is under threat in cyberspace. At the
same time, the danger is strengthened by the important
circumstances of such cyber risks: anonymity, the
impossibility of definitively identifying those who are
responsible for the cyber attacks, and therefore the
impossibility of a legally proven punishment. Quantity
and quality of the cyber attacks due to the
technological progress of the data protection are not
decreasing, rather increasing. To do information harm
the technologies initially intended for cyber protection
are used. We can conclude that cyberspace today is to
a great degree used to attack potential adversaries, not
to support and develop the interests of users in the
communication and receipt of information and
knowledge (Kissinger).

In this sense, despite the fact that cyberspace creates a
flat, network ontology of social communications, the state
and its sovereignty cant be simply eliminated by the
invasion of other cyber actors, because until now the state
itself has been the basis for the international law and
international relations. The process of establishment of the
"digital Westphalia "is far from its completion, and can take,
according to expert opinions, about 20 years. However, the
diffuse period (in the political and legal sense) of the
development of cyberspace will sooner or later be over.
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This will happen when the characteristics of national
jurisdictions in cyberspace are defined in generally
accepted regulatory terms. And in the end, as it has always
happened before, the international system institutionalizes
a code of rights and obligations for all cyber actors, making
some winners and others losers in the battle for new
resources. On top of the new cyber system of international
relations there will be the cyber safe states; they will
dominate in the coming era of socio-cyber-economic world.

D. Menthe, the author of the theory of international
spaces offers to consider the cyberspace not from the
stand point of well-known social and legal concepts, but
as the space of international legal status. In the work
"Jurisdiction in Cyberspace: A Theory of International
Spaces" D. Menthe represents a concep-tual theory
according to which "there are three such international
spaces: Antarctica, outer space, and the high seas"
(Menthe, 1998). D. Menthe states that cyberspace
should be treated as a fourth international space. In
cyberspace, jurisdiction is the overriding conceptual
problem for domestic and foreign courts alike.

This idea is supported by Keserin P. Heaven, who
notes that it is quite logical to regulate the Internet as
other global space, used for the benefit of all countries
without trying to militarize them. The researcher insists
on introducingthe cyberspace responsibility under the
national principle of criminal jurisdiction established in
the rest of public areas, i.e. a person who has
committed a crime in cyberspace will be punished by
the country of his or her citizenship (Heaven; 2001:
398). At the same time, she points to the need to adopt
a universal set of rules of the Internet use at the
international level and to introduce the principle of
obligatory cooperation of countries in the fielf of
investigation of cybercrimes (Heaven; 2001: 399).

Thus, today we can observe two modern trends in
the field of international relations: the shift of the state
sovereignty and power to the field of cyberspace and
their growing dependence on digital technologies, as
well as the diffusion of cyber power between state and
non-state actors, which together leads to the erosion
and weakening of national security.

Since cyberspace has no physical boundaries, gaps
arise in the understanding of what a state's territory is
and how it should be defended. Available
representation that the national cyberspace is formed
of computer networks and their software maintenance
cannot be defined as the adequate one. It requires new
ways of determining the power in cyberspace for the
effective protection of national interests, including the
influence on the behavior of other cyber actors.

We agree with a Ukrainian researcher K. Yurtaeva,
who notes that today a significant number of "ordinary"
crimes have passed into the category of cybercrime. It
means that the use of computer technologies the
commission of these crimes, and their socially
dangerous consequences can spread to a larger area"
(Yurataeva; 2009: 435).

Cyberspace and authority over it nowadays are the
foundation of scientific, technological and socio-economic
development of all the nations, which shows the new
horizons of modernization of all sides of the social life.
Cybernetic power or simply cyber power is becoming
superior for the traditional political, economic and military
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forms of dominating. By its very nature, political power in
cyberspace differs from "classical" power, which has had
a vivid socio-economic conditionality. It is no accident,
Internet giants according to the market capitalization Al-
phabet (Google), Amazon, Tencent, Alibaba Group are
included in the top ten largest companies of the world.
The work in the Internet companies mentioned above is
considered to be very prestigious, and their technical
capacities attracted the most careful attention of politi-
cians, security and military services.

A vivid embodiment of the growing hegemonic role
of cyber power is the empowering Fourth Industrial
Revolution. Its essence is the material world connected
with the virtual one, as a result the new cyber-physical
complexes united into a single digitalized ecosystem
are born. Industry4.0. characterized as a "deep
change" of society based on technologies of wide-
spread digitalization, leading eventually to sapientiza-
tion (from Latin sapiens — reasonable) reality.

As we can see, the development of cyber power in the
era of the Fourth Industrial Revolution, is changing, as K.
Schwab states: 'It is not only changing the "what" and the
"how" of doing things but also "who" we are" (Schwab,
2016: 8). In this regard, it can be assumed that the rivalry
in the field of cyberspace between various actors and,
above all, nations will inevitably grow, since not only pros-
perity is at stake, but also the well-being of the people,
which is the subject of any nation's national security strat-
egy. This requires considering cyberpower in a strategic
sense as an activity aimed at achieving political goals.
Talking about the strategic value of cyberspace one
should recognize the fact that it is becoming the fifth area
of deployment of power confrontation of states on a par
with traditional arenas of military action (land, sea, air and
space). You need to remember that cyber space as well
as the rest, have a political meaning and strategic actions
aimed at strengthen in its own positions and weakening
the positions of the enemy, are inevitable.

Conclusions

The cyberspace is both a phenomenon of international
politics, and the driving force behind a number of transfor-
mations taking place in the international arena. The modern
trends, including the rise of new centers of power and the
formation of a multipolar system of international relations, the
growth of international conflict and tension in a concentrated
form are reflected here. All of the above actualizes the need
for international cooperation to develop international legal
norms and rules governing the development and use of
cyberspace. According to expert opinion, cyberspace is a
part of the information space and an electronic environment,
via which information is produced, received, stored, pro-
cessed and destroyed. An important feature of cyberspace is
its globality, which provides an opportunity for information
interaction between people and objects located on the territo-
ry of various states. The globality of cyberspace is achieved
by connecting national electronic media into a single elec-
tronic environment of collecting, transferring, storing and
processing of information based on a single digital address-
ing system. Therefore, in order to form the international rela-
tions in the global cyberspace on the basis of the equality of
sovereignty principle, as one of the most important principles
of international law, one should codify the norms governing
international relations in global cyberspace.
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Mopa T. A.

PA3BUTUE MEXOYHAPOAHbIX OTHOLWEHUM B KWEEPMNPOCTPAHCTBE

ABTOp paccmarpuBaeT KMbepnpoCTPaHCTBO Kak HOBOE M3MEPEHWNE MOMUTUHECKOrO NPOCTPAHCTBA, Kak nomne nonuTUYeckoro B3auMOoaeicTBums
NPOTUBOCTOSIHWSI Pa3nYHbIX NOMUTUYECKUX aKTOPOB. MNpoaHanuanpoBaHbl pasnuums Mexay knbepnpocTpaHcTBoM v MIHTepHeToM. MokasaHo, YTo
COBpeMeHHOe OBLLECTBO CTaHOBUTCS CrieLmdiecku CeTeBbIM U LIMCDPOBBIM, T.€. TaknM, FAe OTHOLLEHWS! B MaLLMHHO-0NOCpeaoBaHHbIX coLpars-
HbIX M MEeAMaceTaX AOMNOMHSIOT UMM 3aMEHSIOT KOMMYHUKaLIMW, OCHOBaHHbIE Ha B3aMMOAECTBIM NOMNUTUHECKUX aKTOPOB NIMLIOM K LY.
Knrodeenle cnoea: cemesoe obujecmso; kubeprpocmpaHcmeo, kubepbesonacHocmb, KubepripecmynHocmsb, npagogoe 2ocydapcm-
80, MeXOyHapOOHbIe OMHOWEHUS.

Mopa T. A.

PO3BUTOK MDKHAPOAHUX BIAHOCUH Y KIBEPMPOCTOPI

Betyn. Y cyyacHomy CBITi iHbopMaLLiss € OOHUM i3 HaMBaXNMBILLMX PECYPCIB i, OQHOYMACHO, OfHIE 3 pyLWinHUX cun. CTpIMKUIA pO3BUTOK Ta
NOLUMPEHHST HOBKX IHCPOPMALLINHKX | KOMYHIKATUBHUX TEXHOIOriN Npu3Benu o rnobanbHoi iHdopMaLiiHOI peBonioLii, sika 34iINCHI0E 3HAaYHWN
BNSMB Ha Bci cdepu. MeTa i 3aBgaHHsA. MeTolo cTaTTi € aHarni3 npupoan KibepnpocTopy i MOro BMNMB Ha XapakTep CydacHUX MiKHapOOHMX
BiAHOCUH. 3aBAaHHA Monsrae y BMSBMEHHI 0COBNMMBOCTEN i OCHOBHMX BiAMIHHOCTEN kibepnpocTtopy. PesynbTat gocnimkeHHs. [MoHATTSA
«KibepnpocTopy» MPOWLLIIO AOBIMN LUNAX KOHLENTyani3auii 3 MOMEHTY CBOET NOABM B HAYKOBO-(PaHTacTUYHIN nitepaTypi Ha novartky 1980-x
pokiB. Po3ymiHHA kibepnpocTopy Sk KOMYHIKaTMBHOTO NPOCTOPY HE € HOBUM, OCKIMbKM BOHO 3'BMSETLCSA 33[40Bro A0 KOMM'IOTEPIB Ta IHTepHeTy.
3aBasAkM cninbHOMY KibeprnpocTopy cydacHe CycninbCTBO CTae CneLmdivHO MePEXeBUM i LMAPOBUM, TOBTO TakuM, Ae BiAHOCUHW B MaLLMHHO-
ornocepeakoBaHUX ColianbHUX | Mediamepexax [OMOBHITb abo 3aMiHIOTb KOMYHikalli, 3acHOBaHi Ha B3aeMOAil MONITUYHMX aKTOPIB.
KibepnpocTip NMOpiBHAHO 3 iHLLIMMM NPOCTOPaMM MIOACLKOI AIANbHOCTI Mae Taki pucu: Le € iHdopMauiiH1iA NPOCTIP; BiH € KOMYHIKaTUBHUM
CepeaioByLLEM; YTBOPIOETHLCS 3@ LOMOMOIOK TEXHIYHMX CUCTEM; KiGepnpocCTip MOXe MOCTIVHO KOMikoBaTUCS, MHOXUTUCS | BiATBOPIOBATUCS, LUO
€ XapaKTepHOK O03HaKOK CoLiymy; KibeprnpocTip pagvkanbHo 36inbluye LWBUAKICTb, 0bCsAr i ganbHICTb B3aEMO3B'sI3KY He TiNbku OepxaB i
KopriopaLiiii, @ 1 OKpemMux rpomMaasiH, ki MOXyTb BUKOPUCTOBYBATW MOr0 Arnd rmobarnbHoro, Make MUTTEBOTO CrifIKyBaHHS, BUKOPVCTOBYIOYM
pi3HOMaHITHi iHcpopmaLiiHi 3acobu. OBroBopeHHA. HesBaxaroun Ha Te, Lo KibepnpocTip CTBOPHOE GinbLU NIOCKY, MEPEXEBY OHTOMOri0
coujanbHUX KOMYHiKaLliil, cami AepXxaBu Ta iXHi CyBEpeHITeT He MOXyTb ByT1 NPOCTO NiKBiAOBaHUMW HaBaroto iHWKX KibepakTopos, 60 came
AepXaBu € OCHOBOI MiXXHApOAHOro npasa i MiXkHapoAHUX BiHOCMH. CbOrofHi MM MOXeMO crnocTepiraty ABi TeHAeHUii y cdepi cydacHux
MDKHapOAHMX BIQHOCWH: 3MILLEHHS CyBepeHiTeTYy i Bnaan aepxas y Gik kibepnpocTopy, a TakoX 3pOCTaHHsi 3anexHoCTi iX Big LMdpoBMxX
TexHonori. BinbyBaeTbcs audpysia kibepBnagn MK OepxaBHUMU Ta HeOEpXaBHUMM aKTopamu, WO pa3oM Bege [0 PO3MUBaAHHA i
nocnabneHHs HauioHanbHoi 6e3neku sk Takoi. BucHoBku. KiGepnpocTip — Lie BXe He Tiflbkv (heHOMEH MiXkHapOoZHOI NONiTUKK, a W pyLliiHa
cuna TpaHcdopmaLiid, Lo BiabyBaoTbCA Ha MiXKHApOAHil apeHi. Came y kiGeprnpocopi y KOHLLEHTPOBaHOMY BUMSAi BifobpaxaroTbCs CyqacHi
TeHAeHUji: MigioM HOBMX LEHTpiB cuny; opmMyBaHHs BaratononspHoi CuMCTEMM MiKHAPOOHUX BIOHOCWH; 3pOCTaHHS MiKHapOAHOI
KOHpNIKTHOCTI i Hanpyru. Bcei Ui siBULLE@ akTyani3yloTb HEOBXiAHICTb NOCUINEHHS MiXKHAPOAHOro CniBpobITHULTBA Anst BUPOBNEHHS MixXHapoaHOo-
NpaBoBUX HOPM i NPaBur, LLIO PErNamMeHTY0Tb PO3BUTOK Ta BUKOPUCTaHHS! kKibepnpocTopy.

Knro4oei crioea: mepexese cycrinbcmeo; Kibepripocmip; Kibepbesneka, Kibep3noduHHicmb, npagosa depxxasa, MiKHapOOHI 8I0HOCUHU.

YIK 316.722(4) o 5P
. B. Pycyn

NONIKYNbTYPHA KPU3A TA MIFPALIMHE NMUTAHHSA B AEPXXABAX EBPOIMU

LleHTpanbHOyKpaiHCbKUI Aep>XaBHUIM NegaroriyHun yHiBepcuTeT
imeHi B. K. BuHHU4eHka

AHomauyis. Y cmammi 30ilicHloembcsi aHani3 couyianbHo20 cepedosuwja espornelicbKux depxxag 8 KOHMeKCmi Kpu3u Myrbmu-
KynbmypHOCMI ma numadb, noe’a3aHux i3 miepayitiHumu rnpoyecamu. lopigHiotombcsi Nidxo0u peanizayii MynbmuKynbmypHOI
nonimuku y €eponi ma CLUA. Po3ensdaembcs cneyughika cy4acHo20 cmaHy nosikynbmypHoeo cepedosuwja €eponu. BusHa-
Yaembcs npobnemamuka MyfbMmUKYIbmypHOI nonimuku e kpaiHax €epornu. O3HaYyaembCsi 8MU8 KyIbmypPHOI, eKOHOMIYHOI
cknadosoi ma migpauiliHo2o acriekmy y po38umky rosikynsmypHocmi e €C.

KniouoBi cnoBa: gepxaBa-Hauisi, KynbTypHa rnobanisadisi, KynbTypHe po3maiTTs, MidXKKyNbTYpHi KOMyHikauii, MynbTUKYNbTypHa
normiTuka, NonikynbTYpHICTb.

Betyn LUbOMY BiOHOLLEHHI €BPOMNENCHLKI AepXaBu CTUKaTbCH

€sponievicbka NoriikyNbTYPHICTL NEeBHUIA Yac posiBariace | 13 ABOMA BUKIIVKaMU, a Came, AK BUPILIUTY ICHYHOYI
6e3 3HauHMX MoTpsiciHb. OOHaK ocTaHHi gsa Aecstunitts | CKITAAHOLUL TNOB A3AHI 3 HAABHAM KyNbTYPHAM MItopa-
CrIOCTEpIraETLCS YBAra YUEHUX [0 MATaHb KyNbTYPHOI iHTer- | JISMOM Ta SikUMW MaloTb OyTU eKOHOMIYHI BuAaTKM i
paLlii MirpaHTiB y CycrinbCTBax siki npuiiMatoTb. Taka cutyauis, | MPOTPamu CTOCOBHO MIrpauviHOl NOMITUKY.
3 0fHOro BOKY, CrpUYMHEHa 3aroCTPEHHSIM CyrepeyHoCTeN BianosigHo A0 BULLE O3HAYEHOMO BaXKNMBUM NocTae
MbKKyIbTYPHOMY MPOCTOPI EBPOMENICHKVX [epkaB-HaLlil, a 3 | MATaHHS BU3HAYEHHs MAXOAiB ANs BPErymioBaHHs MbK-
IHLLIOTO — MOCMIIeHHAM MirpaLiiHix noTokis. BignosigHo, ue | KYTIETYPHUX KOMYHIKaUIM y MOJIKYNbTYPHOMY Cepefosn-
CTIPVSIE NOXBABINEHHO iHTepecy A0 AOCHIDKEHb, Lo cripamo- | LUli OKPEMIX EBPOMEVCEKMX AepXaB. Benmkoro sHaueHHs
BaHi Ha BUSIB CyMepEqHOCTEN Ta LLIMSIXIB XHBOro nofonanks B | 38 TaKMX yMOB HabyBaloTb MOLLYKM MPUIHATHNX cTpaTe-
€BPOMNENCHKOMY COLLOKYTETYPHOMY CEperIoBILY. riiA 4151 MOAAMELLIOTO NOAOMNAHHS! KPU3M MOMIKYMTYPHOC-

BusiBNeHHs 0coBNMBOCTEN KpUan MomikynbTypHoro | Ti B EBPOMEVCHKIX AepkaBax-HaLisix. [JocUTb Baromoio B
cepedoBuLa EBPONM CTBOPIOE YMOBM AN Auckypcy | UOMY BIIHOLIEHHI € 3aBAHHS MOAAMBLLONO MOLLYKY Ta
LLOAO MepCrekTVB KyNbTYPHOTO po3MaiTTs B ManbyTHix | BMPOBAMDKEHHA ONTUMANbHUX MOLENEN MyNbTVKYIIbTY-
CKIIa[HMX Ta CTPOKATUX MpoLiecax KynbTypHoi rnobani- | PHOI nomituky €8ponu. Afpke Bif BUBaXEHOT NOMITUKN B
3auii. Mowyk LWNaxiB BUPILIEHHA Cyd4acHoi kpuau noni- | WeOMY MUTaHHI 3ane)unTb COLIOKYNbTYPHMM NOCTyn Aep-
KyMbTYPHOCTI Mae 3fificHIoBaTUCS sIK y colliokynbTyp- | @B €C. OTke, Bule BrkasaHe notpebye mopanbLumx
HOMY, TaK i B E€KOHOMIYHOMY acnekTax npobriemu. B | AOCTIAHMLEKMX PO3BIAOK Y MExax npobremarykm.






