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Anomayis. B cyuachux ymoBax 3pocmanns inmencuBHocmi ma ckaadnocmi kibepsazpos numanis egpekmubnozo ynpabainus inyudeHmamu
Kibepbesnexu 8 kpumuunii ingppacmpyxmypi (KI) depxabu nabybae nepuionepeoBoeo snauerns 045 3abe3neuers HAYIOHAAbHOT De3neku ma
OesnepepBrocmi nadanna xkpumuuro baxiubux nocaye. HeBusnauenicms posBumxy kibepinyudenmié, MHoxunHicms Moxiubux Bapianmi6
peazybanna ma obmexenicms pecypcib 3ymobatooms HeobXiOHicy 3acmocyBanns gopmarizobanux Hayxobo obrpyHmobanux nioxodié do
niOmMpuMKu NPUIHAMMA Yynpabaincekux piwiens. B pobomi npedcmabaeno memod npuiHAmms piuiens w000 YnpabAinHa iHyuleHmamu
Kibepbesnexu 8 KI depxabu, sxuil 6asyemvca Ha cucmemHomy nioxodi ma gopmanrisayii npoyecy peacybanms. 3anpononobanuti memoo
nepedbauae noemannuil anai3 kibepinyudenmy, popmybanns MHOKUHY assmepramub peazybanis, mMooea0Banms UMOBIpHICHUX cyeHapiib
posbumuy nodii, KisvkicHe 0yinI08anHA HACAIOKIB 3a donomoeolo Mampuyi pesyssmamié ma 6ubip onmMUMALbHO20 YNpaBainCyKo20 PilueHHs
3a Kpumepiem maxcumizayii ouikybaroeo egpexmy. Ocobaubicmio 3anponoHobanoeo memody € inmeepayis mexarismy 36opommuoeo 36’3k, 140
dosBoase oyinwobamu egexmubricms pearizobanux 3axo0ib peaecybannsa ma adanmyBamu npoyec NpuiHAMMA piiens 00 3MiH YMo6
pymxyionyBanna 00’exmi6 Kl ma noabu nobux munib xibepsaepos. Ilpaxmuuna 3Hauywjicms pesyivmamib noaseac y moxaubocmi
sacmocybanns memody 6 yenwmpax onepamuBHozo peacybanns ma cuchmemax NIOMpUMKU NPULHAMMEA piutens 041 NiOGuujeHHs
00rpyrnmobBarocmi ynpabaincvkux 0itl i MiniMisayii Heeamubrux Haciokib xibepinyudenmib. ITodarvuui docaioxernta 6yoyms cnpamobani Ha
excnepumenmarviy Bepucpikayiio memooy 6 pisnux cexkmopax Kl ma iioeo posuwiupenna 3 ypaxybaunsm bazamoxpumepiarsHo2o aHasisy i
OUHAMIYHUX PeCypCHUX 00OMeKeHb.

Katouobi caoBa: xpumuuna ingppacmpyxnypa, kidepbesnexa, kibepinyuden, ynpabainua iHyudeHmamuy, NpuiHAMMA piulens, CyeHapHuil
AHAAI3, cuCTeMy NIOMPUMKY NPUTHATNINA piulens, ouikyBanuil edpexm, 360pommuii 36’ 230K.

KibepOesniekn VYkpaiHW» [2], a TakoX Iin3aKOHHUMM
HOPMaTMBHVMM aKTaMV, 30KpeMa TocTaHoBamy Kabinery
MinicrpiB  Ykpaiam 1momo Kateropwsarti o6’extis  KI,
YHOpaBIliHHSA pU3UKaMy Ta 3a0esredeHHs] iX CTIVIKOCTIL

Beryn

3abesnieyeHHs KibepOesriekn Ta CTiVIKOCTi 00 €KTiB
kpuTvraHol iHbpactpykrypn (KI) e omaviM i3 KTOUOBIIX

3aB/IaHp HallioHaybHOI Oesnexn Ykpaian. CydacHi ymMoBU
dYHKITIOHYBaHHS TlepKaBu XapaKTepm3yIOThCs
IIOENHAHHSAM PI3HOPIMHMX 3arpo3, cepel SKUX 0co0sIBe
MicIle TIocimaroTh KiOepiHIIeHTV, 3HaTHI HOPYIIyBaTH
GesrrepepBHICTh HaJlaHHS KPUTHMYHO BaXKIMBUX TIOCIIYT,
COPUYVHATY 3HAYHi COLLa/IbHO-eKOHOMIYHI BTpaTwu Ta
CTBOPIOBaTW IIepeAyMOBM IUIA  ecKaTallii Kpu30BVX
curyanin. Ypasmsicts KI 1o xibepaTak GesrocepernHbo
BIUIMBAa€ Ha CTaOUIbHICTh (DYHKIIOHYBaHHS IIepyKaBli,
GesITeKy HaceJleHHs Ta PO3BUTOK €KOHOMIKIA.
HopwmarusHo-1ipaBoBe  3abesrreuennst  y  cdepi
saxmcry KI Ta «kibepbGesnexkn dopmyeTbess 3akoHOM
Yxpaimu «ITpo xpwrmany iHdpacTpykrypy» [1], 3akoHOoM
Vkpaimm ~ «[Ipo  ocHOBHI  3acamy  3abesredeHHS
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3a3HaueHi JOKyMeHTV BM3HAYalOTh 3ara/IbHi HPVHIIVIIN Ta
opraHisalliyiHi 3acajii 3aXMCTy, OQHAK He per/laMeHTYIOTb
dopmartizoBaHi MexaHi3MM TIPUIHSITTS  YITPaBITiHCBKVX
pillleHs y mporieci pearyBaHHs Ha KiOepiHITVIeHTL.

B ymoBax rmobastizanil, myudposizaliii Ta 3pocTaHH:
MDKCeKTOpaJIbBHUX  3aJIKHOCTEVl  HaBiThb  OKpeMuit
KibepiHIMIEHT MOXe MaTu edpext «TOMIHO»,
nommpoounch Bif, ogHoro cekropa KI mo immoro. Lle
OOyMOBITIOE  HEOOXiHICTh  3aCTOCYyBaHHS  CUCTEMHOTO
IMgxXogy MO YHpaB/IiHHA KiGepiHImmeHTamu, sSKuy Ou
BpaxoByBaB HeBV3HaueHiCTh PO3BUTKY TIOfT,
MHOXVHHICTb MOXJIMBUX aJIbTepHATVB pearyBaHHS Ta
0OMeXeHICTh pecypciB y IIporieci IPUIHATTS PillleHb.
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AKTyaJIbHICTP  TeMM  JIOCJIPKEHHsI  3yMOBJIeHa
BimcyTHiCTIO yHi(piKOBaHMX (POPMaTi30BaHMX MeTOMIiB
OPUVIHATTA PpillleHb 100 YIpaB/liHHA iHIWIeHTaMM
kibepOesniekt B KI pepxasu. lle BusHawae moTpeOy B
po3poliTeHHI HayKOBO OOIPYHTOBAaHOTO METOMY, SIKWMM OV
TTOEIHYBaB BUMOTV YMHHOIO 3aKOHOJABCTBa, MiKHAPOTHVIX
CTaHJAPTIB i CydacHi MiAX0OaM Teopil HPUVHATTS pillleHb Ta
3abesrledyyBaB  OOIpyHTOBaHMVI  BMOIp  OIITMMaIBHIX
YTPaBITiHCHKVIX [TiVl B YMOBaX HEeBU3HAYEHOCTI.

1. Anami3 icHyrOUMX JOCTIMKeHb Ta IIOCTAaHOBKA
3aBIaHHA

3abesnedeHHsT HaJIOKHOTO PpiBHA KibepOesmekn
o0’extiB KI € omHmM i3 KIFOUOBMX 3aBIaHb HAIlOHAIHHOL
Gesrexn Iep>KaBH, OCKLUTbKU TIOpYIIIeHHs ix
GYHKITIOHYBaHHS MOXKe ITPU3BECTVI 0 3HAYHVX COIiaTbHO-
€KOHOMIYHMX, TeXHOIeHHMX Ta OOOpOHHMX HAaCJIiIKiB. B
yMoBax 3pOCTaHH: KUTBKOCTI CKJIAJTHMX Ta
IiTecIpsiMOBaHMX ~ KibepaTak 0OcOOIMBOI  aKTyaJTbHOCTI
HaOyBae IIMTaHHS HAayKOBO OOIPYHTOBAHOIO IIPWVIHSITTS
pileHs  mIofo  ympaBiHHA — KibepiHImmeHTamu 3
ypaxyBaHHSIM HeBM3HAYEHOCTi, OOMeXeHOCTi pecypciB Ta
GaraToBapiaHTHOCTI PO3BUTKY IOV

HopmaTtnBHO-TIpaBoBa 06a3a Ykpaiau

3axon Ykpainu «[Ipo Kpuriany iHdpacTpyKTypy»
[1] Bu3HAUae mpaBoBi Ta OpraHisariiviHi 3acay CTBOPEHHS i
dyHKIIOHYBaHH: HaljoHaJIbHOI cucTeMu 3axucty Kl Y
JOKyMEeHTi 3aKJIaIeHO TIPVIHLIATIV CUCTEMHOCTI,
OesrepepBHOCTI Ta IIPIOPUTETHOCTI 3aXMCTy, a TAKOX
BU3Ha4eHO CyO'ekTiB 3abesrevenHs Oesrekm. BomHowac
3aKOH Ma€ paMKOBUW XapakTep 1 He MiCTUTB
dopMaizoBaHMX Mopesieri abo aJTOpUTMIB IHATPUMKMI
HPVIVIHATTS YIIPaB/iHCHKVX PillleHb y IPOLeci pearyBaHH:
Ha KiGepiHITMIeHTN.

3axoH Ykpainu «ITpo ocHOBHI 3acay1 3abe3rieueHHS
kibepOesriekn  Ykpaiam» [2] BCTAaHOBIOE — 3arasbHi
IIPVHIIVIIN JIepKaBHOI OJITHKM Y cepi KibepOesriekn Ta
BU3HaYae poJli OCHOBHMX Cy0 €KTiB HaIliOHAJIBHOI CHCTEM
KibGepOesmekn. JIOKyMeHT aKIIeHTye yBary Ha HeOOXimHOCTi
yTIpaBIIiHHSA Kibeppr3KaMII Ta pearyBaHHS Ha iHITVIeHTH,
IIpOTe He BU3HAYa€ MeTOMIB ONTMMAJILHOIO BUOOpY Hiit y
CKJTa[JHVIX YMOBaX iHITVIIEHTHOTO pearyBaHHsI.

Crparerist xibepOesrexn Ykpaiau [3] opieHTOBaHa
Ha PO3BUTOK HaIiOHAJIBHMX CITPOMOXKHOCTe y cdpepi
3arobiraHHs,  BUSABJIEHHS ~ Ta ~ pearyBaHHS  Ha
KibepiamymenT. Boma — minkpecmoe — HeoOXimHicTH
BUKOPWCTaHHS PVBUK-OPIEHTOBAHOTO Ta ITPOAKTMBHOIO
IiIXOMiB, OIHAK He IIPOIIOHye  (POpMali3oBaHOIO
MexaHi3My OpUITHSTTS pillleHb 00 BUOOPY KOHKPETHVIX
3aXO[IiB pearyBaHHs B yMOBaX HEBM3HAYEHOCTI.

Mi>kHaponHi cTaHgapTH Ta peKOMeHIaItii

Cepis crarmapris ISO/IEC 27035 [4] ormicye mpotiec
yHOpaBliHHA iHIMIeHTaMy iHdoOpMariifiHoi Oesrekm 5K
CYKYIIHICTb IIOCJIJOBHMX €TalliB — Bif] IIJATOTOBKM 1O
aHamisy Ta pearysanHsa. Crammapti  3abesredyroTh
yHidiKOBaHMIT TIXiT IO OpraHisariii Mporiecis iHITMIeHT-
MeHe/DKMEHTY Ta IIMPOKO 3aCTOCOBYIOTHCS Ha IMPaKTHILL.
Pasom 3 Tvv, ISO/IEC 27035 mae riepeBaskHO TpOTIey pHUT
XapakTep i He MiCTUTb MaTeMaTHYHVIX MOZeJIeV I BUOopy
ONTMMAJILHOTO yIPABJIHCEKOrO PillleHHs 3a HasBHOCTL
MHOXXVHM aJIbTePHATVB i CLieHapiiB PO3BUTKY iHIVIEHTY.
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HoxymenT NIST SP 800-61 [5] € omsviM i3 HavtOUTBII
BiIOMMX KepiBHVIITB 3 pearyBaHHS Ha KOMIIIOTepHi
iHmymeHnTn. BiH pgeraypbHO ommcye pori, Ipolecu Ta
HpaKTUKIM pearyBaHHs, BK/IIOYAIOUV aHAJN3 iHIMIEHTIB i
BusHadeHHs npiopureTis. OpHak mipgxig NIST rpyHTyeThCs
31eOUTBIIIOro Ha eKCIIePTHMX OINHKax Ta perylaMeHTHUIX
TIporiemypax i He 3a0e3medye popMaTi3oBaHOTO MeXaHi3My
ONTVMI3allil pillleHb y KUTbKICHOMY BUIJISII.

Pexomenmariii ENISA [6] opieHToBaHi Ha IIpaKTHHHY
pealisalifo  IpOLeciB  iHIMIEHTHOIO pearyBaHHS B
opraHisallisIx Ta Ha PiBHi iep>kaB. BoHV JieTajIbHO OrvcyIoTh
workflows i B3aemomifo MK cCy0'eKTaMy pearyBaHH:L
Bonrouac pexomenpariii ENISA He posmsimaroTs OUTaHHS
MaTeMaTwdHOI  (popMarmzarii  BMOOpYy — albTepHATVB
pearyBaHHs, 110 0OMeXye 1X 3aCTOCYBaHHS SIK OCHOBUI JIJIS
CYICTeM ITATPVIMKY IIPUVIHATTS pillleHb.

3apy06ibkHi HayKoBi mimxomm

Y poborax Huang Ta in. [7] 3ampomnoHOBaHO
BUKOPVICTaHHSI MAPKOBCHKVIX IIPOLIECiB IPUIHATTS PillleHb
(MDP) mi1sg onTuMaIbHOTO BiTHOBJIEHHS iHTep3asIeXXHMX
indpacrpyxryp mics 360is. ITigxim mo3sorsie MiHiMizyBaTH
CyMapHi BTpaTW IIUIIXOM ONTMMA&JIBHOIO PO3IIOAITY
pecypcie. Opmak MDP-Mopenni  moTpeGyroTh  3HAUHIIX
OOUNCITIOBJIBHIMIX PecypciB 1 [IeTallbHMX CTaTUCTUYHIX
TaHVIX, 110 YCKIIATHIOE 1X 3aCTOCYBaHH: IS OIIePaTUBHOIO
yTIpaBIIiHHS KibepiHIMIeHTaM B peaTbHOMY Jaci.

Hoormimxenrs Rehak Ta ix. [8] 3ocepermkene Ha
BU3HAYEHHI KIOYOBMX (PAKTOpiB CTIVIKOCTI eJIleMeHTiB
KpUTHMYHOI  iHdpacTpykTypn. ABTOpM  IIPOIIOHYIOTh
KOHLIENITyaJIbHy ~MOJIe/lb, I1I0 BpaxXOBy€ HaJIiVIHICTh,
aIanTMBHICTG 1 BiHOB/IOBAHICTH. PPasoM i3 TuM,
3alpOIOHOBAaHMM IMiAXi[, Mae sAKiCHMI XapakTep 1 He
MiCTUTE  (POPMaJLi30BAHOIO ~ AITOPUTMY  HPUHATTS
YIIPaBJIHCHKVIX PillleHb Il Jac iHIyIeHTiB.

Y poborax Trump Tta Linkov [9, 10] possuHyTO
KOHIIETIIIiIO 3arpo30-He3asiexxHoi (threat-agnostic) crivikocri,
sgKa ~ Opi€HTOBaHa  Ha  YHiBepcaJlbHi  HPVHIIMIIN
dysKiTioHyBaHHS iHPPACTPYKTYp He3aJIeXHO Bi TUILY
sarposw. Ilinxim [mosBoiIsle IHOBMINWTM — aJalITVBHICTD
CHUCTeM Y JIOBIOCTPOKOBil mepcrekTusi. IIpore 3arposo-
He3aJIeXH] ITAXOAM MeHII HPWIATHI JUIA ONepaTBHOIO
yHpaB/IiHHS KOHKPeTHVMM KiOepiHIeHTaMy, OCKUTBKI
He BPaxOBYIOTb CITelNiKy HOTOUHOI CUTYyaTlTl.

ITinxomy DSS i GaraTokpurepiaibHMII aHaTI3

V npoomimkernni Noor Ta in. [11] 3amporroHoBaHO
CUCTeMY IiITPVIMKM IIPUIHSATTS PillleHb )15 iHBeCTyBaHHs
B KibepOesrrexy KI 3 BuKOpUMCTaHHSM — KUIBKICHVIX
NoKasHMKiB pusuky. Ilinxim 110o3Boie  mopiBHIOBATU
albTepHAaTUBY 32 JeKimbkomMa Kpurepismi.  OpHak
Opi€HTallil Ha CTpaTeriuHe IUIaHyBaHHS OOMeXye
MOMXUIVIBICTb ~ 3aCTOCYBaHHSI  LIbOTO migxomy L
ONepaTVBHOIO PearyBaHHs Ha iHIVIeHT.

Y poboti Alizadeh Ta in. [12] 3acTocoBaHO
GaraTokpuTepiaylbHi MeTOAV TPUMHATTS pillleHb It
OLIHIOBaHHS KibepcrivkocTi iHdpacTpyKTyp.
3aIIporIoOHOBaHO iHTerpallilo TexHIYHMX, OpraHi3alliHVIX
Ta KibepHeTmaHMX (pakTOpiB. PasoMm i3 TmM, ckIamHICTh
GaraToKpuUTepiaTbHIIX Mozeriert YCKITaIHIOE X
BIIPOBa/DKEHHSI B CUCTeMM OIIEpaTUBHOIO YITPaBJIiHHS
IHIVMIeHTaML.
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BiTumsHAHI DOCTiIKeHH

Y pobori IDiaxormroka [13] 3amporoHOBaHO
daxTopHMII TizXi 1o 3abe3mmeuenHs crivikocti KI mepxasm,
ITI0 BpaXOBy€e KOMIUIEKC PUM3VKIB i 3arpo3. ABTOp pobwTh
BaK/IVBUVI BHECOK Y CHCTeMAaTW3allil0 YMHHVIKIB CTiVIKOCTI.
IMpore mnwmramHa dQopmamizarmii mporiecy  BUOOpPY
YIpaBiHCBKMX [il Mg 4Yac KibepiHInieHTiB y poOoti
PO3ITITHYTO OOMeXXeHO.

I'epacvivenko [14] amartisye 3arposu KI Ykpaiam B
yMOBax BOEHHOIO CTaHy, aKLeHTyIouM yBary Ha
HeoOXiTHOCTI KOMIUTEKCHOTO —IHAXOMy IO  3aXWCTy.
HooTipKkeHHs € BaXXIVBMM 3 HODVIANY aKTyaslsallii 3arpos.
Bomrouac poboTa Mae rmepeBaykHO OIVCOBUIT XapaKTep i He

IIPOTIOHY€ MaTeMaTWIHO OOIPYHTOBAHOTO MeXaHi3My
HPUVHATTS PillleHb.
ITposegenvn  aHaL3  CBiMUMTH, IO  icHyroui

HOPMATVIBHI, CTAHJAPTHI Ta HAyKOBi Minxomy abo MaroTh
PermaMeHTHO-OIMCOBYI XapakTep, abo 30cepemKyIoThCs
Ha OKpeMMX acIleKTax MOINEe/IOBaHHS Oe3 iHTerparii
IIOBHOTO IMKITy WIPWVHATTS pitnenb [15]. BimeyrTHin
yHidikoBaHWI MEeTOJI, SIKVIVI (878 OO HYBaB
dopmaizoBaHMit  ommc  KiOepiHIMIEHTYy, MHOXWHY
aJIbTepHaTVB pearyBaHHsl, IMOBIpHICHI CLieHapil pO3BUTKY
MOJIivi, KUTbKiCHEe OIiHIOBaHHS HACIIKIB Ta MexXaHi3M
3BOPOTHOTIO 3B’5I3KY.

TakvM UYMHOM, MeTO PpobOTM € PpO3pObIeHH:S
HOBOIO MeTOfAy MPWIHATTS pillleHb IIOHO YIIPaBJIiHHSI
immenTamm KiGepGesriexn B KI neprxasn.

Buxsiazi 0CHOBHOIO MaTepiasTy JOCTiKeHH

Pospobaenna memody npuiiHamms pinieHs 14,000
ynpabainua inyudenmamu kibepbdesnexu 8 Kl depixabBu

Meron, OpuVHATTA pillleHb IOAO  YIIpaB/IiHHA
immmenTamu KiGepbesriekn B Kl mepykaBu IpyHTYeThCS Ha
CUCTeMHOMY IIiIXOMi A0 aHaIi3y iHIVIeHTiB, popMaTizarii
IpoIilecy  pearyBaHHA Ta  BUOOpPY — ONTMMaJIBHVIX
YIIPaBJIHCEKMX i1 B yMoOBax HeBu3HadeHocTi. Meton
Opi€HTOBaHMII Ha MiHiMi3allif0 HeraTMBHOIO BIUIVBY
KibepiHIIIeHTIB Ha Oe3nepepBHICTP Ta HaIiVHICTH
dyukiionysarH: 00’ exTiB KL

Merop, peastizye HOCTHOBHUV ITPOLIEC IIPUVIHATTS
pimens (ITTIP), SKMiT OXOIUTIOE eTaIlM Bifl BVISIBJIEHHS
IHITMIEeHTy A0 OLIHIOBaHHS e(eKTMBHOCTI MPUIHSITIX
3axofIiB pearyBaHHs 3 YpaxyBaHHSIM VIMOBIpHMX ClLieHapiiB
PO3BUTKY IO,

Eman 1. Busbaenns, onuc npobaemuoi cumyayii ma
nocmaroBka 3adaui

Ha maromy eTarti 3iviICHIOETBCS 30ip, KOpeIALlis Ta
IIepBVMHHWV aHaJli3 iHdopMariii, 1110 HagXoauTh i3 3aco0iB
MOHITOPUHTY KibepOesreKut.

Beememo MHOXMHY oO3HaK iHIgeHty X, dka
BU3HA4Ya€ VIOrO IOTOYHMII CTaH Ta XapaKTepUCTUIKIAL

3arayIbHVI BULTIS, MHOXXIHV Ma€ BULJISII,
)

O3HaKa

X={x}={Xx.X,....X,},
i=1

ne  X,cX(i=Ln) -
KiOepiHIMIEHTy (TWII —aTaky, [DKepesio, YpakKeHWUN
KOMITOHEHT, piBeHb KPUTWYHOCTI TOINO), 7 - 3arajbHa
KUIBKICTP O3HAK, IO BUKOPVICTOBYIOTBCS [UIA  OIVCY
IHIMIeHTYy.

inenTUdiKoBaHa
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PopMyBaHH MHOXVHM X 3iICHFOETHCS HAa OCHOBI
IaHVIX, OTPYIMAaHMX i3 3aco0iB MOHITOpUHTY KibepOesrexw,
30KpeMa TeJIeMeTpil, Xy pHauti rmopirt, curaasis IDS/IPS ta
SIEM-cucreM.

Ha ocHOBi cdopmoBaHOro BekTOpa O3HaK X
BVIKOHY€ThCST TOCTAaHOBKa 3ajaui YIIPaB/IiHHS
KiOepiHIIMIIEHTOM, SIKa MOJIATae Y HeoOXiHOCTI JIoKaT3arti
IHIVIeHTy, 3aroOiraHHS TIOTO TONAJTBIINN ecKasIarfii Ta
MiHiMi3arlii HeraTMBHOTO BIUTMBY Ha (DYHKITIOHyBaHH:
o0’exra KI.

Eman 2. @opmysobanns ma cmpykmypusayis memu
ynpabainua kibepinyuoenmom

Metoro ympasinasg Kibepinimmentom y Kl e

MiHIMi3allis  HeraTMBHOIO  BIUIMBY IHLUVOEHTY Ha
dyHkiionyBaHHs 00'exta KI.

1 dopmastzamii MeTM yIIpaBIiHHA BBEIEMO
dyskiio Brpar L(X), 1m0 xapakTepusye piBeHb
HeTaTVMBHMX HaCHAkiB KiGepiHmmpmeHTy, ommcaHoro
MHOXMHOKO o3Hak X . Tomi 3amaga  yrpasiHHS

dopMatisyeTbcs y BUIVIAAL 3a1a4i MiHiMizarii:

M =min L(X, 4), (2)
me minL(X,4,) - dyHKIis BTpaT, 10 XapaKTepu3ye BIUIVB
KibGepiHIIeHTy, OIMMCAHOTO MHOXMHOIO O3Hak X, 3a
YMOBV peaslizallil aJIbTepHaTBU 4, .

Eman 3. QDopmybanna MHOKUHU — atbmepHamub
peazyBanns Ha KibepinyudeHm

J1 BU3HaUeHHST MOXIIVIBMX BapiaHTIB pearyBaHHS
Ha Kibepinmument y Kl nmepkaBu BBemeMO MHOXMHY
aTbTepHaTVB pearyBaHHA A Y TaKOMY BUIJIZI:

A:{UA,.}z{A,,AZ,...,Ak}, (3)

ne 4 gA(izl,ik) - aJbTepHaTVBa pearyBaHHs Ha
KibepiHImeHT (i307111isT, OJTOKyBaHHS, 3MiHa ITOJHTVK
mocrymy Tomio), Kk - sarajpHa KUIBKICTE MOXIIBUX

aTbTepHaTUB pearyBaHH:.

Q@opMyBaHHS MHOXWHWM A 3[iMICHIOETbCI 3
ypaxyBaHHSM XapaKTepVICTHK KibepiHIIeHTY, OImcaHoTo
MHOXXVHOIO O3HaK X , a TAaKOXX TeXHIYHWX, OpraHi3aliHyX
1 HopMaTVBHVX 0OMeXXeHb pyHKIIOHYBaHH: 00 ekTa KI.

Eman 4. QopmybBanns MmHoxuHu cyeHapiib posbumxy
Kkibepinyudennty

U1 ypaxyBaHHS  HEBU3HA4YeHOCTI  PO3BUTKY
kibepirmmenty B Kl fgepxasu BBemeMO MHOXWHY
MOXUIVBUX CLIEHApIlB PO3BUTKY IO S 'y TAKOMY BULJISATI:

S:{QS./'}:{SI’SZD""Sm}’ (4)

e S = S(j=Lm) - MOXIMBWUV CLeHapiii PO3BUTKY
KiOepiHITMIIEHTY, ITI0 OIMCYE TIEBHWI CTaH 30BHIIITHBOTO Ta
BHYTPIIIIHBOTO cepefoBUITIa (ecKaIallist aTaKy, JIOKasTi3altist
IHITVIIEHTY, ITOIVIPEHHS Ha CyMDKHI CerMeHTM TOIIIO), 7 -
3arajlbHa KiJIbKiCTh MOXJIIVBUX CLIEHAPIiB PO3BUTKY IIOMIA..

i1 KOXHOTO — ClleHapito S,  BM3HAYAETHCA
VIMOBIipHIiCTb ~ Vioro ~ peanizamii  P(S;), mpu 1pomy
BUKOHY€EThCSI YMOBAa HOPMYBaHHSI:
m
D PES)=1. (5)
j=1
OriHroBaHHS VIMOBipHOCTeVI clieHapiiB
3MIVICHIOETBCSI ~Ha  OCHOBI  CTaTUCTUYHUX  JIaHWUX,
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eKCITepTHUX OIIiHOK Ta pe3ysIbTaTiB aHasli3y IOTOYHOIO
crany o6’exra KL

Eman 5. ModerioBanna
arvmepHamub peaeybanHsi

J1J1s1 KUIBKICHOTO OIHIOBaHHS HACIIKIB peasmisatiii
aTbTepHATVB pearyBaHHs Ha KiGepirmmentT y KI BBememo

HacAiokib

MaTPULIIO pe3yJIbTaTiB R , y TAKOMY BUTJISIILI:
R=[r,]i=1ksj (6)

ze [r,j] - KUIbKicHa OIliHKa HacJIKiB peasmsarfil

IbTEpHATVBY 4, 32 CleHapieM S, 1O XapakTepusye

piBeHB BTpaT ab0 epeKTMBHICTh pearyBaHH:.
BriemenTnt Matpuiii 7; BU3HAUAKOTBCS Ha OCHOBI

dyukuii BTpar L(X), 3 ypaxyBaHHSIM crelydiku
aTbTepHATVBYI pearyBaHHS Ta CIIeHapifo PO3BUTKY
KibepiHIMIeHTy 1 MOXYTh BpaxOByBaTH — TexXHiuH,
€KOHOMIYHI Ta OpraHisalliViHi HaCiIKN.

Eman 6. Bubip onmumaisHoeo ynpagaincykoeo pitieHHs.

Ha ochHoBi MaTpuii pesymnbraTiB R =[rl.j},

cdopmoBaHOi Ha IIOHEpPeTHLOMY eTalli, 3iVICHIOEThCS
BUOIp ONTVMMaJIBFHOTO YITPaB/IiHCHKOTO PillleHHs 100
pearysaHH4 Ha KibepiHtymeHT y Kl gepxxasu.

JI1s1 11b0ro 15t KOXKHOI ajIbTepHATVBYL pearyBaHHs
A obumcmoeThea odiKyBaHMIT edeKT il peartisarii 3
ypaxyBaHHSIM iMOBipHOCTeV CLieHapiiB pO3BUTKY ITOLIi:

E(Al.):iP(Sj)q;j,i:l,k. @)

e P(S /.) - IMOBipHICTp pean3allii clleHapifo S i Ty =
€JIeMeHT MaTPWLI pe3yJIbTaTiB, IO XapaKTepu3ye HaCiIKI
peajtizariii a/ibTepHaTVBU 4, 3a ClieHapito S, .

OnrryMasibHe yrpaBJIiHCEKe PillleHHs BU3HAYa€ThCs
3a KpuUTepieM MaKcuMi3allil O4iKyBaHOTro epeKTy:

k —
A*=arg 1’;123( E(4). (8)

Eman 7. Pearisayis onmumaivnoeo piwieHHa ma
36opomnuil 36’530k

Ha paHoMy ertami 3[iVICHIOETBCS — peaslizallisd
ONTVMaJILHOTO YIIPaB/IiHCHKOIO PillleHHs a*, BU3Ha4eHOTrO
Ha IIOIepeHbOMY €eTalll, y CepeHOBUIIi (PYHKIIOHYBaHHS
o0’exta KI mepxasu. Pearmisamis pimeHHs ItepenOadace
BMKOHAHHsI KOMIDUIEKCY TeXHiUHMX Ta OpraHi3aLiiiiHuX
3aXOJIiB pearyBaHHS BiIl[IOBiTHO IT0 0OpaHOI aJIbTepHATMBA

JI1s1 OLiHIOBaHHS pe3yJIbTaTUBHOCTI peasli30BaHoro
pillleHHsI BBOAWTBCS TIOKA3HMK (PaKTMIHOTO —edeKTy
pearyBaHHsL:

F=L(X,) - L(X,), ©)
me L(X,)-3HaueHH: YHKIIII BTpAT JI0 peasTi3aliil pillteH s
a*, L(X,) - 3HaueHHs (PYHKILI BTpaT INC/Is pealizallii
PpileHH:.

PeastizoBare piltleHHs BBaXKae€Thcs ePEKTMBHIM,
SIKIITO BUKOHY€ETBCS yMOBa: /> 0.

3 MeToo aHal3y BiIIIOBTHOCTI paKTUIHMX
pesyJIbTaTiB  OYiKyBaHVM BU3HAYAETHCS PISHUIE  MDK
OJiKyBaHM Ta (haKTIIHIIM ecpekTamir:

AE = E(A4%)-F, (10)
me E(A*) — ouikyBaHMiT e(peKT ONTMMAaILHOIO PilTIeHH:,
BU3Ha4YeHNI Ha IIIOCTOMY eTarli.

V pasi, Ko BimxmieHHs HepeBUIIye JOITyCTVMe
TIOpOroBe 3HauYeHHs1 |AE| > &, me & — porycTMmit piBeHb

peanisayii
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BIIXWIEHH:1, iHIIIOETLCS ITpoLie/lypa IMOBTOPHOIO aHali3y
TIpobIeMHOT CHTYallil Ta KOPUTyBaHHS MTapaMeTpiB MOJIesTi
MPUVHATTS pillleHb, [IOYMHAIOYY 3 TIepIIIOro eTaIry MeTofy.

Taxvv 4nHOM, 3aIIpOIIOHOBaHWII METOI IIPUVIHSTTS
pillleHs 1I0M0 yIIpaBIiHHAA iHITMIeHTaMM KibepOesrekn B
KI pepxaBu, 3a paxyHOK dopMassamil Ipolecy
HOPUVHATTS pillleHb, YpaxyBaHHS MHOXVHV a/IbTepHATVB
pearyBaHHs Ta VIMOBIPHICHMX ClLieHapiiB pO3BUTKY
KibepiHITMIEHTiB, a TaKOXX BWKOPVICTAHHS MeXaHi3My
3BOPOTHOIO 3B'SI3KY, TIO3BOJIsIE MiABVILIATY
OOIPYHTOBaHICTh YIIPaB/IHCBKMX pillleHb, MiHIMi3yBaTH
HeraTWBHI HacTinkm KiCepiHrmmeHTiB Ta 3abe3mednTu
aJTaNITVBHICTB CYICTEMI YITPaBIIiHHS KibepOeseKoro 110 3MiH
yMoB dyHKIioHyBaHH: 00 eKTiB KI.

BucHOBKM

Y poOori mpoBemeHO KOMIDIEKCHWII —aHasli3
Cy9acHMX HayKOBVIX ITyOJIiKallivi, MDKHApOIHVIX CTaHAAPTiB
i HOpPMaTVBHO-TIPaBOBVIX JOKYMEHTIB Y cdepi YIpaB/TiHH:
iHrMeHTaMm KibepOesnekn 00’ extiB KI. BeraHoBIeHO, 110
HasgBHI IIAXOOM MAIOTh II€peBaKHO  peryIaMeHTHO-
ommcoByt  abo  dparMeHTapHMII Xxapakrep 1 He
3abesreuyoTh  (POPMATI30BAHOIO MeXaHi3My BUOOpPY
ONTMMAJILHMX  YIpPaB/HHCBKMX  pillleHb B yMoOBax
HeBU3HaYeHOCTi, MHOXXVHHOCTI aJIbTepPHaTMB pearyBaHHs
Ta VIMOBIPHICHOTO pO3BUTKY KiOepiHI[VIeHTiB, IO
3YMOBJTIO€ HasIBHICTh HayKOBOI IIPOTayIVHN Y Hivt cdepi.

Po3pobrieHo MeTOn IIpUIHSTTSA PpillleHb OO0
yHpaBliHHA iHIMOeHTaMy KibepOesniekn B Kl mepkasu,
SIKVIVI Da3yeThcs Ha CYICTEMHOMY TfIXOfi Ta dpopMartisartii
mpoliecy IPUVHSATTSA pillleHb. 3allpOIIOHOBaHWUI MEeTO,
TlepertOadae ITOeTAITHWUY aHaJIi3 iHIMIeHTy, dPopMyBaHH:
MHOXWHI aJIbTepHaTUB pearyBaHHS, MOIEJIIOBAHHSI
VIMOBIpHICHVIX ~CLeHapiiB PO3BUTKY IIOAiV, KUIbKicHe
OLIIHIOBAaHHS HaoLnkie Ta BuUOIp  ONTMMAJIBHOIO
VIIPaB/HHCBKOTO PpillleHHd 3a KpWUTepieM MaKcuMisarlii
OUiKyBaHOI'O edeKTy, a TaKOX BUKOPVICTaHHS MeXaHi3My
3BOPOTHOIO 3BSI3KY I afallTallil IPUIHSTVIX PillleHb.

Iomamnpmmi focmimkerds OymyTs cIIpsiMoBaHI Ha
eKCIlepyMeHTaIbHy  BepudiKallifo  3aIpOIIOHOBAHOIO
MeTO[ly Ha HpaKTWYHMX CleHapisx KibepiHImeHTIB y
pisamx cekropax KI, 71ioro iHrerpaiiio B cucremu
HiATPVIMKY OPUVHSATTA pillleHb Ta LIeHTPW OIlepaTUBHOIO
pearyBaHHs, a TaKOX PO3LIVMpPeHHs MeTOIy 3a PaxyHOK
GaraTokpuUTEpiaIbHOTO aHajisy Ta BpaxyBaHHs
TVHAMIYHIIX PeCYyPCHIX OOMeXKeHb.
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Sydorenko V., Maksymets A. Decision-Making Method for Cybersecurity Incident Management in Critical Infrastructure
of the State. In modern conditions of increasing intensity and complexity of cyber threats, the issue of effective cybersecurity incident
management in critical infrastructure of the state becomes a top priority for ensuring national security and the continuity of critical services.
The uncertainty of cyber incident development, the multiplicity of possible response options, and limited resources necessitate the application
of formalized and scientifically grounded approaches to decision support. This paper presents a decision-making method for cybersecurity
incident management in critical infrastructure of the state, which is based on a systems approach and formalization of the response process.
The proposed method provides a step-by-step analysis of a cyber incident, formation of a set of response alternatives, modeling of probabilistic
development scenarios, quantitative assessment of consequences using a results matrix, and selection of an optimal managerial decision based
on the criterion of maximizing the expected effect. A distinctive feature of the proposed method is the integration of a feedback mechanism that
enables evaluation of the effectiveness of implemented response measures and adaptation of the decision-making process to changing operating
conditions of critical infrastructure facilities and the emergence of new types of cyber threats. The practical significance of the results lies in the
applicability of the method in security operation centers and decision support systems to improve the justification of managerial actions and
minimize the negative consequences of cyber incidents. Further research will focus on experimental verification of the method in various critical
infrastructure sectors and its extension using multi-criteria analysis and dynamic resource constraints.

Key words: critical infrastructure, cybersecurity, cyber incident, incident management, decision-making, scenario analysis, decision

support systems, expected effect, feedback mechanism.
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