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Anomayia. Y oaniii cmammi poseasnymo sacmocyBanus memodib mawunnoeo Habuanua 3 Gidxkpumum xodom 0aa 3adau IT-
MOHimopuHey Ha 6asi cucmemu Zabbix. IIpoanarizoBaro nioxodu 0o Buabrenus anomanin, npoenosybanus uacobux padi6 ma
aHAAI3Y A0e-haiAib, a makox Ix oOMexeHHA Y KOHIMeKCHi eKCAYAmAayiiiHoeo MoHimopuwey. 3anponoHobano Mmemoooao2iio
inmeepayii 306uiwnix ML-mo0yi6 i3 Zabbix ma xaacupixayiiny cxemy Guxopucmanna ML-modeseii 3a1exHo 6i0 muny oanux i
3a0au. Buxonano nopibusavnutl amasiz ML-nioxodi6 i cipopmysvobano pexomenoayii ujodo ix npaxmuumoeo sacmocybans 3
ypaxybannam Gumoe 047 docaeHeHHA 1iaboBoeo pibua axocmi cepbicy (SLO).

Katouobi caoBa: xibepbesnexa, ingpopmayinni mexroaoeii, IT-monimopune, Zabbix, mauiunne Habuanus, ML-moderi, Busabaenna
aHomanii, npoeHosyBanHs, anais 10eib.

Beryn MoHiTOopmHroBi  Iwiatdopmu. OpnHiero 3 Takmx
mwiatdpopm € Zabbix — TmommpeHa cucTeMa
IIeHTpasTi30BaHOTO MOHITOPMHIY, IO 3abesmeuye 30ip
METPVK, JIOTiB, BUKOPVCTaHHS TPUTepiB Ta CIIOBillleHb. 3
inmoro Ooky apxitekTypa Zabbix opieHTOBaHa
OUTBIIIOI0 MipOI0 Ha IIOPOTOBi Ta CTaTVMCTUYHI METOINU
aHaJli3y JaHMX, OI0 OOMeXye 3acTOCyBaHHS CydacHVIX
MiIXomiB MAIIMHHOTO HaBYaHHS 0e3 BUKOPUCTAHHS

ITIpu 3pocraHHi MacmTabiB 1  CKJIagHOCTI
cydacHux IT-iHPpacTpykTyp cucreMu MOHITOPUHIY
TIOBMHHI 00po0/IATY 3HaUHI 0OCATY MeTpUK i JaHmX B
peXxumMi peaJibHOro 4acy. XapakTepHVMM PUcaMy TaKMX
iHbpacTpyKTyp € AWHaMIUHICTE  HaBaHTaXXeHH:,
CKJIa[HI MDKKOMITOHEHTHI 3aJIeKHOCTI Ta YacTi 3MiHU
KoHQirypariin, 110 yCKIaJHIOIOTE BUKOPWUCTaHHS
CTaTUYHMX IIpaBWI KOHTPOJIIO 3a CTaHOM KOXXHOIO
esleMeHTy cuctemu. Kiacuuni MexaHisMu BUSBIIEHHS
iHIMIeHTiB, 110 Ga3yIOThCS Ha CHVICKY IIPaBIL, YacTo He
37aTHI afanTyBaTHUCA A0 AMHAMIYHOT ITOBeIiHKM CUCTeM,
10 IIPU3BOIAMTE 0 XMOHMX CIIpaloBaHb abo IPOITyCKy
KputnaHMx iHOMaeHTis [1, 2]. YV 3B’a3ky 3 nmum y
HayKOBUX 1 NPUKIATHUX JOCT/DKEHHAX aKTUBHO Amnasis icHyrouMx JoCTimKeHb
PpO3IIIANAIOTECS METOMM MaIlMHHOTO HapdaHH:A (ML) sk
3aci0 IOBMINEHHS TOYHOCTI BWMSBJIEHHSI aHOMAJIiVI,
MPOrHO3yBaHHs ITOKA3HMKIB i CeMaHTWMYHOIO aHalisy
JIOTiB, IO OTPUMYIOTh cucteMmu IT-MoniTOpUHTY [3].

BaxxwmiBy posib BiirparoTh pillleHHs 3 BIGKPUTUM
KOJIOM 3a PaxXYHOK CBO€I JOCTYIHOCTI IS IIMPOKOrO
BUKOPWMCTaHHS, 5IKi MOXyTh OyTu iHTerpoBaHi B icHyroui

30BHIMHIX KoMIToHeHTiB. lle cTBOpIoe moOTpedby B
JOCIIKeHHI MeToAiB iHTerpauii 3oBHimmix ML-
Moflesient Ul BMKOHaHHsS 3afad anomaly detection,
forecasting Ta log analysis, opieHTOBaHMX Ha
TigBUITIEHHA piBHA gKocTi cepsicy (Service Level
Objective - SLO) [4, 5].

Y sapawax IT-moHiTOpMHIY aHOMaJIl, K
TIpaBWIIo, TIPOSIBIIAIOTHCS Y BUITIAML BiIXvileHb 3HaUYeHb
vetpuk (CPU, BuKopwmcTaHHS TIIaM'dTi, 3aTPUMKH,
KUTBKICTh TTOMWITOK) Biff, TUITOBOT TIOBEIiHKM cHcTeMM. Y
Cy4YacHMX JOCIIIKeHHSIX BUAULIIOTH TPU OCHOBHI IpyIIn
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HiIXOMiB 710 BUABJIEHHS aHOMalill y 4YacoBUX psjax:
craructmyHi, KiacnvHi ML Ta deep learning metommu [3].

ITo-mtepmie, cratuctmuHi  Metogu  (ARIMA,
EWMA, STL-mexoMITOo3MIIisT) IPYHTYIOTBCA ~ Ha
OPUIIYIIEeHH] CTalioHApHOCTI y 4acoBuX psapax. Bonm
BUKOPUCTOBYIOTBCS [Is1  (DOPMYyBaHHS OUiKyBaHOTO
3Ha4YeHHS METPUKM 3 IOHAIBIINM IIOPiBHSIHHSIM VIOTO 3
daxkTvuHMMM  criocTepeXkeHHsSMMW.  Taki  MeTomm
BiZI3HAYAIOTBCS IIPOCTOTOIO peastisallii Ta BMCOKOIO
iHTepIpeTOBaHICTIO, OIHAK IEeMOHCTPYIOTH OOMeXeHy
edexTuBHICTH y OaraToBUMipHVMX Ta HecTalliOHapHMX
cepenosuiax [6].

ITo-gpyre, xiIacuuHi MeTOAM  MAIIVHHOIO
HaBuaHHs (Isolation Forest, One-Class SVM, Local
Outlier Factor) He moTpeOyoTh po3MideHVX BMOIpOK i
IIO3BOJISIOTH BUSIBJISTY aHOMaUIil Ge3 po3MiueHMX JaHMX
[7]. Bomm mmpoko mpencTaBileHi y  BIZKPUTHX
nporpamaMX OibrioTekax (30kpema PyOD) Ta MOXyTh
3aCTOCOBYBATVCS Il aHaJIi3y JaHMX, eKCIIOPTOBaHMX i3
cucremn Zabbix. OcHOBHUMU OOMEXEHHSIMU  ITNX
miaXxofiB € cimabKe BpaxXyBaHHS 9acoOBOi 3aJIeXKHOCTI Ta
CKJIa/THICTB iHTepIIpeTalii OTpMMaHMX pe3yJIbTaTiB.

IMo-tpere, Merogm  DIMOOKOro  HaBYaHHS
(Autoencoder, LSTM-AE, Variational Autoencoder,
Transformer) IMMPOKO 3aCTOCOBYIOTEHCS IIJIsl BUSBIICHHS
aHOMaJIiMl y YacoBUX psArax i JeMOHCTPYIOTb BUICOKY
edeKTUBHICTB y CKJIaIHMX, HecTalliOHapHMX
cepemoBUIIAX, IpoTe oTpebyIoTh 3HAYHMX
o0YMCIIIOBaIIBHUX pecypciB Ta € OUIBIN CKIIagHMUMI B
eKcruTyararii [8].

ITporHosyBaHHsI wYacoBMX PsAiB Yy cuUCTeMax

MOHITOPVMHIY BUKOPWUCTOBYETbCS I IUIAHYBaHHS
pecypcis, 3arobiraHHs ~ Herpapariii  cepBiciB i
IIPOTHO3yBaHHS IOPYIIIeHb IIUTOBVIX TTOKa3HMKIB SKOCTi
obciayropysanua (SLO) [9]. YV 1mpoMy Hampswi
BVIIIIJISIIOTD TaKi ITJIXOM.

Krmacuurai Meromm mpormosyBaHHS (ARIMA,

Holt-Winters, Prophet) edextmBHI 11 MOIeIIOBaHHS
TPeHIIB 1 CEe30HHOCTI Ta MOXYTb 3acTOCOBYBATMCS
Ge3rocepeIHEO B paMKax IIPOrHO3HMX Tpurepis Zabbix.
B Tom e wac BOHM MarOTb OOMeXeHy 3HaTHICTbH
a/TarITyBaTUCs 1O PaIITOBUX 3MiH HaBaHTaKeHH: [6].
ML/DL-minxomn (LSTM, GRU, Transformer)
TIO3BOJISTIOTE  BPaXOByBaTW 0OaraTOBMMIpHI 3ajIeXXHOCTI
MDX MeTpMKaMl Ta ITPOTHO3YBaTW He JIMIle ManOyTHi
3HAYeHHSI IIOKa3HVIKIB, a 11 iMOBipHicTh nopyments SLO

[10]. Taxi ™eTomm € HepCHeKTMBHMMM IS
MNPOaKTUBHOIO MOHITOPMHIY, OJHaK XapaKTepu3yIOThCs
TIIBUIIIEHOIO CKJIQITHICTIO BIIpOBaJl)KeHH: Ta
eKCIUTyaTallii.

AnHaji3  JIOTiB € BaXJIMBUM  KOMITOHEHTOM
JiarHOCTVIKV iHLOWAEHTIB 1 BUSBJIEHHS IIPMXOBaHVIX
300iB. Y cydacHWMX HOCII/DKEHHSIX 3aCTOCOBYIOTBCS

HaCTYIIHI HiIXoAmn.

Tpanuminai rule-based Ta maGrmonni Meromm
(regular expressions, Drain, Spell) BUKOpWMCTOBYIOTBCS
s CTPYKTypuM3aIiil HedOpMaTOBaHMX JI0T-
TIOBiOMJIEHD Ta IIMPOKO BUKOPVICTOBYETHCS B CHCTEMAX
MoHiTopyary [11]. Bomm edextmBHi Ha erami
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HIoIepeIHbpol 0OPOOKY, IIPOTe He 34aTHI BUSBIIATI HOBi
abo HeTuIIOBI aHOMaUIil.

IMinxomw, 3acHOBaHi Ha MeTomax OOpPOOKM
OpuponHol MoBM Ta ImbokoMy HapuauHi (LSTM-
TIOCITiIOBHOCTI, LogBERT, embedding-based
KJIacTepu3allis), po3IIIAIOTE JIOTM $SK TEeKCTOBi abo
IIOi€Bl IIOC/IIOBHOCTI Ta [JO3BOJISIIOTH  BUSIBIISITU
KoHTeKcTHI aHoMati [12]. Taki merogm € o0cobimBO

aKTyaJlbHMMM I 3agad  KOPEeJILIMHOrO  Ta
6e3I1eKoBOTro aHaJTi3y.
Memoto  paHOi  pobOTM €  NiOBUINEHHS

edeKTMBHOCTI POOOTH CHCTEM MOHITOPMHIY 3a PaxyHOK
cucreMaTu3anil icHyroumx ML-minxomiB 3 BigKpuUTuM
KOJIOM, aHaJli3 iX MPUAATHOCTI JI0 BUKOPUCTAHHSA B
cepemopmii  Zabbix y  TpboX  B3a€MO3B’S3aHMX
HamnpsMKax: BUSBJIEHHsI aHOMaJIill y dYacoBUX psfax
(anomaly detection), = mporHosyBaHHS  MeTPUK
(forecasting) Ta amnamis mor-paimiis (log analysis), a
TaKoXX (pOpMyBaHHS NMPaKTUIHMX PeKOMeHIalilT o0
BMOOPY i 3acTOCyBaHHS BiIITOBITHIIX MOTIEITETL.

OcHOBHA YacTMHA JOCTiI>KeHH

AHaJli3 HayKOBMX [JOCI/KeHb IIOKa3ye IIpo
HAsIBHICTb psly OOMeXeHb Yy CydacHMX IIgxomax i3
3aCTOCYBaHHAM MAaIlMHHOTO HaB4YaHHS B CHUCTeMax
MoHiTOpuHTY. Jlo HMX BiJHOCATLCSA:  BiICYTHICTB
yHidikoBaHOI TTOCTIIIOBHOCTI eTartiB BUKopucTaHHs ML,
OpieHTallis Ha BHYTpIIIHIO iHTerparliifo i3 Zabbix, mo
YCKITa/THIOE CTBOPEHHSI Ta MacIITaOyBaHHS pilTeHb
[2,4]. TlepcrrekTMBHMM  HaIIpsSIMOM  PO3BUTKY €
BUKOPWUCTaHHS cepBicy-iocepequmka (ML-gateway),
SIKUVI OTpyMYye maHi depe3 Zabbix API, suxonye ML-
aHaJli3 Ta IIOBepTa€ pe3yJIbTaTH Yy BUIJISL eJleMeHTiB
IaHux abo Tpurepis.

Takox 3aymmaeTbess mpobriema iHTerpariii ML-
Mopmesiell y BMPOOHMYI CMCTeMM MOHITOPMHIY Ta Ix
HOIaJIBIIMI KOHTPOJIb [1]. OmHMM i3 MOXITMBIX IIUISXIB
BUPpIIIIEHHS IIMX Hpo0iieM € 3acTOCyBaHHS TiOPUMIHMX
MiJIX01iB, 110 TIOEAHYIOTh BUKOPUCTaHHSA CTaTUCTUYHMIX
Momesiell 3 MeTojaMy IJIMOOKOro HaB4aHHA (deep
learning) Ta 3acobamm mosicHeHHs pe3yibTaTis (SHAP,
feature attribution).

3HauHa YacTVMHa [IOCTKeHb 30cepe/KeHa Ha
aHajIizi  okpemmx  TexHiunmx  Merpuk  (CPU,
BMKOPUCTaHHS ITaM’SITi TOINO), a He Ha OIIHIN SKOCTi
ceppicy B mimomy [9]. Taxkuir minxim yckmamHIOE
GesnocepeHivi 38'sI30K pe3yJIbTaTiB aHaIi3y 3 BUMOTaMI
no piBHA ceppicy. OgHMM i3 HanpgmiB IOAAJIBIINX
JIOCITiKeHb € MofiesieVt  MaIMHHOTO
HaBYaHHSI Ha arperoBaHMX IIOKasHMKaX PiBHS cepBicy
(SLI) 3 MeTOTO ITPOTHO3yBaHHS IMOBiPHOCTI TIOPYIIIeHHS
pobotu BcraroBIeHMX SLO.

HaBYaHHA

dopwmastizoBaHUMI
Mozesti

anroputMm  Bubopy ML-

Ha ocHoBi nposefieHoro oresity Ta IOPiBHAILHOTO
anastisy ML-mifxofiB mmporiec BUOOPY ONTVMaIbHOI MOJIENT
mwis  Zabbix-MoHiTOpUMHTY MOXe OyTv 3BedeHWV 10
TIOKPOKOBOTO @JITOPUTMY, OPi€HTOBAHOIO Ha ITpaKTUYHe
BIIpoBapkeHHs. Ha pucl HaeneHa s3arajibHa cxema
pitess oo Bubopy ML-mimxomy.
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BxigHvMy mapamerpaMu aJIrOpUTMY €: TUI 3afadvi
MOHITOPUHIY; XapakTep i CKJIaJHIiCTh JaHWX; HasBHICTb
Ce30HHOCTI Ta KOpeJIALii MDK MeTpuKaMl; KpUTUYHICTD
cepsicy 3 Touku 30py SLO; BuMOrM [0 3aTpUMKU
00POOKI Ta AOCTYITHI 00UVICITIOBaIBHI PECYPCA.

MeToliB [0  Mofeselt  ITIMOOKOro  HaBYaHHS.
BpaxoByroun TexHiuHi Ta ¢iHaHCOBI OOMeXeHHs
pecypciB  BUKOpUCTaHHS TiOpWIHOTO INAXOAY, Hpu
SKOMY CKJIaIHI panji’s o0umciIeHb DL-moperi

3aCTOCOBYIOTBHCS JIMIIE I KPUTVIHMIX KOMITOHEHTIB.

Anroputm  BMOOpPY — BKJIIOYa€  IIOCTIIOBHe PesynmpraToM poboTm anmropwrtMy €  BuOip
BU3HAUeHHs Kjlacy 3ajadvi, XapakTepUCTUK [JaHUX Ta ontuManbHOl ML-Momenni abo ix koMOiHarii mTa
piBHSA KPWTWYHOCTI CepBiCy 3 TOmalIbIIMM BUOOPOM KOHKpeTHO1 3afayi Zabbix-MoHiTOpMHTY.

KJIacy Mopesiell — Bif CTaTUCTUUHMX i K1acuuHux ML-
Tun 3agavi
Anomaly detection Forecasting Log analysis
CknagHi yacosi OpieHTaL,if Ha MoTpi6en
pAam SLO KOHTeKcT?
Hi Jak Hi Tak Hi Tak
ARIMA / VAE / ARIMA / LSTM / Drain + LooBERT
Isolation Forest LSTM-AE Prophet Transformer KJIacTepm3aris &

Puc. 1. Decision Tree Bu6opy ML mifxomy

Y3araspHeHHA BMOOPY ONTHMMA/IBHMX IiAXOIiB

Hespaxaroum Ha 3HauHy KUIbKICTb MeTOAIB

MalllMHHOTO HaBYaHH:A, y JaHOMy AOCIiIKeHHi

110
sagau IT-momniTopuHry s

pO3ITIAHAcTbCsT  OOMeXXeHa MHOXMHA —MOJEIIeVs,
3yMOBJIEHO crenudikoro
cepemopuii Zabbix Ta BuMOraMm OO IIPaKTWMYHOL
iHTerpamii 71 ekcIuIyaTallii.

Ho ajropurMmy BK/IOYEHO JIMIIe Mope 3
BiIKpUTUM KOAOM, IO MaloTh yCTaJlleHi peaslisallil y
TOIIPEHNX 6ibrioTexax Ta HiATBepIKeHY
edexTUBHICTP y CydYacHWX HayKOBUX IIyOJIiKallisix.

KirouoByM kpurtepieM Bibopy € GayraHC MiXX TOYHICTIO,

iHTepIIpeTOBaHICTIO Ta OOUYMCITIOBAJIFHOIO CKITATHICTIO.
Iammi mimxomm, 30kpeMa cxlamHi aHcamOiteBi, GAN- abo
foundation-moperi, He posmsmanMcs dYepe3 HaaMipHi
eKCIUTyaTalliiHi BWUTpaTy Ta OOMeXeHy IpaKTUIHY
JIOLIUIBHICTE 1 3a/1a4 onlepaTuBHOro IT-MoHiTOpUHTY.
MUL-migxim IS
Zabbix-MOHITOpMHIY BW3HAYaeTbCd He JIMIIE TUIIOM

OnrrMatbHUMI

3a1a4i, a VI KpUTWYHICTIO CepBiCy Ta eKCIUTyaTalliiiHMM
obmexennsmmu (Tabsr. 1). 3amporoHOBaHWMI AJITOPUTM
TIO3BOJIIE  CUCTeMaTusyBaTu  BUOip Mopernen Ta
3abe3reunTy OaytaHC MiX TOUHICTIO, iHTepIIpeTOBaHICTIO

i BUTpaTaMM Ha BIIpOBa/I>KeHH:I.

Tabsvms 1

Y3arasibHeHa Tabsmiis Bubopy ML monerti

Tun 3adaui Xapaxmep danux Kpumuunicme
SLO

Anomaly ITpocTi MmeTpmKI Hwuzbka

detection

Anomaly bararosymiphi 4JacoBi = Bucoxa

detection paon

Forecasting Oxpemi MeTpVKM Cepenas

Forecasting Arperosani SLI Bucoka

Log analysis CrpyKTypoBaHi 10T Cepenns

Log analysis HecrpyxTyposaHi jioru Bucoka

MeTtoposioriss ML-opieHTOBaHOT0 MOHITOPUHTIY

1. 3arayeHmm mizxing Ta motik JaHux (Data Flow)
3anpornoHoOBaHa MeTOOJIOTisl I'PYHTYEThCs Ha
CepBiCHO-Opi€HTOBaHIN iHTerpanii
MOHiTOpVHTY Zabbix i3 3oBHinmmHIM aHamiTVaHEMM ML-

cnucremMm

Pexomerndobara modeav
ARIMA / Isolation Forest
VAE / LSTM-AE

ARIMA / Prophet
LSTM / Transformer

Drain + xiacrepusariis
LogBERT

89

Obrpynmybanns 6udopy

MinimanbHa
peasizarii
YpaxyBaHHS ce30HHOCTI Ta KOpeJIsii

3aTpVMKa, IIPOCTOTa

[HTepripeToBaHiCTh i CTaOUIBHICTD
IIporHo3yBaHHSI PW3UKY IOPYLIEHHS
SLO

MacruraboBaHicTh Ta IBUIKOLIis
KonTekcrHM aHasIi3 mmoyIin

MomyseM 3
IDKepeJyIoM TeJIeMeTPUYHMX [aHMX Ta CepeoBUIIeM
NPUVHATTS PillleHb, TOMi K OOYMCITIOBAJIBHO CKIIaIHi

BiIKpMTMM KomoM. Zabbix BucTymae

aJITOPUTMM  MalIMHHOTO HaBYaHHS BUKOHYIOTHCS Y
Crieniai3oBaHOMY CepBici aHATITVIKIAL
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Y3arajbHeHW ITOTIK JaHMX BKJIIOYA€E TaKi eTarin:

1) 36ip
MexaHisMamu Zabbix;

2) oTpMMaHHS iICTOPUYHMX Ta ITOTOYHMX 3HAYeHb

MeTpUK 1  JIOriB CTaHOAPTHUMMI

uepe3 Zabbix APL;

3) momepemHIO OOPOOKY [gaHWMX —(OUYMITIeHHS,
HOpMaJtisariio, BU3HAYEHHSI YaCcoBUX
IIPOMIXKIB);

4) mepenasaHHS HaHMX 10 ML-Momysis (anomaly
detection, forecasting, log analysis);
5) obumcieHHs

BMSIBJIEHHSI aHOMAJTiVi, IIPOrHO30BaHMX 3HaAUeHb

IO XapaKTepWU3YIOThb PU3UK
nopymenss SLO;

6) IOBepHeHH: pe3yJbTaTiB y Zabbix y sBurisami
HOBUX TaHMX (items) I 3amycKy Tpurepis i
HaICVIAHHS CIIOBIIIIEHb.

3anporoHoBaHUII CepBiCHO-OPI€HTOBAaHWMI IIIXif,
Bi/ITIOBiJa€ peKoMeHallisIM Cy4acHMX JIOCII/PKeHb IIOI0
Bimokpemsterrst ML-mtoriku Bif cuicteM 300py TerremeTpii

KUTBKICHVIX ITOKa3HUKIB

abo 3HaueHb,

Ta ii iHTerparii uepes API [2, 4].
2. @opMaiizalis  aJropuUTMy
aHOMaJIin.

BUIABJIEHHA

g 3amau anomaly detection mporoHyeThCA
BUKOPVICTAaHHS aBTOEHKOJEPHNMX HEeVIPOHHUX Mepex,
HaBYeHVX Ha ICTOPWYHMX AaHMX, IO BiAIOBiIAIOTh
HOPMaJIbHOMY pexumy pobotu cucremu [8]. Hexart x; €
R™ — BekTOp 3HaueHb N METPUK Y MOMEHT 4acy t.

ABTOEHKOJIep PeKOHCTPYIOE BXiTHUII BeKTOp,
dopmyroun

aHOMaJIBHOCTiI (POPMaJIbHO BU3HAYAETHCS SK €BKIIIOBA

BiZHOBJIEHUN BekTop . IlokasHuk
HOpMa ITOXVMOKM PeKOHCTPYKIIiL:
Sanom(t)= | | Xt_XAt | |2'
IToporose 3HaueHHs O BM3HA4Ya€TbCs Ha OCHOBI
CTaTUCTUYHOTO aHaJli3y 3HaUeHb Sanom Y HOPMaJIbHOMY
pobotn

npaswioM p + ko). SIKIIO Sanom(t) > 6, TO HOTOUHMIT CTaH

pexvmi (3a kBaHTWIBHMM IiimxogoM abo

cucTeMu  (eJIeMeHTa, METPUKM) BU3HAYAETbCA  SIK
aHOMAaJIBHUW, JaJli BiAIOBIIHMI MOKa3HMK IepelacTbCs
1o Zabbix 11t momaspInoi 00poOK.

3. Meron, HpoOrHo3yBaHHsS Ta OLHKM PU3UKY
nopymenns SLO

3 ommmy Ha npwHOUmm Site  Reliability
Engineering (SRE), aBTOMaTM30BaHe ITPOrHO3YBaHHS

pusuky mnopymenHs SLO € BaXIMBUM eJIEMEHTOM

MPOaKTUBHOIO MOHITOPUHTY [9, 10]. st
IIPOTHO3YBaHHSA IMHAMiKM MeTPUK, IIo QOpMYIOTh
Service Level Indicators (SLI), 3acTocoByIOTBCS

CTaTUCTUYHI Ta HeVIPOHHI MOesli JacoBuX psfiB (Taki
aK ARIMA, LSTM abo Transformer). Hexam y. —
sHadueHHs1 SLI y MomeHT uacy t, L — moporose
3HauYeHHs], BU3HadyeHe BiITIOBiTHVM ITOKa3HUKOM piBHS
cepsicy (SLO).

ITporro3 Ha TOpm30HTI h Mo3HAYAETHCA K Yirp.
Pusuxk mopymenns SLO ¢dopManbHO OIHIOETBCS SIK
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HOpMaJli30BaHe IIepeBUIIleHHsI TPOTrHO3HOrO 3HauveHH:
Ha/j, IOPOrOM:
Rsio(t, h) = max(0, §en — L) / L.

OrpumaHe 3HaueHH: Rg, BUKOPUCTOBYETHCS IJIA
dopMmyBaHHSI NpeBeHTUBHUX TpurepiB y Zabbix, 1o
TIO3BOJISAE iHIIiIOBAaTV KOPUTYBaIbHI il 10 PaKTMIHOTO
nopyueHHs SLO.

4. MeTtonyika aHaJIi3y JIOTiB

Amajiiz JIOTiB peai3yeTbcs y [ABa IIOCIITOBHI
eTarin:

1) HecrpykryposaHi JIOT-TIOBiTOMJIEHHS
TIepeTBOPIOIOTHCA y BIIOPSAIKOBaHi
TOCJTIMOBHOCTI  TIOfim  3a

JITOPUTMiB IIa0JIOHHOTO MAPCUHTY .

2) CdopmoBaHi MOCIIIOBHOCTI aHaIi3yIOTBCI
MOAEIUTIO, fKa OIiHIOE VIMOBIpHICTb IIOSIBU
IHIWIEeHTY y 3aJaHOMY KOHTEKCTi.

IToxasHmK ITOCJTITOBHOCTI
3ammciB ozt popMasyIbHO BM3HAYAETHCS K Bill eMHMI
srorapvdM YMOBHOI IMOBiPHOCTI BifICTeXKyBaHOT TTOZII:

Slog = —Iog P(Ei | €i-1, ..., ei*k)‘

Bucoki 3HaueHHH S),g IiHTepHIpeTyIOTbCS K

MOXUIVBI IHITMAEHTW Ta arperyroTbcs Y CIVCOK ITOfiN

MOHITOPWHTY TSI TIOaJTbII0l 00poOKM B Zabbix.

IIOTTOMOTOIO

aHOMaJIBHOCTI B

3anpornoHoOBaHa MeTOJI0JIOrisl BM3HaYae 3arajbHi
npvHII  iHTerparii ML-kommonenTiB y  Zabbix-
MOHITOPMHI, OpMasIi3ye IIOTOKM IaHMX, aJTOPUTMU
aHaJIi3y Ta KUIbKICHI ITOKa3HVKV OLIHKW CTaHy CHUCTEMIL.
BomHouac 1i mpakTudHa peastisariis morpeOye d9iTkKoro
PpO3MeXyBaHHs TUILB 3aja4 MOHITOPMHTIY, BiAIIOBiTHMX
xiaciB ML-Mopesten i pe3ysbTaTiB, 1110 IOBEPTalOThCA Y
cucTeMy IIPUVHSTTS PpillleHb. 3 1i€l0 MeTow Jaji
cpopmoBaHO
KIacudikallinHy cxeMy BukKopucTaHHd ML-mopesent y
Zabbix-MOHITOpPUHTY.

BUKOHAHO IIOPiBHSUIBHMI aHaJli3 Ta

Krnacndikanivina cxema BukopwmcrasHa ML-
Mopesnent y Zabbix-MmoHiTOpUHTY

Kinacudikaminna cxema BukopucraHHs ML-
Mopmesienn y Zabbix-moHiTopurry (Puc. 2) y3saraiabHIoe
3aIIpOIIOHOBaHy MeTOJIOJIOTiIo Ta BioOpaskae JIOrigHW
IOOUI 3aJay, IIOTOKIB [JaHMX 1 BiOmOBIDHMX KJiIaciB
mogerteit. [i Meroro e dopmaizatiisi posti MaIMHHOTO
HaBYaHHS fK 30BHIIIHHOTO aHaJIITUYHOIO KOHTYPY, IO
JIOTIOBHIOE CTaHIAPTHI MexaHi3Mm Zabbix i opieHTyeThCS
Ha gocsraeHHs SLO.

Knacudikarirma cxema BimoOpaskae pors Zabbix
[K JKepeJla TeJleMeTpil Ta CrCTeMU MPUVIHATTS pillleHb,
Tori gk ML-Mozeni (popMyIoTh OKpeMunt aHasliTUUHUIL
KOHTYp /I 3afad anomaly detection, forecasting ta log
analysis.
3abesmneuye diTKe po3MeXyBaHHS PYHKIIIN M Zabbix i
ML-koMITOHEeHTaMM, CHpOILy€e MacIITaObyBaHHs pillleHb
i CTBOpIOE OCHOBY [IJII TOTAIBIIOL
BUOOpPY MoOferieVt BiATIOBiIHO /10 aJIropuTMy BUOOPY
ML-mMmoperni.

3ampornoHoBaHa  KilacudikalliviHa — cxeMa

aBTOMAaTM3ALIil
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Zabbix Zabbix
Metpuxit ¢ Jlorm © Ilomii Items ¢ Triggers * SLO
A
Zabbix API
N Anomaly detection
v "| (Isolation Forest, AE, LSTM-AE)
ITonmepenns 00p oOKka maHMX AnaniTmuHi pesyIbTaTH
o Hopmarrisargis q Forecasting o o Ouirka aHOMaJIil
o Pecemmuiinr " (ARIMA, LSTM, TRF) - e TTporros SLI
e Arperarisay SLI e SLO-pm3mk
e IlapcuHr joris e AHOMarTil B JIOTax
> Log analysis
(LSTM, LogBERT)

Puc. 2. Kinacudixauiza cxema BukopucranHs ML-mopneneit y Zabbix-MoniTOpuHTy

INopisasaneEMI ananis ML-meTonis 3a TMmaMm
3amav

INopisasiibHM  ananis ML-Mmeronis BUKOHaAHO
OKpeMO I KOXHOrO THMIy 3agad 3 MeTOIo
oOrpyHTOBaHOTO BUOOPY ONTMMAaTbHMX IIIXOMIiB Y
KOHTeKcTi Zabbix-MoHiTOpuHTY. AHajli3 0a3syeTbcs Ha
KpuTepisix TOYHOCT], 3aTPUMKN 00pobK,
iHTepIIpeTOBaHOCTI Ta HNPWIATHOCTI A0 iHTerparii y
BUPOOHITYE CepeOBUIILE.

[is  3agag  anomaly detection HamOuTBII
nounbibHMMM € Isolation Forest Ta Autoencoder-trinxomu,
gKi  3a0esmeuyloTh  ONTMMaJBHWMI  BUOIp  MiX
IIOKa3HMKaMM  SIKOCTi  BWMSBJIEHHS ~ aHOMaIlm 1
o0OumcIoBayIbHOIO CKIanHiCTIO. Y 3amaudax forecasting
Havoutenr mipxomsmymmu € ARIMA ta LSTM-momiGHi
Mozerli B 3aJIeXKHOCTI Bifi BUMOT HO TOYHOCTI Ta 00’eMy
icropmanmx  mammx. g log  analysis mepesara
HajaeTbcsd ~ KOMOiHarlil amropmurmiB  po3bopy Ta
CTPYKTYpH3allil TEKCTOBMX 3aIllCiB B JIOTax i HeVIPOHHMX
MoJIeien], 3[aTHUX BPaXoByBaTy KOHTEKCT ITOIIiv.

3araJIbHUM pe3yJIbTaT IOPIBHAHHS HiATBEePIKYE
IIOLIUIBHICTD BUKOpMUCTaHHsA pisHMXx ML-migxonis B
3JIOKHOCTL Bif, TWUIy OaHMX 1 3a7ad, IO IIOBHICTIO
Y3TOKY€ThCS 3 3allpOIIOHOBAHVIM aJITOPUTMOM BUOOPY
MOJIeJIeN.

BucHOBKM

Y poboti mpoaHasizoBaHO CydacHi IIXomu
MaIMHHOTO HaBYaHH:I, IT[0 3aCTOCOBYIOTBCS B CHCTeMaxX
IT-MoHiTOpUHTY, Ta OOIpyHTOBAaHO MOIIUIBHICTB IX
iHTerpanil B cepemosuitie Zabbix M1 3agad BUSBIeHHS
aHoOMaJIiVl, IIPOTrHO3YBaHHS METPMK 1 aHaJl3y JIOTiB.
INokasaro, IO cTaHmapTHi MexaHi3sMm Zabbix =He
3abe3reuyoTh TMOBHOIIHHOI MiATPUMKM cydacHMX ML-
aJITOPUTMIB, ITI0 3yMOBJIIOE€ HEOOXiTHICTh BUKOPUCTaHHS
30BHIIIHIX aHAJIITUYHMX MOYJIiB.

Cdopmosano  dopmartizoBaHMiT ~ aJTOPUTM
BUbOpPY ML-miIXomiB, SIKMvi BpaxoBye XapaKTepPUCTUKM
JacoBux psmis, BuMorn o SLO Ta obumcmroBasibHI
oOMeXeHHs.  3amporoHOBaHO  MeTomosorito  ML-
OPi€HTOBAHOrO MOHITOPVHIY, 3aCHOBaHy Ha CEpBiCHO-
opieHTOBaHiT iHTerpamii wepe3 Zabbix API, Ta
KIacudikalliiHy cxeMy BuKopucTaHHs ML-Monenen B
3aJIeXKHOCTI Bif, TMIIy JaHMX i 3ajad, sKa IigTBepKye

HeoOXifHicTh 30a/laHCOBAHOrO BUIKOPVICTAHHSI METOiB
anomaly detection, forecasting i log analysis ma
HiIBUIIIEHHSI TPOaKTMBHOIO BUABJIEHHS iHLIWIEHTIB, a
TaKOX MOXKe OyTM BUKOpVCTaHa IIpy IpoeKTyBaHHI ML-
Opi€HTOBaHMX PillleHb Ha OCHOBI cucTeMy Zabbix.
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Martyniuk 1.V., Okhrimenko T.O. Methodology and classification of open-source ML methods for IT monitoring based

on the Zabbix system

Abstract. In this paper examined the use of open-source machine learning methods for IT monitoring tasks based on the Zabbix
system. Analyzed approaches to anomaly detection, time series forecasting, and log file analysis, as well as their limitations in the
context of operational monitoring. Proposed a methodology for integrating external ML modules with Zabbix and a classification
scheme for using ML models depending on the type of data and needed tasks. Performed a comparative analysis of ML approaches
and formulated recommendations for their practical application, taking into account the requirements for achieving the target

service level (SLO).
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