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Anomayia. 'V cmammi sanpononoBarno memoouxy cpopmybanna 6xionoeo Bexmopa cnocmepexybanux sminnux mepexeboi
akmuBrocmi 045 cucmem Buabaenns ma npoeHosybanna xibepamax. Memoouka nepedbauae noemante gopmybBanns bexmopa i3
3a1yueHHAM HeoDpobaenux napamempi6 mpadgpixy, ix Hopmarizayitn, 3e1adxybanns y KoB3nux Gixnax ma y3e00xeHHs 3a 4acoboro
wikanoto. Poseasinymo Bxaiouenns napamempib 3 ycix gpynxyionarsnux 040xi6 03nax, ujo sabesnewye adanmayiio mModesi 00 pisHux
munié amax. Pesyrvmamom 3acmocyBanna memoouxu Gucmynae 6xionuil Bexmop, cymichuid 3 UMOBIpHICHUMU MOOeASMU 3
Mapxibevkumu 6racmubocmamu, 30amuuil 6idobpaxamu i mummebi sminu 6 mepesxi, i dobeocmporobi mpendu. 3anponoHobanui
nioxio 3abesneuye nidBuiyenHs mounocmi BuAbAeHHA AHOMAAIL A 3HUXEHHA XubHUX cnpaytobany 3060aKiU  eHyHKOMY

HasauimyBanmio cmpyxkmypu Gexmopa nio xapaxmep npocpiaio 3a2po3.

Katouobi caobBa: nmobipnicne modertobanns, xibepbesnexa, Bxionux Bexmop, mepexebuii mpacpix, Busbienna xibepamar,

azpeeayis 03HAK.
AmHasti3 ocraHHix my0JTiKamin

OpauMm i3 KT04oBUX  paKTOpiB

edexTMBHOI crcTeMM BUsBIIeHHS KiOepaTak € sKicHe

nodymnosu

dopMmyBaHHS BXiTHOTO BeKTOpa IlapaMeTpiB, KUV
3a0e3rnedye dopMastizoBaHe IpefCTaBIeHHS IIOTOYHOTO
CTaHy MepeXXeBO1 aKTUBHOCTI. L]er1 BeKTOp € OCHOBOIO 111
MOJaJIBIIIOTO aHali3y, ITPOrHO3YBaHH:A Ta IIPUMHATTA
pimens y pamkKax oOpaHoi Mopernmi. Y HayKoBin
o
aBTOMaTWM30BaHOrO abo eBPUCTMYHOTO (POPMyBaHHS

JiTepaTypi  3aIlpOIIOHOBAHO  HM3KY  IIIXOAiB
TaKMX BEeKTOPiB, IIpoTe OUIBIICT i3 HMX OpieHTOBaHI
IlepeBaXXHO Ha 3afayi klacudikamii. SIk HacIIimOK, BOHU
JeMOHCTPYIOTh OOMeXeHy HpWIaTHICTh y KOHTeKCTi
o0y moBM
JacoBo] 3as1e)KHOCTi a0 MapKiBChKIIX BIIaCTMBOCTETA.
poborax [1, 2]

MeTO/MKM, 3aCHOBaHi Ha 3acTOCYBaHHI (iIbTpauitHmx

IMOBIpHICHMX Mofeel 3 ypaxyBaHHsIM

3okpema, y IpercTaB/IeHO
(filter-based), obropTkoBux (wrapper-based) mporiemyp
CKOPOYeHHs 03HaKOBOro npocropy. OcHOBHa MeTa TaKMX
MiIXOAIB MOJIATaE y 3MeHIIeHHi KUIbKOCTI ITapaMeTpiB
Ipu 30epekeHHi BUCOKOI TOYHOCTI Kitacudikarii. ITpote,
Taki MeToAM MaloTh HU3Ky CYTTEBUX OOMeXeHb:
BifICyTHIiCTh MeXaHi3MiB ajfanTariil 10 3MiHHOTO ITpodimo

3arpo3 (craTWuHicTP HabOpy O3HaK), HeBpaxyBaHHs

80

YacoBMX 3aJIEKHOCTEVI MDK IlapaMeTpamy, oOMexeHa
10
MepeXXeBOTo cepelloBIIIIa.

3[1aTHICTh GaraToBMMIipHOTO OMMCY [MHAMIKV

(31,

BUKOPVICTaHHS aBTO€HKOIEPiB Ta METOIIiB PeKOHCTPYKIIT

B TOCITIIKEHHSIX 3aIIpOIIOHOBAHO

BEeKTOpPiB, BXiIHWMII BeKTOp (QPOPMYyeTbCsI Ha OCHOBI

HoMWIOK  pekoHcTpykuil. Taxkwim mipxim possoite
BUSIBJISITU dK BIIXWIEHHS Bil TUIIOBUX
a0bJIoOHIB, ajle Ma€ TeBHi OOMeXeHHs a caMe IIpoIiec

dopmyBaHH:

aHOMaJTIT

BEKTOpa He KepoBaHUM Ta
iHTepHpeToBaHUIl, CTPYKTypa pe3yJIbTaTy 3aleXKUTb Bif]
riepriapaMeTpis  MOfeJIi TaKoX He 3abe3ledyeThcs
rapaHTOBaHe OXOIUIEHHS KITIOYOBMX (PYHKITIOHAIBHMX
0JI0KiB MepesxeBOl ITOBEIiHKM.

OkpeMy KaTeropifo CTaHOBJIATh IJIVIOVHHI ITAXOIN
aBTOMATMYHOIO BUTATY O3HAK, 30KpeMa i3 BUKOPVICTAHHSIM
convolutional HeTipoHHNMX Mepex, attention-mexaHi3miB abo
wavelet-TiepeTBopeHs [4, 5]. ITorrpm BrcoKy edpeKTMBHICTD B
3a7avax BUSIBJIEHHS INAOJIOHIB, BOHM MarOTh HaCTYITHI
OOMeXKeHHST: CKITafgHiCTD i
pecypcoemHicTh,  BigcyTHiCTB  Tposopocti  (black-box
character), BifgCyTHiCTP MOXUIMBOCTI THYUYKOI aslarrTarii
CTPyKTypu  BXigHOro  BekTOopa ©Oe3  Mopmwmdikariii
apxiTeKTypy Mopesl, HM3bKa CYyMiCHICTb 3 iMOBipHiCHMMY
ab0 MapKiBCBKVIMV CTPYKTYPaMIL

BMCOKa OOYMCTIOBaIbHA
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BeKTOpiB

B mocmmxemrsix 3acTocyBaym  barieciBebKy
MaIllHy — OIIOPHMX (Bayesian  SVM)  mna
dopMyBaHHSI BXiTHOrO BeKTOpa, B $KOMY KTIOYOBi
napamMeTpyi ONTUMI3YBa/IVICh 3 YpaxyBaHH:AM iX BHeCKy B
aTrocTepiopHy VIMOBipHIcTb KiTacudikartii. ITporte meron He
BpaxOByBaB [AMHAMIKy MepeXeBUX IlapaMeTpiB i Mas
obMexeHe MacrTaOyBaHHS. ABTopaMu [6] 3aIIportoHOBaHO
BapiaHT BUKOpPUCTaHHS OarieciBCBKOrO  aBTOEHKOIEPY
(Bayesian Autoencoder), B IKOMy BXimHWV BeKTOp OymyeThCs
SK YMOBHMV posnonaul Ilapamerpis. Hespakatoun Ha
IHHOBALIVHICT, MiAXiJl Opi€HTOBaHWMI IlepeBaXKHO Ha
PEKOHCTPYKIIiIO, a He Ha CTPYKTypOBaHe IIpefCTaB/IeHHs
o3HaK. B ommamoBmx poborax [7; 8] 3pobieHO akileHT Ha
BaKIMBOCTI  iHTerpamii CTPyKTypoBaHMX O3HaK y
VIMOBipHicHI rpadoBi Momest, 30KkpeMma y bareciBebki
Mepexi. BomHouac arroputMm TOOyIOBY TaKMX BEKTOPiB
3a/MITIaIoThCsT  HedpopMastisoBaHVMM  abo0  TIOTpebyroTh
PYYHOTO HaJlallITyBaHH:L.

3HayHa YacTMHA ICHYIOUMX IIIXOMiB He BpPaxoBye
crrerpdiky okpemyx TumiB - artak. Hampuxian,
Tlepei0aveHo aflalTallio CKITaly TTapaMeTpiB [IyIs BYUSBIIEHHS
DDoS, DNS TyHeroBaHHSI UM aBTOMATM30BaHWV INAOip
OOJIIKOBYIX JTAHVIX, IIIO CYTTEBO 3HVDKY€E TOUHICTH BUSIBJIEHHS
mpu 3MmiHi Tpodpimo 3arpos [2,3,5]. YV Takmx Tmmpxomax
CTPyKTypa BeKTOpa He € KOHTeKCTHO-UyTIMBOK i He
TI03BOJIA€ BpaxyBaTW BiIMiHHOCTI B IOBEIIHKOBMX O3HaKax
Pi3HMX crieHapiiB aTax [4, 9].

IIle omme oOMeXeHHS € BIZICYTHICTb IHpoLenyp
TIoriepeTHROI  0OPOOKM
HOpMaJIi3allisi, 3mIaKyBaHHs abo arperatis y 4acoBux
[1,4,5]. Le
napaMeTpiB y VIMOBipHiCHOMY
BifIcyTHIiCTP yHidikoBaHOTO MacmTaby 3HadeHb abo

He

HapaMeTpiB  TaKMxX  sK

BiKHaX YCKJIa[HIOE  BUKOPWUCTaHHS

aHaJIi3i, OCKUIbKMU
HasIBHICTb IIyMiB Y [IaHMUX HPU3BOAWUTE A0 3HVDKEHH:
IOCTOBipHOCTI ITporHO3y [8].

ITpoanasisoBaHi IiIX0AM MarOTh HAYKOBY LIIHHICTB
i IOeMOHCTPYyIOTb IIOTeHIiaJl y MexXax 3ajad
KIacudikaliii. Ajte, y KOHTeKCTi II00YI0BY IMOBipHiCHOT

Moperri 3 MapkiBCbKOIO — BJIACTMBICTIO, BOHM He

BPaxoBYIOTb  HU3KY CTPYKTYpHY

Pperpe3eHTaTMBHICTh HapaMeTpiB, Y3ro[KeHICTh Y Jaci Ta

BUMOI a caMme
HiATPVMKY OaraTomacmTabHOCTi, MOXJIMBICTb THYYKOI
ajanraniii = go  1podimo CyMiCHIiCTb 3
ajIropUTMaMy OOUMCIIeHHST allocTepiopHOI MIMOBipHOCTI
CTaHiB cmcTeMM. 3a3HaueHi HeMIONiKM OOYMOBITIOIOTH

3arpos,

HeoOXiTHICTh PO3POOKYM MeTOAVIKM JIO CTPYKTYPOBAHOTO
IIpe/iCTaBjIeHHsT MepeXXeBlX IapaMeTpiB, siKa JO03BOJISIE
3a0e3eunTVI pelrpe3eHTaTVBHE, CHHXPOHi30BaHe Ta
MacIITaboBaHe OXOIUIEHHsS MepeXXeBol TIOBeIiHKM B
KOXKeH MOMEHT 4acy.

MerTa Ta nocTaHOBKA 3aBJaHHS

Mertor0 IOCTIIKeHHS € po3poOKa METOOMKM, sKa
BpaxoBy€ BUIlle3a3HadeHi 3abesmeuye
yHidiKoBaHy, afalTMBHY i CTifIKy A0 3MiH CTPYKTypYy
BXiJHOTO BeKTOpa I 3ajad BUSBJICHHS aTaK y

aCIlIeKTM Ta

peanpbHOMYy 4aci. Meroguka Mae

perpe3eHTaTBHEe

3abesmeuyBaTn

OXOIUIEHHSI KJIIOUOBUX  acCIleKTiB
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MepeXkeBOl aKTWMBHOCTI, MOXJIMBICTP HOpMaJli3allil Ta
arperariii JaHuX,
VIMOBipHICHMMI MOJIeJIIMM, 30KpeMa TaKVMM, 110 MafoTh
MapkiBCcbKy BJIaCTMBICTB CTaHiB.

GararomacrrraGHOI CyMicCHICTE i3

Bukiiag 0CHOBHOI YacTHMHM

BBe,ELeMO IIOHATTS  BEKTOpa  CIIOCTEPEXYBaHIX

sminEMX Mepexesoi aktmshocti X,. Bextop X, e

CYKYITHICTIO 3MiHHWX, IMO BimoOpaXaloTb MepexXeBy
aKTMBHICTb y MOMeHT 4dacy l . BiH ckiaaeTbcd 3 pisHMX
KOMIIOHEHTIB, KOXeH 3 4KMX BiJIIOBiIae 3a oKpeMumn
acreKT MepeXXeBol IMOBeiHKM, 10 MOXe CUTHaIi3yBaTu
PO aHOMaJIii U 3arpo3L.

ITpencraBuMo MeToAVKy (OpPMyBaHHS BeKTOpa
JJIs1 Pi3SHMX TUIIIB aTak.

Kpox 1. Mema opmyBanns Bxionoeo Bexmopa
napamempi i ti0eo poas y Modeni

BexTop BucTymae iHpOpMaTMBHUM KeperioM
CIIOCTepeXyBaHMX 3MiHHMX IS IMOBIpHICHMX Mopesieit
3 MapkiBCchKOIO BJIACTMBICTIO, a TaKOX Mae 3abe3reunTn
enuHy yHidikoBaHy ¢opMy IOOAHHSA Pi3HOPITHMX
TapameTpiB TpadiKy; 30epe)xeHHs KOHTEKCTY MepesKeBol
TIOBEiHKM B KOXEH MOMEHT dacy; MOXJIMBICTh
HopaIblllol HOpMaslisallii, 3IVlajpKyBaHH:A Ta arperartii
HapaMeTpiB I BIUIVBY IIyMiB i

He3HauyIMX KOJMBaHb; BiMOOpakeHHS SK MUTTEBUX

SMEHIIIeHHA

3MiH, TaK 1 [JOBrOTpMBaJIMX TPeHIB; aJaNTallifo g0
pi3HMX TWIIB aTakK 3aBSAKM OXOIUIEHHIO O3HaK 3 yCiX
yHKIIOHATIPHMX OJIOKIB; CyMiCHICTH 3 aJIrOpUTMaMu
arnoCTepiOpHOro OLHIOBAaHHS CTaHiB, IO peajli3yIoTh
MeXaHi3MV ITPUIHATTS PillleHb B iIMOBIpHICHVX MOJIEJISX.

Kpox 2. @opmybanus nabopy napamempi6 Ha ocHobi
pyHKYiOHALHUX OA0KIB

@opMyBaHHs BXiJHOTO BeKTOpa HapaMeTpiB
rreperibadae CTPYKTypOBaHe
GaraToBuMipHOI iHOpPMaIIil Ipo MepeXxeBy aKTMBHICTb
st
3a0e3IleueHHs perpe3eHTaTUBHOCTI, MacIuTaboBaHOCTI
Ta CyYMICHOCTI 3 VIMOBipHICHMMM MOIEIAMM 3

MapkiBCbKOIO BJIACTMBICTIO IIapaMeTpy IPYHYIOThCH 3a

IIpeacTraBJI€eHHA

y BUIVIAAI BIOPSIKOBAHOTO HaboOpy O3HaK.

dyHKITiOHATEHMMY OJI0KaMM, Ki BimoOpakaloTh IleBHi
aCHeKTM IMOBeIiHKM cucTeMu. TakKui INxXina To3BOJIsSE
OXONWTY HaVBaXXIMBIII clleHapil aTak i 3abesmeunTn
pelipe3eHTaTMBHe, MacIITaboBaHe Ta  afalTHBHE
HpejicTaBJIeHHs cepeJoBUIIIa.

o 6a3zoBux dyHKIIIOHATFHIX OJIOKIB HajleXatsb :

1. Tpadixosi 6mokm (Traffic Features) sxmouaroTs
obcary, iHTeHCUBHICTD i posmofAin Tpadiky (KimbKicTh
ITaKeTiB Ha OIVMHWINO Yacy; oOCAT IlepedaHMX HaHUX;
cepeHin po3Mip CIIiBBiJHOIIIEHHS
BXifTHOTO/BUXigHOTO Tpadiky). 3acrocoBaHi y Bcix

I1aKkeTa,

creHapisx, sk 6a3osi o3Haky. OcobMBO aKTyaIbHI IyIs
BusiBileHHs: DDoS-atak, QiIykTyanin y 3arajlHOMY
HaBaHTa)keHHI, 3/TMBIB JaHMX.

6moxm

2. TloBeninkosi (Behavioral Features)

ONMCYIOTh XapakTep i cTasmicTs B3aeMomint (JacToTa
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IOBTOPHMX  3allUTiB; TPWUBAJLCTb Ceciii; KUIbKICTb
yHikanpHMX IP; dWacTka Hepmaymx crpol 3'eqHaHHS).
3acrocoBaHi NpW BWUsBIEHHI arak Tuily brute force,
credential stuffing, ckanyBaHHs. AKTyasIbHI Ipy aHaTi31
KITI€EHTCHKOI IIOBEIiHKA.

3. ITporokomneHi 0510km (Protocol-Specific Features)

GIKCYIOTP  0COONIMBOCTI  BMKOPWCTAHHS —MepEeXeBUX
IIPOTOKOJIiB (uacroTa SYN-11akeris; KUIBKICTB
HeCcTaHIapTHYIX TIOpPTiB; gacTKa DNS-3anmris;

BigHomennss UDP/TCP). BeomsThcst sIKIO HeoOximHa
JleTeKllisl aHOMaJlil Ha piBHI IPOTOKOJIYy - HaIlpuKiIaj,
DNS rynemosaHs1, TCP-dparmenTariis, ICMP misuse.

4. Earponivmsi Ta craTucTiaHi 6510km (Entropy and
Features) BimoOpaxaloTh  CTyIiHBb
HeBIIOpsiAKOBaHOCTI  Tpadiky (eHTpomis IP-ampec;
pO3TIONiI TIOPTiB; YacTKa YHiKaJbHMX ToegHaHb “IP-
mopt”).
stealth-aTax, zero-day axTmBHOCTI abo 3MiH y TMUITOBMX
maGyroHax MepexeBoi B3a€EMO/TII.

5. Imdpactpykrypri Omoku (Host/Infrastructure

Distribution

3acTOCOBYIOTBCS TPV HeOOXiTHOCTI BUSABUTH

Load Features)
pecypeu cucrtemn (CPU/Memory utilization; xinekicts
OJTHOYACHMX 3'€JHaHb; aKTVBHICTh Ha CepPBiCHIX ITOPTaXx).
BBopsATbCS B cClieHapisX, [Ie BaXJIMBO OLIHUTM CTaH

BiﬂO6an(aIOTb HaBaHTa’>XeHHS  Ha

LIJIbOBOT crcTeMM Harpukiian, DoS-ataku Ha cepsepy,
araxy Ha IoT.

6. Yacosi Omoxm (Temporal Context Features)
MicTaTh KOHTEKCT dYacy (9ac 1o0v; JIeHb TVDKHS;
BiIXVJTEHHS Bifl cepeTHBOI aKTVMBHOCTI y IIeVt Iepior).
BeomsiThest I 3HIDKEHHS XMOHMX — CIIpallfOBaHb,
IIO3BOJISIIOTE aalTyBaT MOIe/Ib A0 HOPM IOBEIiHKM Y

BIJITIOBi/THI YacoBi iHTepBaJIN.

7. O3Hakm KOOPAMHOBAaHOT aKTMBHOCTI
(Correlated /Botnet Features) InenTndikyoTs
CKOOPIMHOBaHYy abo OOTHeT-TIOBeIMiHKy (ITyJTbcariil

TpadiKy; OFHOTMIIHA aKTVBHICTb 3 PIi3HMX JIKepel
HepioOVWYHICTh 3BepHeHb). [loLiIbHI IIpM BUSABJIEHHI
botnet-mepex, aTak 3a

moriepeAHbO  BUSHaA4Y€HUM

PO3KJIaZioM, B3a€EMOIIOB'I3aHMX aTak.
Kpox 3. Ymobu 6ubopy dpyrxyionassrux 6410xi6

Cxtan pyHKIIOHaTBHMX OJI0KiB He ¢iKcyeThes, a
BU3HAYAEThCS Ha OCHOBI TUITY aTaKW, /10 BUSBIIEHHS SKOI
TOTyeThcs cucTeMa (Hampukiag DDoS — tpadikosi Ta
enTpominHi, a credential stuffing — moseminkoBi Ta
IIPOTOKOJIbHI).

PiBHS JOCTYITHVIX CTIOCTepeXkeHb — Y Pasi 0OMeXkeHOoro
mocTymy Ao payload um BHyTpiIlIHIX JIOTiB ITepeBara
HaJIa€Thcs TPadPiKOBVUM Ta IIPOTOKOIILHIM OJI0KaM.
oOMeXxeHp - Yy
PpeaJIbHOTO Yacy IlepeBara Ha/Ia€ThCsl MEHIII PeCy PCOEMHIM
Gr10KaM (HatpvKiIaz, TpadiKoBVM Ta YacoBVM).

O0uMCTIOBAITEHIIX crcremMax

Pisus arperariii - mpu nobymosi GaraTopiBHeBMX
Mopiesiert OJIOKM MOXYTb OOMpaTich Ha PisHUX PiBHAX
y3araJbHeHHs.
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IToTpebd amarmrrariil o mpodimo 3arpos - mput 3MiHi
JOMeHy Yl IOsBi
aBTOMaTWYHE OHOBJIEHHS CKJIafly OJIOKIB.

CdopmoBarnit Habip IapaMeTpiB perpeseHTye
KITIOUOBi

HOBUX THIIB aTakK MOXJIBE

O3HAKMI MepeXeBOl aKTVBHOCTI, IIOB'SI3aHI 3
OCHOBHIMII ClIeHapisMu 3arpo3, 3okpema DDoS-aTakamu,
CKaHyBaHHSM IIOPTiB, TyHemopaHHsM DNS Tomo. Y
TIepCIIeKTVIBI METOVIKa MOsKe Oy TV JIOITOBHEHa MeXaHi3sMaMyl
aTlalTVBHOTO YTOYHEHHs CTPYKTYpV BeKTopa Ha OCHOBi
HAaKOIIMYEHMX JIaHWX, IO JIO3BOJIMTH  3abesmeumrTyt
Yy TIMBICTD JI0 HOBMX abO KOMOIHOBaHWIX TWIIB aTak Oe3
IIOBHOIO ITePeOCMVICIIEHHS apXiTeKTy Py MOAEe/Ii.

Kpox 4. IlobydoBa Gexmopa x, Ha ocHoBi obparux
napamempib. Ha 1p0My KpoOIli 3IiVICHIOETBCS BUOIp
IapaMeTpiB i3 BM3HaueHMX QPYHKUIOHAIBHMX OJIOKiB
(Tpadikosux,
TMMYacoOBVIX TOIIIO) 3 ypaxyBaHHIM iX iHOpPMaTHUBHOCTI,

ITOBEIiHKOBVIX, TOITOJIOTIUHMX,
He3asIeXXHOCTi Ta 3[aTHOCTI BimoOpaxaTu xapaKTepHi
0CO0IMBOCTi MepeXkeBOi aKTVBHOCTI.

a IVICKPETHOTO
CTIOCTepeXXeHHs - TaKTy dYacy ©, sSKuit BU3Ha9aeThCs

KOXKHOTO MOMEHTY
3aJaHOI0 YaCTOTOIO BUMIPIOBAHHS (HAIIPUKIIaf, KOXKHA
cekyHAa abo xoxui 100 Mc) dopMmyeTbca BeKTOp

CIIOCTEpEeXEeHb X e KorxeH Takmiit TakT Hacy pelpe3eHTye€

dikcoBaHMIT iHTEpBaI B MeXaXx SIKOTO CHCTeMa PeecTpye

Ta HaKOIM4Yye 3HaueHHd BimiOpaHMx MepeXxeBux
napaMeTpiB, fAKi HaAXOOATh 3 DKepell MOHITOPMHTY
(NetFlow, IDS/SPS abo cmctem 360py JI0TiB).

Ha mouatkoBoMy erami BigiOpaHi mapamerpu
IIOIIepeHBbO He 00pobIIeHi, TO X Ha KOXXHOMY TaKTi dacy
t dopMyeThcs BeKTOp HeoOpobiteHmX (CMpux) 3HaueHs X;

T
X! :[xt"l,xt”z,...,xt"n

! . :
me X,; - 3adikcoBaHe 3HaueHHsI | -TO MepeXeBOro

ITapamMeTpa B MOMeHT dacy t, N - 3arajbHa KiJTbKiCTh
BKJIIOYEHNX Yy BeKTOp IlapaMeTpiB i BiAIOBiIalOTh
dyHkioHapHMM O0KaM  (TpadpikoBi, TTOBemiHKOBI,
IIPOTOKOJIbHI, eHTpPOIiVHi, iH(pacTPyKTypHi, Yacosi,
KooppauHoBaHOI akTmBHOCTI). CdopmoBaHMTI BeKTOP
BKJIIOYAE€  HACTYIIHi

mapaMeTpy, S3rpyHoBaHi 3a

dyHKIiOHaTEHMIMY OJT0KaMM Tabmyris 1

Kpox 5. Ilonepedns obpodka napamempi6: Hopmarizayis,
3eaadxyBanis ma azpeeais

' _ .
Bektop X,, cdopmoBaHMTI Ha OCHOBi 3HaueHb

MepeXXeBUX IlapaMeTpiB B MOMeHT Jacy t , HaBefeHVX y
Tab71. 1 mpoxoauTh TpaHcdopMaIlifo mId 3abesrnedeHH
iHdOPMaTMBHOCTI HaHMX Ta KOPEeKTHOI iHTerparii B
aHAILTWYHY MOIeIb 1 CKIaJaeTbest 3
orrepariin.

HaCTYITHMX
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Tabmma 1
No | ITapametp IToznavenns: | Tun o3Hakm Ommnc
. ' . KinekicTe OawrtiB, mepemaHmx 3a dikcoBaHUI
1 O0Gcsr MepexxeBoro Tpadiky X; 1 Tpadikosa . Pex @
, iHTepBas yacy
. ' . ITakerm  3a  cekyH, - IHTeHCMBHICTb
2 Yacrota nepemanmx naketis (PPS) X; 5 Tpadikosa yuay
’ reperaBaHHs
. !
3 Yacrora SYN-3anuris X; 3 ITporokosbHa IanmkaTop Moxmmerux SYN Flood-aTak
4 AnomasibHe BUKOPVCTAHIS |/ TpoToKOMBHA YacTka HecTaHJapTHVIX/ 3a07I0KOBaHIX
MPOTOKOJIiB tA P IIPOTOKOJIB y Tpadiky
. . , ' . : ,
5 Bincorok ycrimHmx 3'eHaHb X; 5 TToBeminkoBa Yactka ycnimumnx TCP/HTTP-3'enHans
6 Teorpadiune posTalllyBaHHS |/ IMoBeitkoBa KinpkicTe  KpaiH/perioHiB  cepen  [mKepes
Tpadiky t,6 JOCTyITy
. ' L -
7 | Yacrora HTTP/DNS-3anutis X; 7 IMpuxiagaa KinpkicTb 3BepHeHb 10 cepBiciB y ceKyHIy
. ' .
8 Hosxnnaa DNS-3anmTiB X; g TTpuxstagaa CepenHs 10BXMHA JJOMEHHMX iMeH y 3aIluTax
. ' BuxopucrtanHsS — 0GUMCITIOBAJTEHVIX ecypciB
9 PiBens 3aBanTaxenns CPU / RAM X; o IndpacrpykrypHa P pecyp
' cepsepa
. ' . -
10 | 3aTpumka Mepexi (Latency) X 10 Indpacrpykrypna | Yac Binnosini cepsepa Ha 3anmr
. . . ' Kisekicte  omaouacHo aktmBHUX TCP/UDP-
11 | Posnopin akTvBHOCTI IOPTiB X 11 CrpykTypHa .
’ MOpTiB
Z -HOpMaJisallii IlapaMeTpiB IPYHTYE€TbCS Ha abo KoMOiHarIifo arperoBaHmvx KOMITOHEHT,

NIpUBeleHHi 0 YHidikoBaHOTO MacIITady BUMipIOBaHHSI
BITHOCHO CepeqHBOro 110
IIO3BOJIsIE 3a0e3M1eunTy MOPIBHIOBAHICTh Pi3HMX O3HAK Y
MeXkaX €IMHOTO BeKTOPY. i BU3HaUaeThCA 3a POPMYIIO0

' '
_ Xr,i _:uxi
Xt,i - 2 4
O

Xi

3HaueHHs Ta Bapiallii,

’ ’
e ,ler_ Ta O x, ~ CEpelIHE 3HA4YeHH: Ta CTaHIapTHe

. !
BiIXWIeHHs TlapaMmeTpa X,; 3a 3HauYeHHsAMMU 3a

HoIepeHi TaKTH Jacy.

3aKTOYHMM ~ eTarioM  0OpoOKm
arperanisi(3mIafpKyBaHHs) B KOB3HIMX YacOBUX Bilpiskax,
pice
KOJIMBaHp i 3a0e3leuynTVi peripe3eHTaTVBHE IIOJIaHHSA

ITOTOYHVIX TeHEHIIiVI y MepeXeBoMy cepermoBwimi. [t

HapaMeTpiB

IO3BOJISIE  IIABWUINUTU  CTiVIKICTh BUITaIKOBVIX

KOXXHOTO IapameTrpa X, ; , 3adikcoBaHOTO B MOMEHT Jacy

t, BUKOHYeTBCS 3IVIaIPKyBaHHS 3a PaxyHOK aHaJIi3y
3Ha4eHb, [Ki CIIOCTepirajivics IPOTAroM HeBHOI KiJIbKOCTi
TrorepeIHiX TaKTiB Yyacy, BKIIIOYHO 3 IIOTOYHUM.

m-1
X 3t x!
ti i(t-1) 7
m j=0
Ie m - INMpWHA BiKHa 3DJIaJDKyBaHHS. 30KpeMa,
dopMmyeTbcs  THIMHOXWMHA  3Ha4YeHb  ITapaMeTpa

{XH(m—l),i'Xr+(m—2),i""'xt,i} :

OrpumaHi arperopaHi 3Ha4eHHs 3aMiHIOIOTh abo
IOTIOBHIOIOTh nmapameTrpa Yy
ccopMOBaHOMY BeKTOPi cIiocTepeskeHb. Taxmit mimxis

IIOTOYHE  3HauYeHHs
T03BOJIsIE 30eperTv He JIVIIIe TTIOTOYHNUIL CTaH CUICTEM, a
7 BpaxyBaTM KOpPOTKOYAacHY AMHaMIKy ii 3MiHM, Taka
BJIACTMBICTD € BaXXIMBOIO VIS TOOYHOBYM VIMOBIPHICHMX
MoZIeJIeVI i3 4acOBOIO 3aJIeXKHICTIO.

Y pesysbTati BeKTOp BXiZHMX ITapaMeTpiB Ha TaKTi
vacy t Bxmodae abo oOpoOyIeHi arperoBaHi 3HaYeHHS
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3abesrreuytoun GaraToBuMipHe ¥ y3rojpkeHe B daci
IIpefICTaBJIeHHs CTaHy MepPeXi I IOJaIbIol 00poOKmM
B MeXkaX CHCTeMVI BVSIBJIEHH: KibepaTax.

Kpox 6. @inasvna inmeepayis. Tlicins oOpobxm

dopMyeTbCcs OCTAaTOUHMIL BXiTHUI BEKTOP Xt, SIKVITA

HOAAETCA 10 VIMOBipHICHOI MOfeIi:

T
Xt :[Xt,l’xt,zl""xt,n ’

)
Rﬂ .
e KOXeH ejeMeHT X, ;€ € HOpMaJIi30BaHUM,

3MIaIKeHVM 3HAueHHSM KOHKPETHOTO MepeXXeBOro
IIOKa3HMKa B MOMeHT 4acy t, N — 3arajyibHa KUIBKiCTh

KomrionenTis Bektopa X,. KirbkicTh KoMIOHeHTiB y

BEKTOpi X ¢ 3QJIEXXUTB BiJl CKJIaJIHOCTI Mepexi Ta DIMOVMHMI

aHaJli3y, sika HeoOXimHa 111 epeKTMBHOrO MOHITOPVHTY,
Ta MOXXe 3MIHIOBaTVCh 3aJIeXKHO Bifl BUMOI IO aHaJli3y
MepexxeBoi aKTMBHOCTI. Y 0a30BMX clleHapisix Moxe OyTm
BUKOPWCTAHO JIMIIIe KiJIbKa OCHOBHMX IapaMeTpiB, TOMi
4K Y CKIaJHMX CUCTeMax BEeKTOp MOXe BKJIIoYaTy
HeCSITKM 3MIHHMX IS JOCITHEHHS MaKCHMMAaJIbHOL
TOYHOCTi ITPOrHO3YBaHHS.

st aHajtizy 3MiH y Yaci TaKOX BU3HAYalOThCS

BEKTOPW IIONepeIHiX CTaHiB, Xt =(Xt_1,Xt_2,...,Xt_n)

HpefICTaB/Isie 3HaUeHHs 11X IOKa3HUKIB y IIoIepeHin
MoMeHT dYacy t—1, BOHM BUKOPWCTOBYIOTBCS [
OITIHKM  BiJIXVJIEHD, O0UMCIIeHHST KOB3HMX
ceperHiX Ta TOOyI0BY IIOKa3HMKIB aHOMaJIBHOCT.

st
OXOIUICHHS KJIIOUOBUX aCIIeKTiB MePeXXeBOl IIOBEeIiHKN Y
KOXXHOMY BeKTOpi BKJIIOYA€ThbCs IIOHAVIMeHINle OIVH

ITapaMeTp 3 KOXKHOTO (byHKITIOHAJILHOTO OJIOKY.

TpeH/IiB,

3abe3rmedeHHs perpe3eHTaTMBHOTO

7. Bumoeu 0o axocmi Bexmopa
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71.  Bexmop  mae  BionoBidamu
yHKyionarbHuM Bumozam
IIpiopwTesalisa mapamMeTpiB 30iVICHIOETHCS IIUIAXOM

abo BrOOpy HaVOLIBIT iHPOPMATUBHIX apaMeTPiB I

Hacmynxum

BKITIOUeHHs y BekTop X, y pasi sMiHu Tury ouikyBaHoi

aTaky, abo HMHaAMIYHOTO IIepPepo3MOATy Bar IMX
IIapaMeTpiB y IIpolleci arperarnii iHInKaTopiB aHOMaJIilL.
3ajieXXHO BiJ, KOHTEKCTy, MOMelb [103BOJIsA€ abo
BiIKITIOWaTV MasIo3HadyIIli ITapamMeTpy, abo 3HVDKyBaTW
IXHIVI BIUIMB IIpY IPUVHATTI pimeHHs. Takui Impxif
3abesredyye anmanTMBHICTE Mopesli 0e3 HeoOXimHOCTI
epeOyA0BM il CTPYKTYpY IIpY 3MiHi IpodiIIo 3arpos.
Y 1mporeci
dopMyBaHHS BeKTOpa IependadacTbcs BKITIOYEHHS
MpUHAaVIMHI OHOMYy IapaMeTpy 3
KJIFOUOBOTO  (PYHKIIOHaJIbHOTO OJI0Ky oO3Hak. Takwit
TIIXiT, IO3BOJISIE rapaHTyBaTu
OXOIUIEHHsS MepeXXeBOl ITOBe[iHKM, HaBiTb y BUIIaJKax

O0oB’s13k0Ba  perTpe3eHTaTUBHICTb.

I10 KO>XHOTO

GaraTroByMipHe

aTaku, IO MPOSIBIIETHCA JIMIIIe B OJHOMY KJlaci O3HaK.
Ysromxenrs napametpis y vaci. KoxxeH mapamerp mae
OyTn arperosaHiM y MeXax (pikcoBaHOTO iHTepBaTy dacy
At , 110 3a0e3Iedye CMHXPOHI3allilo pi3HMX IOKA3HWKIB Y
Me)kax OJTHOTO TaKTy CIOCTEpPeXXeHHsI, SMeHIIeHHsI BIUIVBY
Griyxryarin,
GaraTtomacirabHOrO aHaI3y Ha PiBHI IOJAIBIIVNX KPOKIB
moperni. Trmosi 3Hawenmst At - 1, 5 abo 10 cekyHp, -

KOPOTKOYaCHMX MOXKJTVBICTh

0OVIPAIOTHCS 3AJIEXKHO Biff, IIUIFOBOTO CEPEIOBMITIA.
ITpiopuresaniss mapaMeTpiB BiIIIOBiTHO O THUITY
aTaky. Bubip mapameTpiB 3IIiVICHIOETECS 3 YpaxyBaHHIM
npiopuTeTy iHPOPMaTMBHOCTI /I KOHKPETHOTO KJIacy
3arpos. Hanpwuxsian, mpu ouikysansi DDoS SYN Flood -
BKJIIOUAIOThcA IMapaMmeTpu SYN-rate, backlog, CPU; misa
Credential Stuffing - cripo6u aBTopmsarii, error-komm, IP
churn, mpn DNS Tunneling - gosxwmHa DNS-3armmris,
4JactoTa subdomains, nepioguunicte beaconing. Taxmit
mifxim  [o3BosIsle  ajalTyBaTM CKJIall BeKTopa [0
ITOTOYHVX PU3UKIB Oe3 BTpaTy IIiJTiCHOCTi CTPYKTY P
ObMexeHHs po3MipHOCTi Ta KOHTPOITh HafIMiPHOCT].
PexomenyoBaHa JoBXMHa Bekropa X, Big 8 mo 15

IapaMeTpiB, 3aJIeXKHO Bil CKJIQJHOCTI cucTeMu. Takuit
TIJIXi/T T03BOJIsAE 30eperTy O0UMCTIOBATTbHY e(PeKTUBHICTD,
VHUKHYTU  edeKTy
30cepennTVICs Ha HaviOUTBIIT peJleBaHTHIIX iHMKaTopax.
3aHa/TO BeJIMKa KiJIbKiCTh ITapaMeTpiB IPU3BOAUTE
IO HagMipHOTO HaBaHTaXXeHHS Ha OOYMCIIOBAJIbHI

HaIJIVIIIKOBOL Ppo3MipHOCTI,

pecypcy, 30UTBITTye PO3MIpHICTE 03HAKOBOTO IIPOCTOPY,
MiIBUIIY€ PU3MK MYJIbTUKOIIHeapHOCTi Ta yCKJIaJHIOE
moOy1oBy cTabiyibHOI TiMoBipHicHOT Moperi. Kpim Toro,
po3IMpeHHs BeKTopa 6e3 KOHTPOITo iHPOpMaTBHOCTI
MmapaMeTpiB MoXke CHPWYMHUTU 3POCTaHHS XMOHMX
cripaifoBaHb a0 IlepeHaBYaHHS MOJeNl, 3HVDKYIOUM
CTiVIKicTP 710 HOBMX abo HemepenbadyBaHMX THMILB
Tpadiky. Tomy omTvMisariisi KITBKOCTI O3HaK JI03BOJISIE
30epiratu OajaHC MK YyTIMBICTIO cucTeMM Ta ii
00UMCITIOBaTBHOIO CTIVIKICTIO.

ApanTyBHa THYUYKiCTb Ta OHOBJIeHHs. Mertomuka
IOIyCcKae TMHaMigHe OHOBJIEHHSI BMICTy BekTopa 0e3
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3MiHM 3arajibHOI CTPyKTypu Mopmerni. Takum mipgxin mae
MOXITMBICTB 3MiHM HaOOpy IapaMeTpiB IIpu 3MiHi THITy
aTaKk abo cepeyioBMINa, aBTOMATW30BaHY II€PEOLiHKY
iHdOPMaTMBHOCTI O3HaK, BUBaHTa)XeHHS HeaKTyaIbHWX
O3HaK Ta JofaBaHHS HOBMX IIpM IIOsIBi HOBMX 3arpos. I
TOCSATAETBCS  3aBIOAKM  BUKOPWCTAHHIO  (pikcoBaHOL
CTPYKTYypu  0OpoOkmM  BekTopa (mopmaytizaris,
3IVIa/KyBaHHsl, OIIHKa aHOMaJlill), sKa 3aJIMIIacThCs
CTaJIO0 HEe3aJIeXHO BiJJ, KUIBKOCTI UM TUITYy BKJIFOUEHMX
napaMeTpiB. /IMHamiuHe OHOBJIEHH:H BMICTY BeKTOpa
peatisyeThbcsl IIUISIXOM aKTWBallil/eakTuBallil OKpeMyX
abo npiopureTiB  y
Koedirienrax Oe3 moTpebu 3miEM dopmaTy, TOTIKM
00pobK1 abo cTpyKTypw BuxinHOI Momerti. Takni minxin
3abes3redye a/TarTallio 70 HOBYX 3arpo3 0e3 MmopyIeHHs
ITICHOCTI 0OUNMCITIOBATEHOTO IIPOTIeCy.

Y momasmioMy dopMyBaHHI METOY 11 THYUKICTB
peastizyeTbesi uepe3 popMyBaHHs JIOKaJIBHOIO BeKTOpa
O3HaK i3 IOJaIbIIOI0 arperamjiero Ta
HopMastisarieio (Etam 2 meTomy).

7.2.  Bexmop  mae  Bionobidamu
AHANTMUYHUM BUMORAM:

0o  Hopmarisayii.
ITapamMeTpa Ma€ OyTH IlepeTBOPeHi 0 OHOT0 MacITady

O3HaK OHOBJIEHHSI BaroBumx

AKTVBHIMX
HacmynxHum

30amuicme Koxne 3HaueHHS
(aepes Z-score abo iHImi criocodm) 3 cepemHiM 3HAUeHHIM
0 Ta cTaHgapTHMM BiIXWIeHHAM 1, IIS MOXJIMBOCTI iX
nopiBHsAHHA.  Takum  migxin
MOPIBHSHHSA ITapaMeTpiB pi3HOI IpWpoaw, IIOKpaulye
edeKTUBHICTh VIMOBIpHICHOTO —aHajIisy,

3a0e3redye KOpeKTHe
ocobmiBO B

pamkax  baveciBcbkoi  momeni 3 MapkiBcbkoio
BJIACTVBICTIO.

Cmabirshicms. BekTop Mae OyTw HeUyTIMBUM JIO
HeiH(OPMaTMBHOTO ITyMy, a MapaMeTpy OYWIIEeHi Biff
CIUTECKiB, ITI0 He HeCyTh O3HaK aTaKIA.

Cmamucmuuna 00pobarobanicms. 3HaUeHHS MaIOTh
IOTTyCKaTu

KOB3HUX CepellHiX, BiIXWIeHb, EHTpOIlil, KOpeJIALlii

CTaTUCTUYHY  arperamifo, oOuMcIeHHsS
Tomo. OCKUIbKM BUSABIEHHS aHOMAJIiV 3[iTICHIOETBCA Y

pamMKax OararoMaciiTabHOro aHasli3y, KOXeH IlapaMeTp

y Bektopi X, momatkoBo OGpOGIISIEThC Y KUTBKOX

gacoBmx Macinrabax 3 BiI[HOBilIHVIMVI mmpriHaMm

KoB3HOro BikHa. KoHKpeTHi 3HaueHHd IIMPUHN
00MparoThCs 3aJIeKHO Bif, TUITy MepekeBoi aKTMBHOCTI,
XapakTepy OdJiKyBaHMX aTaK i HeoOxigHOro piBHS
uyTmBocTi. Takwm IiAxim [103BOJIss€  BUSBIISITU  SIK
KOPOTKOYacCHi CIUIeCKM aKTMBHOCTI,
st MacirTaby — dopmyeTbes
HOpMaJli3oBaHa IIOCJTiTOBHICTH

BUKOPUCTOBY€ETBhCS I aHali3y TpeHHiB, I0OOyIoBU

TaKk i TpuBaii
aHoOMaJIi1. KOXKHOTO
3HaueHb, AaKa

BeKTOpIB BixwIieHHs Ta OiHapHOI MaTpWIli aHOMAJTITL.

7.3.  Bexmop
MoOeavoBarum Bumozam.

mae  BionoBidamu  HacmynHum

Cymicnicms i3 umobiprichumu modesamu. Ilapamerpu
MaroTh OyTV HesaeXHyMu abo c1abo KoperboBaHVIMI,
SIKIT0 BUKOPVICTOBYEThCS HaiBHa OarieciBCcbKa MOIEIb.

Hiompumxa Mapxibeokux Bracmubocmert. Bexrop X,

Ma€ MIiCTUTV AOoCTaTHBO iHdOpMarii 71 mepexody 110



© Vyshnevska N., Kubiv S. Methodology for forming the input vector of observed network activity variables // Ukrainian Scientific Journal of

Information Security, 2025, vol. 31, issue 2, pp. 80-86. ©

crany 3 Y, ypaxyBaHH:M Y, , TOOTO BigmosigaT ymoBam
MapxkiBcepkoi abo KpasiMapkiBebKol crcTeMut.
MoxomBicTe  ToOymoBUM — QYHKINT — PUSUKY.
IMapameTpy TOBMHHI JO3BOJIATH 00UMCITIOBATY (PYHKITIFO
fiX,)—> Py, =1).
7.4.  Bexmop
obuucaobarsHum Bumoeam

Mmae  BionoBidamu  HACHYNHUM
Posymua posmipnicms. OOcar BekTopa Mae OyTHu
IOoCTaTHIM, 111 iHPOPMaTUBHOCTI, ajle He HaAMipHMM.

MacwimaboBanicme. MeTOoAMKa dopmyBaHH:

BeKTopa X, Mae IIO3BOJISITH

CTPYKTYpH
po3ImMpIoBaTVI/ BUJAIATY TlapaMeTpu 0Oe3 ITOpyIIeHHs
CTPYKTypU pobOTHM MOJIEI.

Obpobxa 6 peasvHomy uaci: BCi IapaMeTpyu MalOTh
OyTn obumcIIoBaHI Ha OCHOBi JIOKaJIbHVIX a00 OCTaHHIX
criocTepeXxeHb Oe3 3aTPVIMOK.

7.5. Bexmop mae 6iono6idamu HacmynHum npukia0HuM
Bumoeam

Konmexcmmua adanmayis. Bmict cxtamy sexropa X,

Mae€ 3MiHIOBATICS BifIIOBIHO O TUILY CUCTEMW, 3arpos,
cepertosmIIa abo crieHapifo BUKOPVCTaHHS.
Ipiopumemmnicme. IleBHi mapaMeTpy IIOBUHHI MaTH
OUTBIITY Bary 3aJIeXHO BiJl O4iKyBaHOT'O TUITY aTaKIA
ITiompumxa  pisnux uacobux wixas. Tlapamerpnu
ITOBVHHI JT03BOIIATH (POPMyBaHHS y3araJbHEHMX O3HaK
(imvKaTOpiB) 171 Pi3HMX YacOBMX MacIITabiB (MUTTEBI,
KOPOTKO- Ta IOBrOTEPMIiHOBI TPeHIIN).
dopmyBaHH:
3a0e3medye IijTicHe, pellpe3eHTAaTVWBHE Ta afallTHBHE

Meronmka BXiTHOTO  BeKTOpa
HpeJicTaB/IeHHs CTaHy MepeXXeBOl aKTMBHOCTI B KOXXHUM
MOMEHT 4acy. 3aBJIsaK/ CTPYKTYPOBaHOMY X0y - Bifl
30upaHHA oo Ix
HOpMaJli3allil Ta arperailii - BeKTOp OXOIUIIOE€ KJIIOUOBi

HeoOpoOJTeHMX  ITapaMeTpiB

aCIIeKTU MepexeBol TIOBEIiHKM, 30epiraroun
CTabiTpHICT Yy 3MiHHOMY ceperoBuimi. l'apaHTOBaHe
OaraToBmMipHe  OXOIUIEHHS, 4acoBoi
o
OHOBJIEHHS BMiCTy BeKTOpa 0e3 IIOpyIIIeHHS apXiTeKTypu
Mofelli  CTBOPIOIOTH ~ YMOBUM I ITOHAJIBIIOTO
edeKTUBHOIO 3acTOCyBaHHs y VIMOBIpHICHOMY aHaslisi,

BUSABJIEHHI aHOMaJIiil Ta MPOTHO3yBaHHI KibepaTak i3

HigTpuMKa

CMHXpOHi3allil, 3IaTHICTb MaciirrabyBaHHST — Ta

ypaxyBaHHAM MapKiBCbKOI CTPYKTypU CTaHiB.
HoTpyMmaHHsI ~ peKOMeHJallii  3aITpOITOHOBAHOL
MeTOnVKM  IIpu  OpMyBaHHI  BXiTHOTO  BeKTopa
CIIOCTePEeXXYBaHMX 3MIHHMX MepeXeBOol aKTMBHOCTI [1ae
cdopmyBaT 110
BiloOpa’karoTh aKTyaIbHy MepekeBY aKTVIBHICTb y MOMEHT
vacy t. Ile mae 3Mory cTBOpWTM THYYKY CHUCTEMY, sKa

3MOry BEKTOp 3 KOMIIOHEHTIB,

alanTyeThCs 10 TI0Tped KOHKPEeTHOI Mepexi, i 103BorIste Ha
OCHOBI aHaJIi3y ITOKa3HVIKIB BVISIBJISITV ITOTEHLIIVIHI 3arpo3yt
Ta 3abe3IredyBaTii CBO€UacHe peaTryBaHHS Ha 3aTrposw, IO
SHIVDKYE PV3VKY Oe3rekn Ta MiIBMIIy€ 3araIbHy CTIVKiCT
MepeyxeBoi iHppacTpyKTypu.

BucHOBKM
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B poboti posrmaHyTa MeTommKa QOpPMyBaHHS

BXiJHOI'O BeKTOpa CIIOCTEpeXYyBaHMX IlapaMeTpiB
MepeXeBoi aKTMBHOCTI, 3ajladyelo sKOTO € BUSABJICHHS
KibepaTak Ha VIMOBIpHICHOIO aHaJli3y 3

MapkiBcbKOIO BJIACTMBICTIO. AHaI3 icHyIOUMX HigxofiB

OCHOBI

3acBigumB, IO OLIBIIICTE Cy9acHMX PillleHb 30cepepKeHi
Ha KlacudikalifHIX 3agad4ax Ta He 3abesreduyroTsb
HeoOXimHWMI  piBHA CTPYKTY PHOI
pelnpe3eHTaTVBHOCTI, Y3rOKeHOCTi  Ta
CYMIiCHOCTI 3 IMOBi pHiCHVMM MOJIeJIAM.

3arpornoHOBaHMU HifXif B MOPiBHSAHHI 3 iHIIMMMI
CTivIKicTP [0 OaraThox KiTaciB aTak
paxyHOK
OXOIUIEHHS BCiX (PYHKITIOHaJIBHMX OJIOKIB MepexeBol
HOBeAiHKN. BusaBjleHHA KOPOTKOUWacHMX, 1 TpUBaJIMX
aHoMaJTiVt 3a0e3meuyeThes 3a paxyHOK baraTomacrirrabHOT
0OpOOKY TTaHMX i3 3aCTOCYBaHHSIM KOB3HVIX CepeTHixX Ta Z-
HOpMaJtisariii. B 3ayiexHocTi B TvITy 3arpos Ta repebynosm
MOIeli THYYKY aHaIlTallifo CTPyKTypu BeKTopa, 0Oe3
BTpy4aHHA B JIOTiKy Momet; MoxmBicTe 1mobynosu
arloCcTepioOpHOI OLIHKM CTaHy CVCTeMM Ta IMHaMiYHOIo
IIOpOrOBOIO  pearyBaHHA 3a paxyHOK IHTerparii 3
VIMOBipHicHVIMY Ta MapKiBCbKVMM BJIACTVBOCTAMM.

Pospobriea MeToAMKa CTBOPIOE  KOHIIEITYasIbHY
OCHOBY 1A (POPMyBaHHS BXiHHWMX [aHMX I CUCTEM
BISIBJIEHHS aTak, OpiEHTOBaHi Ha VIMOBipHICHe MO/1e/IFOBaHHS
MepeXkeBOl TIOBeiHKM. TakoxX Moyke OyTi BUKOpWMCTaHa SIK
0a3oBNMVT KOMITOHEHT I TIOOYIIOBW afallTMBHMX CVICTEM
Kibep3axvcTy, 10 PYHKIHOHYIOTh Y PeXXMMi peaTbHOTO 9acy
Ta BpaxOBYIOTb 3MiHM ITPOpLTO 3arpos.
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Vyshnevska N., Kubiv S. Methodology for forming the input vector of observed network activity variables

This paper presents a methodology for constructing the input vector of observed network activity variables for cyberattack detection
and prediction systems. The proposed approach involves a step-by-step formation of the vector, beginning with the collection of raw
traffic parameters, followed by their normalization, smoothing within sliding time windows, and temporal alignment. The
methodology includes the integration of parameters from all functional feature blocks, enabling model adaptation to various types of
attacks. As a result, the input vector is fully compatible with probabilistic models exhibiting Markov properties and is capable of
capturing both instantaneous fluctuations and long-term behavioral trends in network traffic. The proposed approach enhances
anomaly detection accuracy and reduces false positives by enabling flexible adjustment of the vector’s structure in accordance with
the threat profile dynamics.

Keywords: probabilistic modeling, cybersecurity, input vector, network traffic, feature aggregation
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