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Anomauyia. Axmyaisnum 3a60annam 3abesneuens Oesnexu nepcoHALbHUX 0aHUX KopucmyBaui6 be3aiui cucmem y becvomy cbimi €
Bubip Haditinux memodi6 saxucmy ingopmayii, ix HobusHa, npocmoma y 6npoBadixenni ma oHobAeHHi, 4 maKoXK iX nocmitiHe
B0ockonarenns. Y yit cmammi npobedeno 00cAiONeHHS CIpYKMYp ICHYI04UX eeui-yHKYitl Ak ckaadoboi npoyecy abmenmudpikayii,
10 y cBoto uepey € e0106Ho10 ckaadoboio cucmem saxucmy ingpopmayii. OcnobHa yBaea npudisaempea po3bumxy cmpykmyp y uaci,
302p03am, AkUM BOHU NPOMUCOAA A WAAXAM 3abe3nevenHs cmitikocmi 6i0 pisroeo pody amax. 3anponoHobanuti HoBuil noaaa0
Ha po3Bumox cmpykmyp nodyoobu eewi-pyHKyitl y cucmemax abmenmudpixayii ma cmbopeno piuienna, wjo 30amue KoHKypyBamu
i3 icHytouuMu cmandapmamu npu GioHocHitl npocmomi 6npobadxenns. Pesyavmam pobomu moxe Oymu 6npobadxenuil 00 icHyOUUX
cucmem abmenmudpixayii opeanisayismu ma Oepxabuumu yemanobamu 04 nidbuyents pibHa saxucmy iHgopmayii.

Kawouobi caoBa abmenmudpixayia, cmpykmypa, mooucpixayis, Oesneka, eewybanus, eeut-pynkyia, OuHAMiuHa cias,
cexpemHuil nepeyp.
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IlocranoBka mpo®iaemy. CydacHi TexXHOJIOTII Ta
icHyrowi cmcTeMu 3axmcTy iHdoOpMarii 3abesmedyroTh
JOCTaTHiVI piBeHb Oe3IeKV IIepCOHaIBHVIX HaHWX, aje
CKJIafHIcTh 1M poBoi iHDPacTpyKTypu 3pocTae depes
pisHOMaHITTS iHTepHeT-IUIaTOPM Ta OHJIAVH-CEPBiCiB.
MobinpHI TpucTpol, iHTepHeT peder, XMapHi cepsicw,
cepBepu - yce Iie ITpallfoe 3 IepPCOHAIBHMMM JaHVMU
KOPMCTyBadyiB i MoTpedye HOBITHIX PillleHs 3 IX 3aXUCTY.

3JIOBMUCHMKM TaKOX He CTOSTh Ha MicIi i
po3po0IAIOTE  HOBI  MeTogM  aTak
aBTeHTHIKallil, M0 3MyIIye [idTU 3
HaBBUIIEPeIKN, CTBOPIOIOUM HOBi CXeMU, CTPYKTYpW, Ta

Ha cnucreMm

HUMMN

i cucremm 3axmcTy iHdopwarmii. TTokpareHss: Bxke
iCHyIOYMX METO/IiB MOXKE CTaTU TUM HeOoOXiTHVM KPOKOM,
IUIS BIOKPUTTS YOroch HOBOTO, OUIBII CTIiFIKOrO IO
icHyIOUMX Ta MOXJTMBUX Kibep3arpos.

Merta Ta mocTaHOBKa 3aBOaHHSI

Mertoto0 aHOI CTaTTi € JOCTIKEHHS TeOPETUIHVIX
OCHOB 3aCTOCYBaHHS BIOCKOHAJIeHWX TeM-pyHKIHN Y
mpollecax  aBTeHTMIKamii 30KpemMa
posmrany cxemu Mepkite-JleMrapsia 3 AMHaMidYHOIO CUIIIO

KOpWCTyBadiB,

Ta CEeKPeTHMM «IIeplieM» I INABUIIEHHS CTiKOCTi 10
aTak rpy0ofo cmioro. Takumir Mifxim copsMoBaHWMY Ha
mifgBuineHHs Oesmexku aBTeHTHUdIKalii KOPHUCTyBadiB
LIUIIXOM YHEMOXUIVBJIEHHSI IIOIlepelHbO OOUMCIIeHMX
aTak (HampuKiIad, aTaK paviayKHUMM TaONIWMIIsIMM) Ta
3MEeHIIIeHHs PU3MKYy KOMIIpOMeTallii HapoiiB y pasi
Lle 3abesmedye yHikajmpHiCTH i
Hellepe10a4uyBaHICTh relly KOXXHOIO IIapOJIIO HaBiTh IIpU
GaraTopa3oBoMy BUKOPWCTaHHI, IO 3HAYHO IIIBUIIyeE

BUTOKY JTaHMX.

3axXMCT Bif aTrak Tpy0OoI0 CHJIOK. 3alpOIIOHOBAHW
IIPOrpaMHMII MOJLYJIb MOXe OyTV IHTerpoBaHWU Y HasBHI
iHdopMaminHi cucTemMn mIsS 3abe3leueHHs Oe3leuHOT
aBTeHTUdIKaIil KOpucTyBauiB. VIoro BUMKOPVICTAHHS
3MEHIINTh PU3MK HeCaHKI[iIOHOBAaHOT'O JOCTYITY 10 JaHUX
Ta OOJIKOBMX 3aINCiB, IO € KPUTUYHO BaXXIVMBUM IS
CyJacHUX KibepOesreKoBuX pillleHb.

Beryn. ApreHTudikallisl € OfHi€I0 3 OCHOBHMX
3aco0iB 3axmcTy iHdopMalii Ta KIIOUOBOIO CKJIaJOBOO
cuctemMu Oesrexn. laHa mpollemypa Il KOpPUCTyBada
ITOBMHHA OyTM IIPOCTOIO, TOMY ITIO IO BCBOMY CBiTi Bif
MaHIiIyJIsALi JaHUMK y IUPpoBOMY IIPOCTOpI 3aJieXXaTh
Oesiu Jrroziert, a e ObIbIa KUIBKICTH KOPOTKMX Cecivt
KOXKHOTO 3 HMX HaBaHTaXXy€e Ti UM iHIIi cucTeMu i 3HAaYHO
3MeHIIye IBUIKICTE 00poOKM HeOOXiTHVIX KOPUCTYBadaM
JaHUX , He KaXydu BXe IPO 3PYUHICTb KOPUCTYBaHH:.
OnnovacHo 3 MM aBTeHTHIKallis Mae OyTH HafilTHOIO,
11100 3a1100iT TV MOMWIIOK Y POOOTI, a TOJIOBHE — 3aXVICTUTH
IepCcoHaJIbHI JaHi KOPUCTyBadiB.

Bubip Ta pearisariisi MexaHi3MiB 3abe3reueHHS
IIUTICHOCTI Ta CITPaBXXHOCTI iHdOpMAaIIiiHMX pecypciB y
Cy4yacHMX aBTOMATWM30BaHWMX CHUCTeMaX € OOHUMMU 3
BaK/IMBYIX eTalliB IIPOeKTYBaHH: Ta pO3pOOKM IIificucTeM

saxucry iHdopmamii. Ile mop’sd3aHO 3 HOCTIVIHUM
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3POCTaHHSIM MOCJIYT, SIKi HATAIOTHCA Pi3HUMY MEePEXHVIMM
cryxbamu.  BinmbrmicTs  mocyr, AKi HamaloThes  TIpU
BiICyTHOCTI (pikcoBaHMX MepeXXeBUX ajgpec KIIi€HTIB Ta ix
ocobnmBocTeVt. Y 3B'S3Ky 3 UMM, PU3MK IIOPYIIeHHS
ITUTICHOCTI Ta aBTeHTMYHOCTI iHdopMarTii 301TpITyeThCs.

TonosHMMM  OpieHTMpaMu y PO3poOITi HOBUX
pitrens 3abesneueHHsT 3axucTy iHGOpMaLii € IpaBoOBi
sacanm [1-2], a TakoX d4iTKe PO3YMiHHS TepMiHOJIOTII i
Bumor [3-4]. TTpu mommdikariil BxXe icHyfoumx pimreHs,
HeOoOXiTHO PO3yMITV IUISXM PO3BUTKY JAaHOI'O ITMTAHHS Ta
mpobiemy, 1o Oyym BupitteHi y MuHyioMy [5], mo0
OpaBWIbHO OLHWTM Ba)XJIMBICTh BHECeHHsS 3MiH Ta
HOpiBHATK pe3ysibTaT. He MeHII BaXIIMBOIO € OLHKa
icHyIOuVIX 3arpo3, NUIAXIB iX IMoNepe/KeHHs Ta IIPOTHIil y
MartoyTHEOMY [6-8].

Buxnan ocHOBHOrO MaTepiasTy JOCTiI KeHH

TemryBanms € HaJiHVIM IHCTpyMEHTOM
3abe3neueHHs Oe3MeKN TOCTYITY A0 TIepCOHaTBHMX JaHMX
i Biirpae BaXXIMBy y4acTh y HpoOLeaypi aBTeHTHIKaILl
Gesstiui cucrem [9].

Ilin moHsTTAM rem-PyHKIHl OymeMo posymitm
OTHOCTOPOHHIO  KpumrorpadiuHy  yHKIIio,
IpuiiMae BXifHi JaHi JOBUIBHOIO pO3Mipy Ta IIepeTBOPIOE
X Ha pikcoBaHMM 3a JOBXWHOIO Xeml-Kof,. I'erryBaHHs
MapojiiB € BaXMBOIO CKJIaZJ0BOIO 3aXUCTy
indopmamii. [T minBuierHs Gesnekn IIpy TelTyBaHHI

SKa

CrcreM

MOXXe BUKOPUCTOBYBATVCh CUIb — BUIIQJKOBe 3HaUeHHs,
siKe JOHAEThCA 110 IIapoJIsd Ilepeq VIoro xelryBaHHsAM. Lle
JIOIIOMara€ 3axuCTUTH [JaHi Bif aTak rpy0oio ciwIoo Ta
aTak Ha OCHOBi TOTOBMX TaOmIlp xemriB (rainbow tables).
3aIs MiOBUINEHHS CTiMKOCTi 30epiraHHS IIaposiiB Ta
iHIIMX KOH@IAEHUIMHMX JaHMUX 10 aTaK IrpyOo0 CrIoo
BUKOPVCTOBYIOTbCSL ABa TWUIIM COJlell — CTaTWYHa Ta
IOVHaMidHa.

ITim TTOHATTAM cTaTWYHa CiTb OymeMo po3yMmiTu
dikcoBaHe 3HaueHHs (KOHCTaHTa), dKe HOHAETHCS MO
KOYKHOTO TTapoJIs ITeper], IoTo Tieperadero M0 Tel-pyHKIIIT.
OcHoBHa 1lepeBara CTaTMYHOI COJIi — IIPOCTOTA peasri3artiil
Ta BifcyTHicTE HeoOXimHOCTI 30epiraTti momaTkosi maHi
I KOXKHOTO 3ammcy. 3asBydart 3Ha4eHHs CTaTUYHOT CoJli
BU3HAYAEThCA aIMiHICTpaTOpPOM CHUCTeMM OOVH pas i
IIPONVICY€ThCsI B KOHirypariivamnx dartax abo Komi
nmomatka [10].

Opmnmak w©em Iipxim Mae CyTTEBUM HeOJK:
OITHaKOBe 3Ha4eHHs coi 1A Beix maportis. Lle poburs
cucreMy
3a30aJIeTifgp IinroTysaTyi TaOINII 31 CTATMYHOIO CLITIO I

Bpa3IBOIO, OCKUIBKV 3JIOBMVCHMIK  MOXe
TIOIIVIPEHMX TapoJIiB, IO CTaBUTH IIifT 3arpo3y Oesmexy
Bciei cucremn. Yepes 1em Hefoslik craTW4Ha CcUlb He
BBa)Ka€ThLCs [TOCTAaTHHO HaAIVIHOKIO I BUKOPWCTaHHS Y
CYyYacHUX CrCTeMax Oesreku, xoua ii Bce 111e 3aCTOCOBYIOTH
y HOIIYKOBMX MeXaHi3Max 0a3 JaHmXx.

HuHamiuHa cilb, Ha BiIMiHY BiJl cTaTU4HOI, €
VHIKaJIbHVM 3Ha4YeHHSM, SIKe TeHepYeThCs I KOXKHOIO
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KopucTyBada abo HaBiTh /71 KOXKHOTO TIapoJIs OKPeMO.
3asBuyart y 6aszax gaHuX ii 30epiraroTe pasoM i3 maporem
abo moro remeM. 3HadeHHS OMHAMIYHOI COJII 3a3BUYait
TeHepYEThCS BUIAIKOBMM YVMHOM IIiJT 9ac CTBOPeHHs abo

OHOBJIEHHs ~ IIapoJjisl, HaIpWKIadg, 3a JOMOMOTOI0
KpunrorpadidHo CTiIKMX TeHepaTopiB BUITAJKOBUIX
urcen (CSPRNG).

OcHoBHa IlepeBara AMHaMi4HOI COJIi — MifBUIIleHa
CTIVIKICTB [0 aTaK i3 BMKOPUCTAHHSIM IIOIIEPeIHbO
Tabme  (rainbow  tables). ITpm i
3aCTOCyBaHHI KOXKeH ITapoJIb OTPUMYE YHIKaIbHY CiIb, SIKa

obumcIIeHmx

MOXKe 3MIHIOBAaTMCA I "ac pobortm cmcremm abo mpm
BUKOHaHHI KOpucTyBaueM IleBHMX pfin. Ile 3Hauno
YCKJIaJHIOE KOMIIpOMETAII0 IIapoJiiB, OCKUIBKM I
KOXKHOTO 3alIlVCy 3JIOBMVCHMKOBI IOTPiOHO BUKOHYBaTU
OKpeMi 00UNCIIeHH S, ITI0 pPOOUTE aTaKy PecypcoMicTKOIO.

Cepen HemosIiKiB AMHAMIYHOI cOJTi — HeoOXimHicTb
30epekeHHs JOAATKOBVIX JaHMX IS KOXKHOTO 3aIllCy, L0
30isIbIIlye OOCSAT BMKOPMCTAHOrO MicHs y 0asax IaHMX.
IMompu 11e11 HenmoJIiK, AVHAMIYHA CUIb € CTAaHIAPTOM IS
30epiraHH: MaposIiB, OCKITBKY 3a0e3ITedye 3Ha9HO BUIIIVT
PpiBeHb 3aXWUCTy Bif aTax.

Pasom i3 IVHAMIYHOIO CUTTIO HepiIKo
BUKOPVICTOBYEThCS CTaTWYHA 3MiHHA, IO Ha3MBA€ThCS
CeKpeTHVM «IIepiieM» (pepper). Ha BinMiny Bim comi, BoHa
IOJAEThCs Ha II0YATOK BXiIHOIO IIOBiZIOMJIEHHS Ta
30epiraeTbcst OKpeMo Bif 6asy maHwx i3 maposzsivm. Le, coero
Jeproro, 3abe3redye BUITVVI piBeHb 3aXVICTY, OCKUTBKV HaBiTh
y pasi koMITpoMeTartii 6a3v JaHVIX 3TTOBMVICHVIKYV He 3MOXYTh

CKOpUCTAaTUCA  OTpPUMAaHOK  iHdopMariiero.  3asBuyan
3HaUeHHsI CeKPeTHOTO «IIeplisi» € IVIODaJIbHMM ISt BCiel
cucTeMM  Ta  BVBHAYAETBCA  afgMiHiCTpatopoM — abo
aBTOMaTMYHO  TeHepyeThcs  INJ,  4Yac  PO3rOpTaHHs
nporpamioro  3abesrevenns. Vloro  36epiraioth  y

3axMIIIeHOMY CXOBUIIL, HalIpyKiIaf y daruiax KoHpiryparii,
arlapaTHMX Momyysix Oesrrekm  (HSM) abo  3miHHMX
CepenoBUIIIa, 100 YCKIIaIHITH TIOTO BUTIK.

Taki Bimomi kommawnii, six Google, Microsoft Ta
Apple, BUKOPUCTOBYIOTH y CBOIX CHcTeMax KOMOiHaIIio
IOMHaMIYHOI COJTi i3 ceKpeTHMM TIepIieM I 3abe3reueHHs
MaKCUMaJIbHO MOXJIMBOTO PiBHS 3aXMCTY IIepCOHAIBHMX
maaux. IIpoTe MeToagm IXHBOTO BUKOPWCTaHHS He €
Iy 671i9HO JOCTYIHOIO iHdopMaTtIiero.

Haii posrisiHeMO OCHOBHI cxeMoO ¢OpMyBaHHS
remt-pyHKIIi, TS
aBTeHTH(IiKallil Ta KoHTporo IrmicHocTi. Ha cporommi
cxema Mepxite-Jlemrapria € HaVBiZJOMIIIIOI0 OCHOBOIO IS
moOymoBm Kpunrorpadiuamx rerm-pyHKHin. [Jo Taxmx
dyukmin Hazexars MD5, SHA-1 ta cimericteo SHA-2, 3
SIKOTO 1714 11i€T poboTm Oyro obparo amropurm SHA-256.
IIa cxema m03BOJIE€ CTBOPIOBATWM Telll-3HAUYeHHS IS
IIOBiTOMJIEHb Oymp-sKOL iTepaTnBHO
3aCTOCOBYIOUM OJIOUHMIT aJITOPUTM.

AKi BUKOPVCTOBYIOTBCS

JTOBXXWH,

Cxema Mepxite-[leMrapia Mae Taki BJIaCTMBOCTI, 5K
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CTIVIKICTh [0 KOJI3ifl 1 3aXMILEHICTh Bif, aTaK TUMILy

IIOHOBXeHOoro mnoBimomsieHHs. OpHak T 3HAYHMM
HeJIOJIIKOM € Bpa3/IMBICTh A0 aTaK IIOIOBXEHOIo Tellly,
SIKIIO Telll-PyHKIIis peasrisoBaHa Oe3 MonmdiKari, Takmx

SIK, HalIpVIKJIa/l, TOJIaBaHHs JTOMEeHHIX po3mupeHs [11].

JflonoaHeHe
NoBiaoMAEHHA

(M) =

H1 H2 H3

Puc.1. Cxema Mepxite-/lemrapa

[ w1 || m2 || m3 [[ ma |

MouaTkoBuiA
BEKTOP

Hactymrolo 10 posmIamy Bi3bMeMO CTPYKTYPY
Pabima - IO TaKOX € MeTOOM TelllyBaHHs, ajle, Ha
BiIMiHY Bifl MMHYJIOI CXeMM, y IOOYHOBi remi-pyHKIin
3abesneuye KpunTorpadivyHy CTIVIKiCTh BUKOPMCTOBYIOUN
Ommouni mmdpn. Pasom i3 cxemoro Mepxite-Iemrapma
HUMW BWKOPWCTOBYETBCA ITepaTMBHMV MiAXim, TobOTo
HaJlicJIaHe MOBiTOMIeHHs po30MBaeThC Ha OJIOKM, MiciIst
YOro IO Yep3i 00pOOIIIOThCSL.

brrounvmt mmidp Bigirpae posp  KoMIpecivtHOT
dyHKII, Te KokeH OJIOK IMIMPYEThCs MPSIMUM TUIIOM,
BUKOPVCTOBYIOUM YacTUHY BXiJHOIO IIOBiIOMJIEHHS SK
KJII0Y, a IIoIepeJIHE relll-3Ha4eHHs K BXiTHi ITaHi.

Maemo HacTyHy bopmyIty:
Hi1 = Ey,(H)p),
ne H;- irepatuBHe Treml-3HaueHHs; E - QyHKIix
mmdpysasHs; M; - i-Tum  OJIOK  JIOIIOBHEHOTO
TIOBIJTOMJTEHHSI.
Crpykrypa Pabina HaBemeHa Ha prc.2:
[fonoeHeHe _
I'IDEII,D'OMHQHHQ(M) - | M“ | | M2 | | M3 |
A 4 h 4
3 K K K
e Ho—»P P c|P  cf-»
H1 H2
Encrypt Encrypt Encrypt

Puc.2. Ctpykrypa Pabina

Yepes cBoio cTpyKTypy cxema Pabima B mesxmx
acrieKTax € OUTBIT THYYKOIO, OCKITTbKM 3/IaTHa BKJIFOUATH
3MIiHM B HOPSAKY 6710KiB abo Tx komOiHariil. ITpu o6po0rri
OKpeMuX BXIiJTHOTO
BUKOPVICTOBYIOTbCSL Pi3HI K/IIOYi, IO, CBOE€IO Yeprolo,

OJ10KiB TIOBiTOMJIEHHS
MiABUIIY€E CTIVIKICTB A0 Ve peHITiTHOTO KPUIITOaHaTi3y.

Hacrymmaa crpykTypa Mae 0araTo CIHiTBHOTO 3i
cxemoro Pabina. Cxema [eBica-Mettepa TaKoX ITofae
KOXeH OJIOK BXiTHOro TIIOBiOMJIEHHSI 10 OJIOKOBOTO
mmdpy AK KoY, a OTpVMaHe paHillle relll-3HaUeHHS —
SIK HOBe IOBimoMJIeHHs i mmdpysarHg. OgHak mati
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BOHAa Ma€ CYTTEBY BiAMiHHICTb: HACTYIIHUM KpPOKOM

BUKOHYETbcs onepalliss XOR BUXiIHOro rei-3HaueHHs 3

IIOIepeTHhO OTPVMaHMM relll-3HaueHHAM (puc.3) [12]:
Hi.1 = Ey,(H) ® H;,

me H; - irepatwBHe Trem-3HaueHHs; E - dyHkiia
mmdpysasas; M; - i-Tv OJIOK  [OITOBHEHOTO
TTOBiTOMJIEHHSI.

SIK110 MOPIBHATY JaHy CTPYKTYpPY i3 CTPYKTYpPOrO
Pabina, TO crpykrypu  [esica-Meinepa ¢
dyHKITIOHAJIFHO KpamyM. [JofaTKoBa JIoTiuHa orepartis

BapiaHT

XOR oTpuMyBaHOro Trell-3HadyeHHsl i3 IIOIlepeIHIMM
pesyibTaTaMM relllyBaHHs 3HAUHO MiIBUIILY € CTIVIKiCTh /10
KOJIi3it i 3aXMIlAE BifJ aTak «3yCTpidi ImocepenHi».

A 4 v v

JonosHexe
nosigomneHHa

K K K
Modatkosuii H1 H2
o HO—TP @ HP  CFO—TP L >
' [ Encrypt . ' | Encrypt + ' | Encrypt
i

Puc.3. Crpykrypa Hepica-Meriepa

Cxemn Mepxite-emrapoa Ta [esica-Meriepa
CXOXi MDK coboio suile TuM, IO BUKOPUCTOBYIOTH
iTepaTMBHMII TAXiA O TOOYmOBM TemI-pyHKIIiN, aje He
0 Apyra CTPYKTypa € IIpsAMWUM
BAOCKOHajleHHAM mnepmioi. Ha Bigminy Bim Mepkie-
HeMrappa Bif] aTak IOJOBXXeHH: relly cTpyKTypa [leBica-
Merepa 3axuinieHa. [laHa cTpyKTypa € KpalyM BapiaHTOM

MOXHa CKa3aTu,

3aCTOCyBaHHA IA IMPOBUX INOMMCIB UM 3aXUCTy
KOMYHIKAILIIHVX KaHajliB, TOOTO y BuMIIAAKaX, KOJIU
rorpiGeH BucOKMM piBeHb KpunrorpadivyHoi crinkocti. Y
Hill BUKOPWUCTOBY€eThCA OnouHmMM mmdp, mo pobwrs il
IUIsL
KpunrorpadidyHmnx IIPOTOKOJIiB, [Ie BaKIMBa HOHATKOBA

0co0JIMBO HeoOXiTHOIO CIIelTiaTi3oBaHMIX
Oesrreka. /[lasmi posrisgsHeMoO i ITOPiBHAEMO CTPYKTYPY
Martiaca-Merniepa-Osica, 1m0 € MoamdikoBaHOIO Bepciero
crpextypu [epica-Meriepa. Ti mpuxumMnoso saxmsoro
BiAMiHHICTIO € creumdiuamMii criocié oOuMc/IeHHs remi-
3HaueHHS (pic.4). OCHOBOIO ITi€T CTPYKTYPH, CITafKOBO Bifl
TIoTiepefTHNKa, € BUKOPWCTAaHHS OJIOYHOTO IMpY.
KimrouoBoro X Mommdikalli€lo € IIpoBeleHHs JIOTiUHOI
XOR 0soxy BximHOrO IOBimOMJIEHHS i3
pesybTaToM MM pPyBaHHS:

Hip1 = Ey, (M) @ M;,

orepariii

oe H; - ireparmBHe rem-3sHadeHHs; E - QyHkiis
mmdpysanas; M; - i-tmuim OJOK  [TOITOBHEHOTO
IIOBiTOMJIEHHS.

Koxen 0110k y crpykTypi Mariaca-Merepa-Ozica
mmdpyeThcsi  3BOPOTHIM mmpyBaHHs,
BUKOPWCTOBYIOUM y KOCTi KITIOY IIOTIepefiHE Tell-

TUIIOM

3HAYeHH$, a BXiDHMMM OaHMMM O104YHOro Immdpy cTrae
YacTMHA BXiTHOT'O ITOBITOMJICHHSI.
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Aoroenewe g M1 [ w2z | [ w3 ]
NoBigoOMAEHHA
_______________ N
1 1 ]
Y I I Y 1
P ! P U P
MovaTkoBri Ho » K c hﬁ'\ » K c ‘r¥\ » K cl -»
BeKTOp et e
Encrypt| H1 Encrypt H2 Encrypt

Puc.4. Crpyxrypa Mariaca-Meriepa-Osica

J1o migBuUIeHHS CTIVIKOCTi BUXIITHMX Telll-3HaueHb
npu3BesIo pillleHHs BHecTM 3MiHM y omepaiiiio XOR. Y
TaKOMy BUITaJKy CTPYKTypa € MeHII Bpa3JIMBOIO /IO aTak
Ha CTPYKTypy Komirpecivaoi dyHkmii. Cxema Miarywam-
IIpeness, K i MMHYJI POSIVIAHYTI CXeMM, € BapiaHTOM
moOymoBm rem-pyHKIII Ha OCHOBi OyodHOro IMMMPY
(puc.5). Ti moxHa HasuBaTu Moymdikaliiero cTpykTypu
Mariaca-Mernepa-Osica. 3a 01I0MOroxo 3B0pOTHBOIO THITY
TrelyBaHHs OJIOKYM JaHVX MMM PYIOTECS OKPEMO OJIVIH Bif
OJTHOTO, a POJIb KJTIOYa IIPW I[bOMY BUKOHYE ITOTIepeiHe
Telr-3HaueHHS. Pe3ysbTaT TellyBaHHS Ha INUIIXY 0
3aBepIIeHHs Tell-pyHKIiT Mae IpouTi omepariifo XOR
ompasy i 3 0OJIOKOM [AOIIOBHEHOrO IIOBiIOMJIEHHS, i 3
HoIepeIHiM rerr-3Ha4eHHsM [13]:

Hiy = EHi(Mi) ® M; ®H,;,
Oe H; - ireparmBHe rem-sHaueHHs; E - dyHKIis
umdpysasss; M -
nosimomienHs [14-15].
rosowrans M= [ M1

i-tmim  OJIOK  [JOIIOBHEHOI'O

Mouvarkosmit
BeKTop

v

HO——»K C
! Encrypt

1
1
1
hd
> K C ‘Q,—"‘K Ccl-»
! Encrypt y ! Encrypt
1 | 1
________ ! ” !

Puc.5. Crpykrypa Miarygun-TIpenerna

IMToemuants XOR i3 o6oma BXiTHMMM TaHMMM (Tl
i Ook ToBimOMITEHHS) 3abe3ledye CTIVIKICTB O aTakKu
"sycTpiui mocepenuHi",
CKJIaIHICTD

a TaKOX 3Ha4YHO Hi):[BVHJ.[yG

3HaxXOPKeHHsd  JABOX  PIi3HMX  BXiZHMX
MOBiTOMJIEHb 3 iIeHTUYHMM reni-3HadeHHsAM. KpiM 1iboro,

pukopucranuaa XOR i3 [BoMa pisHMMM BXiZHUMU

1o
YCKIaJHIOE IIpOBeldeHHs KpullToaHaslizy. BukonaHHsa

SHa4YeHHsMM 1OJAaTKOBO 3aIUIyTy€ 3JI0BMVICHVKa,

nomatkoBux XOR omepamin mist o6ox BXimHVMX 3Ha4YeHb
3HVDKY€ IIBVIKICTh TelllyBaHHs IOPIBHSHO 3 iHIIMMMK
PO3IJITHYTMMM CXeMaMy, i ocoOymBO i3 KIIaCMYHOIO
crpykTyporo Mepxite-/lemrappa.

Amnartiz cxeM popMyBaHHS TelI-(PYHKIIIV TO3BOJIVB
BVI3HAYVTH IJIXOM JI0 IX yIIOCKOHaJIeHH:. 30KpeMa, OyIio
pO3IIIAHYTO  MOAMUMIKOBaHy  CTPYKTYpY
Hemrappma, s$Ka BUKOPWUCTOBYE —[IMHAaMiuHy

CeKpeTHUV «Ilepellb» I MiABUIIeHHs CTiIKOCTi 0 aTak.

Mepxite-
i i

ITa cxema IipeficTaB/ieHa Ha puc. 6.
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(Pepper + M+ Salt) = Pepper|M‘\H M2 H M3 i»--‘|IVIn it
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Puc.6. Monudikosana crpykrypa Mepkiie-/lemrapaa
Hy = f(Hi—y (P4 (M; + 5)))
me Hi - itepatmBHe remi-3sHaueHHs; f - KoMIpeciiHa
dyukisg; Mi - i-Tvv 6710K JOITOBHEHOTO TIOBiTOMITEHHST; S
- OIVHaMivyHa cilb; P - cekpeTHMI IIeperp.
Haini HaBemeMo 3BeleHy TaONWINO MHOPiBHSIHHS
CTPYKTYp dOopMyBaHHS rem-dyHKIIi (Tab. 1).

Tabms 1
IMopiBHAHHS CTPYKTYP dOPMyBaHHS rel-dyHKIii
TTormyk
. ®Popmyna . Y
IKommpecivizal 3axucr  [Koutisil aud.
Crpykrypa . |po3paxyHKy .
dysxia .. | BimaTak |KpumnToaHa
KOMIIpecit .
JTi30M
3ajIeXxnThb
Saxwvict BifT,
bynp-axa BiJl aTaK |KOHKpPeTHOI
Mepxkiie- [koMIIpeciviH H; = MOIOBXeH [KOMITpeciitH
Hemrappa | a dynxuis | f (Hi-, My) HA o1 dyHKIIL,
f(H, M) TIOBiIOMJI | 3a3BUYam
eHHSI CKITAITHO
[peastisyBaTu
Mozxe Oyt
a3/IvBa,
TTpsamun yp .
3axmuct OCKUTBKM
TIOPAIOK, Hivi = Bif aTak BiZICyTHE
Pabina |umdpysan | Emi(H) Y
TOTOBXXEH | JT0/IaTKOBE
put remty H 3 HSI TenT 3MiITyBaHH
Kirouem M y iy
P
pesynbTaTy
TTpsamun 3axucr  [[IpubnmsHO
Iesi TIOPSIOK, Hi.y = Ey;  |Bimarakm |285 3aBogkm
eBica- ..
Meiiepa umbpysan | (H) @H; |"sycrpiui XOR 3
Pa g remry H 3 mocepeny | IonepesTHi
KIoyeM M Hi" M relriemM
3BOpOTHIN
TOPSITIOK, IMippue ([TpwGrmisHO
. Hiy = _
Mariaca- |mmdpysas HUN 285,

_ Em(M) @ _
Merzepa- HS M 3aXVICT 32 [HOJTATKOBU
Osica [roBiomMiIeH ' paxyHOK | 3aXWCT Bif,

HI M 3 XOR3M | XOR3M
xrouem H
3BOPOTHIM
P ITigpue |bamsbko 10
TIOPSITIOK, _
mmg} & san Hivp = HU 2128 3aBIISIKIL
Miaryqun- Py Em(M;) €@ |3axwuct 3a XOR 3
HS
ITpenens . M; @ H; PpaxyHOK oboma
TTOBiTOMIIEH
XOR3M |KOMIIOHEHT
HI M 3
Ta H amMu
xtrouem H

403

Hane pimleHHs IPWU3BOAUTH O TOro, IO IS
dopmyBaHHS
3IOiVICHUTY OUTbINy KinpkicTe omepaniit. Ha Bimminy Bin
KJIacM4HOI CTPyKTypu Mepkie-[leMrapga, y HaIioMy
BUITaAKy PYHKIIiSA TeTyBaHH: JOMAaTKOBO Ma€ BU3HAUNTH

KIiHIIEBOrO  Telll-3HavyeHHsI HeoOXigHOo

CTaTU9IHe 3HaYeHHs «IIepIlo», 0 HeoOXiTHO momaTy Ha
II0YaTOK yXXe JIOTIOBHEHOIO BXiTHOTO IIOBiTOMJIEHHS, a
TaKOX 3TeHepyBaTVl AWHaMiuHy CijIb, IO JOTA€ThC Y
Kinenp. KpiM 1nporo HasBHICTH OMHaMiuHOI comi y
ajIropuTMi 30UIBIIye uac dopMyBaHH:
CKJIaHOTO TI0YaTKOBOTO 3HauYeHHs Ilepef] Iepefadero
TOro [0 rem-(pyHKIii, aje i 30008 d3ye 3armycKaTv 11 I

He TUIbKM

reHepallil HOBOIrO relll-3Ha4eHHsI IIPM KOKHOMY HOBOMY
CeaHCy KOPUCTyBaya 10 CUCTEeML.

Hauti HaBe[leMO 6J10K-CxeMy nporuecy
aBTeHTM(IKaii 3 BIIPOBaIKeHHAM YIOCKOHAJIEHO! CXeMU
Mepxite-[lemrapma  (pwc.7). Mipm
Mommdikamil  cTpykTypu Mepkie-[leMrapaa, BIUIMBY
cojIert Ha 11 3axXWMIIeHICTh Ta HpOILYKTT/IBHiCTB, CcTae

IMicr  anaisy

OUEeBVIIHOIO HeOOXiTHICTh IOPIiBHSHHS Ili€l CTPYKTYPH 3
iHITIVIMYL, SIKi MOXKYTB OyTM BMKOpPMCTaHi SK OCHOBa IS
MeToxiB aBTeHTMdiKawii (TabiL. 2).

Tabsvris 2
INopiBHSAHHS e(EeKTUBHOCTI CTPYKTYP SIK OCHOBM IUISI METOILY
aBTeHTUIKAIII.

IIBunkicTe | JdoBXxmHa PiBennp
Crpyxrypa BUKOHAHHA | 06po0o- 3aXMIIEeHOCT]

10 TUC. | BAHOTO BUIXiZTHOTO

LIMKJIiB, MC 610Ky, GiT rel-sHa4eHHs
Mepiore- 0.033 256 Cepeyyint
Hemrapma
Pabina 0.052 64/128 CepenHin
)IeB.ica- 0.066 128 CEPE):LH?O-
Mertepa BVICOKUV
Mariaca- | 5gp 128 Bucoxmit
Merzepa-Osica
Miaryiau- 0.098 128 Jy>Ke BUCOKML
IIpenernsa
Mopndikarrist
Mepxite- 0.073 512 Buicoxmmn
Hemrapma

YV Tabmaii 2 KinbkicTe omeparnit 3a UK

BimoOpaxkae omepariii, HeoOXinHi It HPOpPMyBaHHS Telll-
3HaueHHs Ha KOXKHOMY eTarli. Bci po3maHyTi cTpyKTypw,
Mepxkite-Ilemrapra,
OrouHe MM pPyBaHHs, fKe € IMIBUIIINM 3a aCMeTPUJHe

OKle cxXeMm BUIKOPVICTOBYIOTH

mmdpyBaHHS, 10 oTpebye IOIATKOBVIX
o0UMCTIOBaJIBHUX ~ pecypciB st oOpoOKM  BXimHMX
3Ha4eHb.
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Mouvatok

MigknioyeHHs
GiGnioTek

Dikcayia yacy
asTeHTUiKaui

l

Po3paxyHok HOBOrO
reL-3Ha4yeHHs Napono
KOpWCTYBa4a

IHiYyianizayis
cepsicis

3anuc HoBUX
3HayeHb 40
6a3an gaHnx

l

Bxig go cncremn

BBegeHHA
nepcoHansHux
AaHUX

MopiBHAHHS AaHWX 3
0BNiKOBYMI 3aNUCaMK

Momwunka i

BWKOPWUCTAHHA AGHWX ANS
pO3paxyHKy retu-3HaqeHe Ta
nojansLue NopPiBHAHHA

|

Puc.7. briiok-cxema nporiecy apreHTHiKalIil

Takox Ha pwuc. 8 GaumMMo pe3ysibTaT HPOrpPaMHOL
peastisaliii po3pobieHOro pillleHHs, a caMe IeHeparliio
OVHAMI9HOI COJI, CeKPeTHOIO «IIepIfo», IX IIOfaJIbIIe
o0’eqHaHHs i3 HaposieM y BXiJHe IOBIIOMJIEHHS, IO
IPOXOOUTH TelI-PYHKIIIO i IepeTBOPIOETbCS Ha Ielll-
3Ha4eHHS (PiKCOBAHOI JOBXVIHIA

Puic.8. ITporiec rerepariii rer-3sHageHHs

ITposemenuin  aHaiis  edeKTMBHOCTI  pi3HMX

CTPYKTyp 11 aBTeHTMiKallil [O3BOJIAE BUOUIUTU
KJIIOYOBI acHeKTM IXHbOI IIPOJYKTMBHOCTI Ta piBH:
saxucry. Ilpy DHOpiBHAHHI 3a IIBUAKICTIO BMKOHAHHS
OTpUMaHO Taki pesysbraTi: Harmmsuaiomo e cTpykTypa
Mepxite-Hemrappa (0.033 mc), 1110 pobuTsb 11 epeKTUBHOIO
IIJI 3aCTOCYBaHb i3 BUCOKMMM BMMOIaMM A0 IIBUIKOZIL;
Pabima (0.052 mc) i [esica-Memnepa (0.066 mc) maroTb
HoMipHy Mariaca-Menepa-Osica  Ta
Miarygun-ITpenens mpaiorors mosintpHimme (0.082 mc i

IIBVIKICTB;

0.098 mMc BiATIOBiIHO), IO 3YMOBJIEHO CKJIa/IHIIIIOO
crpykryporo. Monudikaris Mepxiie-Hemrapma (0.073 mc)
TPOXW MOCTYHNAEThCsI OPUTiHAJIBHIN Bepcii 3a MBUAKICTIO,
mpoTe 3abe3redye BUIINY piBeHb 3aXVCTY.

Monmudixariiss Mepkie-Jlemrapma BUKOPUCTOBYE
512-6iToBi Omokwm, mmIo mimBMINye i CTiMKicTB O
Kpunrorpadiuamx arak. 3aBOsKy IIbOMYy BOHa Mae
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BUCOKWY piBeHb 3aXWMCTy, a MiTpMMKa [IOBIMX OJIOKiB
poOuTE 1 TIepCTIIeKTMBHOIO [T 3aCTOCYBaHHS B CHICTEMaXx
i3 migBuIleHMMM BUMOraMM [0 KpumrrorpadidHol
crinikocti. MoaudikosaHa cTpykrypa Mepkie-[lemrapaa
HaVIKpaImmn
3axuIeHicTio. Xoua 3alpolIoHOBaHa cxeMa IIpauoe y 2.36
pasa HoBUIbHIIle, HDK opuriHagpHUIT Mepkite-JleMraps
(3a paxyHOK JlogaBaHHS JIVHaAMIYHOI COJIi Ta CeKpeTHOro
«TIepIo»), BOHA 3abe3redye BUIIMY piBeHb 3aXVCTy HPU
aBTeHTHMIKaIlil KOXXHOro Kopucrysada. Kpim Toro: BoHa
migTpumMye 512-6iToBi 6710kWM, 1110 B 4 pasu OiblIe, HIX Y
Pabina, i B 2 pasu biplite, HiX y KiIacuaHin cxemi Mepkite-
Hemrapna. Mae BucoKmii piBeHb 3aXMUCTy, IO JO3BOJIIE 111
KOHKypyBaTu 3i cxemamm Mariaca-Merepa-O3sica Ta
Miaryuun-IIpeners 3abesrevyodn MIBUJIKICTH
BUKOHaHHA IUKIB y 1.12-1.34 pasu mBylIe, IIpu ILOMY

Mae OajlaHc MDK  INBUAKOIIEIO  Ta

30iTBITyI0Um po3Mip 0O6pobimoBaHOro OJIOKY B 4 pasiL.
PiBeHb 3aXMIIEHOCTI reln-3HadYeHHs OI[IHIOETHCS 3a
CTIVIKICTIO 10 aTakK, TaKMX 4K aTaka «/IHs Hapo KeHH:d» Ta
ondpepeHIIiHMIT  KpUIITOaHaIi3. YIOCKOHaIleHa cxeMa
Mepxie-Ilemrapna mist popMyBaHHS Telll-HaueHeHs Mae
Kilbka BaxwmBux Iepesar: 1) Mopmudikamis Mepxiie-
Hemrapma morpeOye MeHIIoi KUTbKOCTi ImmdppyBaHs,
OCKUIBKM BOHA JIOJa€ COJIbOBI 3HAYEHHs Ta CEKPeTHUN
TIeperrp, IO 3HVDKY€ 00UMCIIOBaIbHI BUTPATH Ta JO3BOJIIE
LIBVIIIe TeHepyBaTu Xeli. 2) JluHaMiuHa ciTb HigBUIITYy €
CTIVIKICTB 1O aTaK TUILY pavimyXKHuX Taoymis. CeKpeTHM
Meperp IMe OiTbIlle TIOKpalllye CTivIKicTB A0 aTak 3
BiIKPUTUMM
37T0BMUCHUKY. 3) BuxopucranHg gK coii, Tak i mepiro

TEeKCTaMV, OCKUIbKM BiH  HeBiZoOMMIt
YCKJIA/THIOE aTaKy HaBiTh HpwM AOCTymi 1o Oasu maHuMX 3

Tenr-3HaUeHHSIMM Ta [OWMHAMIYHOIO CUDTIO, OCKUIBKVI
Hepelb 30epiracTbcst okpemo. 4) Mopudikariis Mepxiie-
Hemrapna € OUIBII CTiIKOIO [0 KOJI3iM, OCKUIBKM
OVHaMi4Ha CUIb YCKJIQIHIOE CTBOPEHHs [BOX Pi3HMX
TOBiIOMJIEHb 3 OJJHAaKOBUM Telll-3HaueHHsAM. CTpyKTypu,
1110 BUKOPVCTOBYIOTh MM PYBaHHA, MOXYTb OyTV MeHIII
dikcoBaHy yHKIIIO
6mounoro mmdpy. 5) BimcyTHicTe cKTagHMX Omepariin
mmdpysaHHS pobute Mommdikariito Mepxiie-emrapma

MPOCTIIIOI IS peajslizallil, 10 KOPWUCHO IS HIBUIKOI

CTIIKMMM 10 KOJI3il 4epe3

00pobKM BeKMx 0bcsTiB maHMX Oe3 BUTpaT Ha CKJIaHi
kpunrorpadiuni onepamii. TakmuM gunHOM, Monmdikartis
Mepxite-Jlemrapma MoXke OyTu peKoMeHIOBaHa [IIs
aBTeHTUIKaIll, e
Opu  BiTHOCHO

KPUTNYIHO BaXIIMBUX CrCTEM

MOTpibeH BUCOKMM PiBeHb 3aXMCTy
HEeBUCOKUX BUTpaTax pecypciB.

YV npanin
KOHIIETIITIIO

BuicHOBKM. CTaTTi IIpefcTaBIeHO

KOMOiHOBaHY peavtizarrii cxeMm
aBTeHTUIiKarii Ha 6a3i MoamdikoBaHOI cxemy Mepkiie-
Hewmrapma. Y mporieci mOCTimkeHHS Oysio ITpOBemeHO
aHaJli3 CydacHMX MeTOAiB aBTeHTH(IKallil, 30KpeMa Ha
OCHOBI 1110

BU3HAYUTY 3arajIbHi MOOEIi Ta BUMOIM JIsS IIOHaIbIIIOL

QITOPUTMIB  TellyBaHHs, I03BOJIVIIO
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po3pobkm mommdikariil. Takox Oyrmm mpoanHastizoBaHi
CydacHi ~ aJTOpWTMM  TellyBaHHSA Ui BUOOpY
ONTMMaJIbHOTO  BapiaHTa 1IIj 1oTpebm  OesmeuHOl
aBTeHTHUIKaIl, IO 71 J03BOIWIO oOpaTy mis poboT!
cxemy Mepkite-Ilemrapra.
MoamdikoBaHy cxeMy QOpMyBaHHS Teml-PYHKINI Ha
OCHOBI I1i€1 CTPYKTY P 3 BUKOPVCTaHHSIM JIMHaMi4HOI COJIi
Ta CeKPETHOTO «IIepIIIo».

3anporoHoOBaHO

T'ooBHa TepeBara BIOCKOHaIEHOT Tem-pyHKIII —
ITO€THAHHS IIBMIKOCT] Ta HiZIBUITIEHOTO PiBHS 3axucTy Oe3
3HaYHOTO YyCKJIaJHeHHs mporiecy oOuncieHb, IO
mo3BoysI€ i iHTerpyBaTM B Cy4acHi  cuCTeMu
aBTeHTMdIiKarlii, Or0KIerH-TexXHOIOoTil, KpuITorpadidsi
IIPOTOKOJIM, 3aXVCT JaHMUX y XMapHUX cepedoBUINax Ta
IoT-pimensst. 3aBAsSKM BUKOPUCTAHHIO IMHAMIYHOI COJIi
Ta CEKPETHOTO «IIepIfo» 3a0e3ImedyeThCs CTIVIKiCTh 0 aTaK
Ha JIOBXVHY ITOBiTOMITEHH:I, Iepebopy XeIiB Ta miagdopy
KOJIi3iV1, 1110 pOOWTS 1i IIepCIIeKTVBHOO /ISl 3aCTOCYBaHHS
B KOpPIIOpaTMBHMX iHdOopMaLiTHIX
¢iHaHCOBMX TeXHOJIOTiAX 1 cucTeMax MOHITOPUHIY
KiGep3arpos.

3amporioHoBaHe pileHHs I10Tpebye OOl
KUJIBKOCTI omepawin st ¢opMyBaHHS KiHIIEBOTO Telll-
3HaYeHHs IIOPiBHSHO 3 KJIaCMYHOK cxeMon Mepxie-

crcremMax,

Hemrappa. DyHKIiA rellyBaHHs BMU3Hadae€ CTaTUYHUN
«IIepelb» Ta TeHepye AMHaMIuHy CijTb, 10 TOHAETLCA 10
BXiJTHOTO IIOBiJOMJIEHH:. XO4Ya CKJIaJHICTb CTPYKTypu
3pociia, CydYacHi TexHOJoril 3a0e3edyfoTh HOCTAaTHIO
IIBMIKICTh BUKOHAHHS, IO BUIIPABIOBY€E JOHATKOBL
BUTpaTy dacy. [uHamiuHa ciIp minBuinye Gesrexy,
YCKJIQIHIOIOYM aTaky TIPyOOI0 CIWJIOI Ta CJIOBHMKOBI
aTakM, OCKUIBKM 3abesredye VHIKaJIbHICTh TeImy I
KOXKHOTO KOpUCTyBaya.

leneparmis coJi rorpebye
00UMCITIOBaITBHYIX PECYpPCiB, ajle I Cy9acHMX CVCTEM IIe
He € KpWUTUYHOWO IpobrneMoro. OnHaK y BeIMKMX

TOTaTKOBVIX

MacIITabOBaHMX CUCTEMax MOXKe BVHWKHYTH JIOIATKOBE
HaBaHTaKeHHs, 0COOJIMBO P BUCOKIV KUIBKOCTI 3aIlNTiB.
BukopucraHHS OMHaMIiYHOI comi 36iIbITye oOcar mamHmx
1 30epiraHHs Ta MoXe ToTpeOyBaTy orrTmMisarii 6asm
IaHVIX 17151 30epeskeHHs MIBYIKOCTI IOCTYILY.

ITorpu MoxwIMBe 3HVDKEHHS HPOIYKTMBHOCTI B
crcTeMax i3 BeJIMKMM HaBaHTaKeHHSM, BIIPOBa/KEHHS
3aMpoIIoHOBaHOI MoaMdikallii 3HaYHO INIBUIIlye piBeHb
6esmexn. Momyrs aBTeHTHiIKAaTIil Ha 6a3i MoaMdiKoBaHOT
crpykTypu  Mepkie-Jlemrapma — 3amobirae  aTakam
IIOBTOPHOI'O BUKOPMCTaHHS JaHMX 3aBISAKM YHiKaJIbHUM

YAK 004.056.5(045)

TOKE€HaM Yy BUIJIAOl AMHaMIiUHOI COJI, IO aBTOMAaTUYHO
3MIHIOETbCS TP KOXHIM aBTeHTH(ikarii. Kpim Toro,
MonmdikoBaHa CTPYKTypa TellyBaHHS 3axMINae Bif,
nepexoIvIeHHs JIaHMX 1 IABUIIYE 3aXWCT BiJ] aTak Ha
OCHOBI TIOIITyKy TTpoo0pas3iB.
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Ilienko A., Halata L., Dubchak O., Arieshkov M., Using a modified Merkle-Demgard hash function to increase

authentication security

Abstract. The current task of ensuring the security of personal data of users of many systems around the world is the
selection of reliable methods of information protection, their novelty, ease of implementation and updating, as well as their
constant improvement. This article studies the structures of existing hash functions as a component of the authentication
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process, which in turn is the main component of information protection systems. The main focus is on the development of
structures over time, the threats they have faced, and ways to ensure resilience against various types of attacks. A new
perspective on the development of hash function construction structures in authentication systems is proposed and a
solution is created that can compete with existing standards while being relatively easy to implement. The result of the work
can be implemented into existing authentication systems by organizations and government agencies to increase the level of
information protection.

Keywords: authentication, structure, modification, security, hashing, hash function, dynamic salt, secret pepper.
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