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Anomauyia. Y cmammi HaBedero ingpopmayito w000 cyuacHoeo cmany npobiemu cmeeoanarisy ayoiocuenaaib. Inmepec do yiel
memamuxy Bunukae uepes nocmiiine 3pocmanna yugpoboeo xonmenmy ma yugppoboi mpancgpopmayii sokpema. Tpeda Giomimumu,
wo Oirvuicms Aimepamypu, no6’asanol0 30 cmeeoaHaAizoM, 3okpema 6 Ykpaini, cmocyemvcs auasizy BuxaiouHo 300paxems.
Ingpopmayii npo Buxopucmanns ayodiocuenany 8 Axocmi konmeiinepy 6 yxpaincokux nybaikayiax Gxpaii maso. AGmopamu npoBedero
AHAAI3 cYyHacHOl 3apyOixHol Aimepamypu y cpepi Buabaenns npuxobanoi ingpopmayii 6 ayoiogpatisax. Posessnymo kaacugpixayino
Memodib cimeeoanarisy, 30kpema CUSHAMYPHUX, CHIAMUCTUYHUX 1A HA 0CHOBI 2AUB0K020 HABUAHHA, A MAKOX iXx nepebaeil i HeOoATKU.
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Berym. Y cydacHmx  ymoBax — Imdposoi
TpaHcdOopMariii mpodsremMa pUXOByBaHHS iHPOpMariii B
MyJIBTUMEOIHUX JaHWX, 30Kpema B aydiocurHaiax,
HaOyBae OiTbIIION aKTyaJTbHOCTI.
Ayniocreranorpadiss ~ BUKOPUCTOBYETLCS ines

3aKOHHMX LijIeV], TaKMX 4K IMdpoBi BOASHI 3HaKM Ta

BCe
AK

3axVCT aBTOPCHKMX IIpaB, TaK 1 [Ig TIPUXOBaHOTO
IIepenaBaHHs iH(OpMATIIii, 110 MoXXe OyTV TOTEHIIIITHOO
3arposolo Wi iHdopMarirHoi Oesnexn. Y 3B'A3Ky 3 UM
cTeroaHajiis ayJiocurHasis cTae BaXKJIVIBUM
IHCTPYMEHTOM JJIs BUSIBJIEHHS IIPUXOBAaHUX JaHUX, 110

Mae BeJIVKe 3HaueHHs it cdepu KibepOesrexit.
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3apyOixHiI AocrimKkeHHs y cdepi creroaHamisy
ay[iocUrHaIiB aKTMBHO PO3BWMBAIOTHCSH, OCOOIVBO B
CIIA Kurrai.
METOAM  CTaTUCTUYHOIrO

Kpainax  €Bpomu, Ta Bueni

BUKOPVICTOBYIOTD aHajisy,
CHeKTpaJIbHOTO aHajlisy, MalIMHHOTO HaBYaHHS Ta
ITTMOOKVX HEVIPOHHWMX MepeX Il BUABIEHHS O3HaK
aymiodaruiax. \
crieniaji3oBaHMX HayKOBUX JKypHalax Ta MiDKHapOTHMX
KOH(EePEeHIIisIX peryIIpHO MyOTiKyIOThCs HOBI IiXomm
Ta ISt
indopmariii B aymiodaruiax.

creraHorpadpiuamx ~ 3MiH = B

AJIrOpUTMU JEeTeKTyBaHHsI HpVIXOBaHOI
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Bomnowac B YkpaiHi mocmimkeHHs Yy cdepi

CTeToOaHAJIi3y  aydiocurHamiB — mepebyBaroTh  Ha
ITOYaTKOBOMYy  eTami  po3BuTKy. Hespaxaroum Ha
3araJIbHMit  iHTepec 1m0 mpobieMu iHGOpMAaritHOL

Gesrexm1, KiTbKIiCTh Iy OJTiKaItivi Ta HayKOBYX AOCITi/IKeHb
y Wil rajaysi € 3HaYHO MEHIIOK, HDX y ITPOBITHMX
KpaiHax cBity. lle 3ymoBIiIIOe HEOOXiTHICTh HOmAITBIIIIX
IOCIIKeHb Y Lin cdepi Ta BIPOBAIKEHHs CydacHUX
MeTOIiB aHaJIi3y ayiocTeraHorpadidHIX 3arpos.
ABTOpM CTaTTi IOCTaBWIN Iepel coOOI0 3afady
cucTeMaTH3yBaTy BiTOMi MeTOIM, HaBecTH 1X IepeBaru Ta
HeNOJIIKM IS PisHMX TUIIB aygiocurHasis. [lana crarrs
HOCHUTB OIJISIOBUV XapaKTep i cIpsMoBaHa Ha IJIVOOKI
OIJISAf], OCTaHHIX OCATHEHb y Taly3i cTeraHoaHaslizy i
IIpOBeIeHHs BceOIUHOrO OISy )11 HOBUX 3allikaBJIeHMX
JOCIIJHVIKIB 3 MTaHb CTeraHOaHaJIi3y [Isl ayJiOCUTHaJIiB.
ITocranoBka  mpobGsiemm.
cyuyacHi myOiikamil y cdepi creroaHaiisy, BUIOUINTHI
BUKOPWUCTaHHS aydioCUTHally B
KOHTeViHepa  [jiIsi  IIPUXOBAaHOIO
CTpyKTypyBaTi MeTOAM CTerOaHali3y ayJiocurHaly Ta
MO>XXJIMBOCT] X 3aCTOCyBaHHS Ha CbOIOfHI B YKpaiHi.
AHaji3 ocraHHIX HOCTimKeHB i myOsrikarri.
CreraHorpadisi mosgrae B TOMy, IO O 3BMYAMHOIO
IIOBiIOMJIEHHSI OHAEThCs JOoOaTKoBa iHdopMallisg, Tak
3BaHe «KOHIimeHiViHe TOBiTOMIeHHs». Ilepesaroro

ITpoananisysaTn
MUTAHHS SIKOCTi
ITOBIJTOMJIEHHSI.

cTeraHorpaigyHMX MeTOHiB € Te, IO TUIBKM IITbOBI

oflep)KyBadi  CTETOKOHTeVHepa MOXYTb OTpUMAaTU
IpuxoBaHe IIOBifOMJIeHHHA. TpeTss cTropoHa He Oyme
Ipo JaHux y

TTOBIJTOMJIEHHI. BiMiTITIL -

3HaTn HasBHICTH IIPMXOBaHMX

ITpote BapTO
cTeraHorpadiuHi MeToOM Ha ChOTOOHI MOXYyTb OyTu
BUKOPWCTaHi TaKOX I pi3HOTO poAy aTak abo 300py
HecaHKITioHOBaHOI iHdopMmariii. .3a OCTaHHi JecATWIITTS
OyJi0 meKiybka BUITA[IKiB BUKOPWCTAaHHS cTeraHOrpadil
ISt
omy0s1ikoBaHVMM B 3acobax MacoBoi iHdopMariii:

mimioHaxy — um  KibepsjouymHHOCTI, fKi €

1. 'Y 2019 pomi xommanis Symantec 3asBwa [1],
III0 BOHM BUISIBWIV POCIVICBKY KiOepIIIUIYHCBKY TPYITy
Waterbug (Turla), sixa Buxopmucrosye WAV-darmm s
IPUXOBYBaHHS Ta Ilepefadi MIKiJIMBOro KOmy 3i CBOTO
cepBepa J10 BXe iHdiKOBaHMX XepTB.

2.y 2020 pomui xoMnaHisg Sansec BusiBWIa [2], M0
rpynm
cTeraHorpadiro 11l KpaJbKKK IUIaTKHOI iHpopMariii 3

Kibep3nounHHi BUKOPUCTOBYBaJIN

OHJIaVIH-MarasyHis. BoHM IpuxoByBaIi IIKiJIVBUIL KO,
y 300pakeHHSIX COIiaTbHMIX iKOHOK, TaKMX K JTOTOTVIIN
Twitter abo Reddit, mo mo3BossLIO
30mMpaTy JaHi KpeAUTHVIX KapTOK IOKYIILIB.

3.Y 2022 pomi Oymo sussieHo [3], mo rpyma
Witchetty APT BukopwmcToByBasa creraHorpadiro st
MPUXOBYBaHHS IIKiJIJIMBOTO KOy B 300pakeHHAX. BoHm
3aBaHTaXXyBaym 300paxenns 3 GitHub, ski Ha meprmmm
MIOTJISAM, BUTTISIOAIIVE SIK 3BMdaviHi morotv Windows, arte

iM HEIOMITHO

MIiCTWIM ~ TPUXOBaHWM  IIKIMBUV ~ KOf,  IIO
YCKJIa/THIOBAJIO BUsIBJIEHHS Ta aHaJli3.
Bapro BigMITUTH, 110 BUKOPVICTAHHSI

aymiodawTiB B AKOCTI KOHTeVHepa I Ieperadi
[IOBimOMJIEHbP He €
BUKOPWUCTaHHS 300paskeHb, i Ha CbOTOIHI BimoMi TUIbKM
TeKiJbKa TaKmX BWIIamKiB. Xoda KOHKpeTHi ITyOsmivHi

TaKM HOITyJIApHIM, AK

BUITaJIKM BUKOPVICTaHHS cTeraHorpadii B aymiodaritax e
piAKiCHMMM, ICHYIOTh MHOCIIDKEHHSI Ta pPO3pPOOKH,
CIpsIMOBaHI Ha BUABJIEHHS Ta 3alloOiraHHS TaKMUM
MeTolaM IPVXOBYyBaHH: iHdOpMarlii.

Y [4-5] nHaBemeno iHdopMaliilo Ipo Meromm
CTeroaHaslisy aypiocuMrHasiis, ski Oyym posOwuri Ha 2
KaTeropii: IIIbOBI Ta yHiBepcayibHi. Ilo KoxHOoMy 3
MeTomIiB  OyB
BUKOPWUCTaHHS. Y [6-7] HaBOOATH ITOSICHEHHS OCHOBHIIX

3po0IeHMII TeOpeTWYHWMII aHaI3 iX

eJIeMeHTIiB CTeroaHalisy, sIKi MOXXHa 3aCTOCOBYBaTM O
Bifleo- Ta ayioCUTHaJIiB.
poboTu

TIOSICHEHHS ITIeBHVIX METOJIiB OKpeMO 3 TEOPeTWYHOI Ta

Trri BXe BK/IIOYAIOTh BUKJIIOYUHO
npaktnuHoi cropin. Tak, y [8-9] Hasemeni wMerorn
LJTFOBOTO CTeTOAHAIi3y I BUSIBJIIEHHS cTeraHorpadil
mwist MP3-curHamiB. A y pobortax [10-14] maBemeHO
indopmMariro momgo  crenydivHMX

MeTO[IiB cTeroaHaJisy.

YHiBepCcaIbHVIX

Amnai3 BigomMmx MetomiB creroaHamisy. Ha
CBOTOIHI BiOMa IIiTa HM3Ka Pi3HMX cTeraHorpadivHmMx
MeTOMIiB [IJIs1 IPMIXOBYBaHH: KOHTeVHepiB y Mefia darviax.
s
IIOBIJOMJIEHHS KOPWUCTYIOTbCSI MeTO[aMll CTeroaHasli3y.
OTXe, 7151 IPOBENEHHS CTerOaHasli3y HeoOXiTHO BUOpaTn
i BUOUTMTU OesKi

BUSIBJIEHHSI  (paKTy  HasBHOCTI  ITPMIXOBAHOTO

O3HAKM IIOBIHOMJIEHHS, a IIOTiM
IIpoaHasli3yBaT IX JJIs BUSBIIEHHs OyIb-sIKIMX 3MiH.
3arasioM, icHye psij1 MeTOIiB cTeroaHaslisy, siKi Ha

CHOTOJIHI BUKOPVCTOBYIOTBCS Ha IpakTuIii (puc. 1).

| MeTtopau cTeroaHanisy

y

Y

MSTodices MeToam CTUCHEHHA
CTUCTEHHA
|
LinboBi YyHiBepcanbHi
ObepHeHa MeTpuKa .
NCUXOaKyCTUYHa Xavc po ba Cninuni niaxig, Haniscninui
dazoBui1 cTeroaHanis YycAaop nigxia,
MoZAe/b NOACbKOTo
cnyxy

Puc. 1 3aranpna Ki1acudikallis MeTO/IiB cTeroaHali3y ayliocCUrHaliB
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Metonu cTUCHEHHS IIOJATalOTh y TOMY, IO
BUXIiTHEe
KOHTeVHep)
KoHTeiHep. Taki MeTogwm IoyAraOTh B MOPIBHSAHHI
Koedilli€HTiB CTMCHEHHS BUXiIHOro KOHTeVHepa i 1oro
Ho obox darwiis
3aCTOCOBY€TBCS METOJ], CTVICHeHHSI JaHNX, 1 aHaIi3yI0ThC
iX KoedillieHTM CTUCHeHHs. SIKIo i KoedilieHTM
Om3pKi 3a 3HAUEHHSMM, TO 3 BEIWMKOIO VIMOBipHICTIO
MOXXHa CTBep/KyBaTW, IO BUXigHUV darl MicTuB
MpuXoBaHe IIOBiTOMJICHHS, VIIeTbCs  ITPO
BiICy THiCTB iHdopmarii B 00'ekti. 3
ypaxyBaHHSM IIbOTO TBepKeHHSI OOMpaeThCsA mesike
IOpOToBe 3Ha4YeHH: IOJO0 CTYIeHs CTUCHeHHs. SIKIIo
CTYHiHb OiIbllle HAHOTO IIOPOrOBOTO
3HaYeHHs, TO KaXyTb IIPO VIMOBIpHICTB HIPMXOBAHOIO

3BUYariHe MOBITOMJIEHHS (mopoxHin

CTUCKaAE€TbCA Kpallle, HIXK 3ariOBHEHUM

IIOBHICTIO  3aIlOBHEHOI  KOIIl.

iHaKIIIe
CEeKpeTHO1

CTVICHEHHS
TIOBiZJOMJIEHHSI B KOHTeVIHePi.

Metoomn YMOBHO
PpO3OUTNTY Ha ABa METOON: LIUILOBUM Ta yHiBEPCaIbHUIL.

Oe3 CTVICHEeHHA MOJXHa

OpU3BOAUTE [0 TOYHMX
obOMekeHMVI KOHKPETHVIMY aJlTOpUTMaMV BOYZIOBYBaHHS
i KOHKpeTHVM dopmaToM KOHTeVIHepa. \
HPOTWIEXHICTh LIUTBOBVIM MeTOoIaM iCHYIOTb

yHiBepcasTbHi. MeTomu IhOTO THUITY PO3POOIISIOTHCS

pesyJibTaTiB, BiH yXe

He3asIeXXHO Bil cTeraHOTrpadidHOTO aJropuTMy, SKWUM
OyB BUKOPWCTaHWI [IJISI IIPVIXOBYBAHHS IIOBITOMJIEHHS.
Taka  yHiBepcaspHicTH  poOuUTE  MeTOmU
NPaKTUYHMUMI. 3aBASKNU LbOMY LIVl TUIL J1y>Ke IIMPOKO
BUKOPUCTOBY€ETBCS, XO4Ya BiH MeHIN edeKTMBHUM, HiK
I THOBUTL VYHiBepcaspHU  MeTOf,
MOAUISIETLCS HA JIBa ITAXOMM - CJINMI 1 HaMiBCTIIVL

OLIbII

MeTof. TaKoX
Hamisominmin miaxiag MOXXKHa TakKoXX Ha3BaTM YaCTKOBO
yHiBepCaIPHMM, aaXe MpY BUKOPUCTaHHI
IMAXOMy dYacTillle 3a BCe IIPUCYTHA iHdoOpMalis IIpo
MeTop;, creraHorpadii abo curHam (MOXJIMBO HaBiTh
iHdopMarIio mpo opuriHaIbHMY curHai). Crrinmm miaxin
He Mae >XOOHOI iHdopMmamil mpo Tum abo MeTon
cTeraHorpadii Ta He Ma€ AOCTYIly OO OPWUIiHaJIBHOTO

TaKoro

LliteoBMII MeTOH 3aJIeXWUTh Bim creraHorpadidHoro CUTHAJIy.
JITOPUTMY: OCHOBHVM ITPaBWIOM LIbOI'O METO/Y € aHaJli3 3 omisaAy Ha BeJIMKY KUIBKIiCTh METOIB JOLIUIEHO
CTATMCTUYHNX XapaKTepucTUK abo «ocobimBocTeri» 3YIMHUTHUCS  OUIbllle  JeTaJbHO Ha  aJTOPUTMI
KOHTeVIHepa [0 1 micjii BOyIOBYBaHHS IIPMXOBAHOIO CTeroaHajlizy B 3aTaJIbHOMY BUIVIAMI (puc. 2).
HoBiMoMJIeHHs. Xoda Ilel  MeTOx  310e0uIbIIoro
MNacusHe
AETEeKTYBaHHA
BuasneHHa
e N B oo _ BuoOKpemneHHs KoHTelHepa ”P@XOBBHOTO
» » Ta NPMXOBaHOro L_(0BIAOMNCHHA |

NOBIAOMNEHHA NoBiAOMNEHHA

NoBiAOMNEHHSA

PyyHa 0bpobka

IMBOKUIA aHani3

CTaTUCTUYHI meToam

MalmnHHe HaBYaHHA

HelpoHHi mepexi

AKTVBHe
[ETEKTYBaHHA

BuasneHHa Ta
3anobiraHHa
npuxoBaHoMy

NOBIJOM/IEHHIO

Puc. 2 3araspHnr aJIropuUT™ IpoLiecy cTeroaHaslisy HOBiLOMIeHHs

SIK BUITHO 3 puC. 2, CTeraHOaHAJIi3 IIOYMHAETHCH 3
BUJTyYeHH: JIesKIX O3HaK BXiJIHOI'O IIOBiJOMJIEHHS], ITiCIst
Yoro BimOyBaeThCa aHayli3  Ta BUIOKPEeMJIeHHSI
HPVXOBAHOIO IIOBIJOMJIEHHs Bif] KOHTeViHepa. Ichye nBa
criocoOM  BWIIIEHHS O3HAaK IIOBiIOMJIEHHS: pydYHa
0o0pobka Ta mMOOKMI aHai3. Y IIepIIOMYy BUITafKy
BiJOMi O3HAKM 3HAXOHOATHCA BPY4YHy, HanpukiIamg, 3a

IIOTIIOMOTOX0 METOIIB CTaTMCTUYHOI 0OpOOKI 3HAXOISATh

CTaTUCTUYHI O3HaKM IIPMXOBAHOIO  IIOBiJOMJIEHHS.
I"mbokvvi  aHamis  BimOyBaeTbcs 3a  JIOIIOMOTOIO
HeVpOHHVIX Mepex [4].

TTics BUIUIEHHS O3HaK IIPVXOBAaHOTO
TIOBiJOMJIEHHS BinmOyBaeThCs BUOKpeMJIeHHs

KOHTelIHepa Ta CaMOIrO IIPMXOBAHOTO IIOBiJOMJIEHHS.
Take BWMOKpeMmIIeHHS MOXe BimOyBaTwcs IeKiTbKoMa
crocobamur:

- BUKOPUCTaHHSAM  CTaTUCTMYHWUX  MeTO[IiB:
IIpUXOBaHe IIOBiIOMJIEHHSI BUSBJISAIOTH 3a [IOIIOMOTOIO

eMITipUYHOIO IIOPOry;

395

- METOIOM MAaIIVHHOI'O HaBYaHHSI IS
TpeHyBaHHs i BUBUEHHsS MOJleJli KOHTeViHepa: TaKWil
MeTO[I, JO3BOJIUTDb PO3PI3HUTY HIPVIXOBaHe I10BiIOMIIEHHS
Ta KOHTeVHep ITiJI Jac TeCTyBaHHS;

- HeVIpOHHMMM MepeXXaMI: JaHMII MeTOJl MOXHa
BUKOPWUCTOBYBaTW He TUIBKM I BUOKpeMJIeHHsI O3HaK
IOBIIOMJIEHb, a W IS
IPVXOBAHOTO ITOBiTOMJIEHHSI.

ITporiec BUsABIEHHS HOBiIOMJIEHHS TaKOX MOXHa
HOIUINTM Ha JBa OCHOBHWMX Mertoxm [4, 15]: macuBHe

HOeTeKTyBaHH:I, CyTHiCTI) SIKOr'O IIOJIsira€ BUIKIIFOYHO Yy

BVIOKpEeMJIeHH: caMoro

BUSIBJIEHHI IIPMXOBAHOIO  IIOBiIOMJIEHHS; aKTWBHe
JleTeKTyBaHHsI, TTOBiJIOMJIEHHS
BUSIBJISIETBCS, ajle I Ha/Ta€Thcs OiIbINe iHdopMarii mpo
IIpMXOBaHe MOBiJOMJIEHHS.

V nmaHiv craTTi ocHOBHa yBara Oyne mpwiteHa
daxTy 3HAXOIKEHHS IIPUXOBAHOIO

nosimowieHHs: B aygiocurHat. Ha ocHoei mporo pai

KOJIm He  TUIBKU

BUKJIFOYHO

yBara Oypme mpwaileHa pisHMM MeToHaM BUIUICHHS
O3HaK MOBiTOMJIEHHS.
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Bunginenus 03HaK
HOBimoMJIeHHsA. BuisleHHS O3HaK IIOBIIOMJIEHHSI €

OIHVIM 3 KJIFOYOBVIX eTalliB CTeroaHaIisy. SIK Ioka3aHo Ha

NPUXOBaHOIO

puc. 2, MeToAy BUSIBIIEHHS MOXHa PO3IUIMTM Ha TaK
MeTou py4HOI O0OpoOKWM, Ta IpoBedeHHs
rmmbokoro aHasisy curHamis. o MeTomiB pydHOI
00poOKM MOXXHa BiTHECTV [JBa METOMIV — CUTHATY PHUL Ta

3BaHi

CTaTUCTUYHUI. [HKOIM LI MeTomyu BUKOPWUCTOBYIOTHCS
OKpeMo, a iHkomM B moemHaHHI [16]. Bapro Takox
BIAMITUTW, IO YacTKOBO CHUTHATypHI MeToaw, sK i
MEeTOAM CTeroaHajli3y, BUKOPWUCTOBYIOTb I aHali3y
CUTHAJIiB HeVIPOHHI Mepexi, TOMy BapTO BigMIiTUTM, IO
KIacudikallisi Ha Py4YHi MeTOoOM Ta MeTOOU IJIMOOKOro
aHaJli3y JaHMX Ha ChOrOfHI He € uiTkoro. s Kpamoro
3HaXOKEeHHSI IIOBIJIOM/IEHbB
BUKOPWCTOBYBATV IIOEAHAHHS BCiX 3a3HaUeHIX METOIiB.

CuenamypHuii. Memod - 1ie MeTOI BUSBIEHHS
npuxoBaHoi iHdopmMmalii B aymiodarax IUIAXOM
HOIIYKY YHIKaJbHMX CUTHATyp, SKi
KOHKpeTHi  cTeraHorpadiuri  iHCTpyMeHTU
aropurmn. i curHatypm MoXyTs OyTu y BuIJIsAi
crenmdivHMx OanTOBUX IMa0IOHIB, MeTafaHMX, 3MiH y

IIPMXOBAaHMX BapTO

3aJIUIIIAIOTH
abo

CTpykTypi (pamwry abo iHmmx apredaxTiB, 110
BUHMKAIOTh I Yac BOyIOBYBaHHS IIPMXOBaHMX
IIOBiTOMJIEHb.

CyTHiCTP CUTHATYpHOrO MeTOAy IIOJIsirae y

BUSBJIEHHI KOHKPEeTHVIX cTeraHorpadiuHmMx
incTpyMeHTiB ab0 TexHiK. TakuM YMHOM IIPOBOIMUTHCS
BUSIBJIEHHS Ta aHaJli3 apredakriB, KoedinieHtis MDCT
Tomo. B sKoCTi HammpocTiMX CUTHATypHMX MeTOHiB
crig  BumimT  StegAlyzerSS  [17],
MP3Stego Signature Detector [18]. Ix wracudikaris

HaBemeHa B TaOsr. 1.

CTeroaHajIsy

Tabsms 1
Kiacudikariist mpocTix MeTOfIiB CUTHATyPHOT'O CTerOaHaTi3y

Has6a Kopomxuii onuc [Tiompu
Memooy Mmy6bani
ayodiogho
pmamu
StegAlyzerSS | IHcTpymeHT Il  BWSBIIEHHS WAV
creranorpacdii B aymiodaritax
IUTAXOM HOH_IyKy Bi,ILOMVIX
CUTHATYD, 3aJTVIITeHVIX
cTeraHorpadiuHIMMI
TIporpaMamM¥y, 3 BUKOPUCTAaHHSIM
Oa3u nanmx SAFDB.
MP3Stego Llert merop, aHaitizye 3MiHU Yy MP3
Signature KoedirieHTax QMDCT
Detector (Modified = Discrete  Cosine
Transform), $Ki BMHMKAIOTH
BHaCTIZIOK BUKOPVCTaHHS
cTeraHorpadidHOro
incrpymenTty MP3Stego
IIi wmeromm edexTMBHI I  BUSBIEHHS
creraHorpadii, ko Bimomi crernmdivHi o3HaKM abo
CUTHATYPW, 3aJIMIIIeHi cTeraHorpadiyHIMM
iHcTpyMeHTaMu. OpHak  Ix  edeKTMBHICTH  MOXe
3HWKYBaTUCA TpM  BUKOPWCTaHHI  HOBUX  abo

MonmdiKoBaHMX cTeraHOrpadiuHMX MeTOAiB, fAKi He
3aJIMIIAIOTE BiTOMMX CUTHATYP.

Cmamucmuuni Memoou cmeeoaHaAi3y 3aCHOBaHI Ha
TOMy, IO IIPOIleC CTeraHOTrpadiuHOro IlepeTBOpeHHS
ayIioCUrHaTy BHOCUTD IIeBHI CITOTBOPEHHS B CTaTVICTVIYHI
XapaKTepUCTUKM CUTHaJTy-KOoHTerHepa. Lle mae 3mory
BUSIBUTY (DAKT IIPVXOBYBaHH: iH(opMartii [14].

$opMyBaHHS O3HaK CUrHany,
AKi € «<4YyTANBUMUY [0
cTeraHorpadiyHnx meTtoais

nobyaoBa eTafloHHOI moaeni
«YUCTOro» aypiocurHany Ha
OCHOBi CTaTUCTUYHUX
XapaKTepuCTuK

J NOPIBHAHHA aHaNiI30BaHOrO
CUrHany 3 MoZennto Ta

™ .
BU3Ha4YeHHA BIAXWNEHb

Puc. 3 ETarv BUKOpVCTaHHS CTaTUCTUYHMX METOIiB CTeroaHalisy

BUIVIALI aHaJIi3yIOTbCS  Taki

CTaTUCTUYHI XapaKTepUCTUKNM: FiCTOFpaMVI aMHHiTleHVIX

B sarajmmHOMY

3HadeHb, KoedillieHTH Kopeyalili MK cycigHiMu
CeMIUIaMl, €HepreTUYHi CIeKTpU Ta IX eHTpOIid,
3QIMINKOBI CUTHaiM micas  QuIpTparil, a TaKox

0COOJIMBOCTI CUTHAJIY y YacTOTHiV abo BeriBiIeT-00sIacTi.

AJITOPUTM ~ BUKOPWCTaHHS  CTaTUCTUYHUX  METOMIB
HpeACcTaB/IeHNIi Ha PuC. 3.

Ha BinMiHy BiI IpoCTMX CUTHATYpPHWMX METOMiB,
CTaTVICTMYHI MeTorM € OUTBIN yHiBepcaJTbHMMV, ajle BOHU
HOTpebyIoTh CKITagHOI OOpOOKM CMrHajIiB Ta HaBYaHHS
Mofesleyl il TOJAJIbIIOro ix BuKopucTaHHs. I[Ipore y
BUIIa[IKax BiIOMMX MeTOMiB cTeraHorpadii, IOLUIbHillle
BUKOPVCTOBYBaTV CUTHATYpPHI MeTOAW, SKi JO3BOJISITH
3a371asIeTiap miaroTysaTy 0asy JaHVX CUTHATYP /115 IOy KY.

Buxkopucmanms memooif ea160k0eo anaAisy 3aCHOBaHi

B OCHOBHOMY Ha BUKOPWCTaHHI HEVIPOHHUX Mepex. Y
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3araJIbHOMY BUIJISIZL He MOXKHA BUOKPEMWUTW TaKi MeTOIM
B OKpeMy KaTeropiro. Ajke IO CBOiV1 CyTi i CUTHaTypHi
MeTOOM, 1 CTaTMCTUYHI MeTOoIM Ha ChOTOIHI B OUIBIIIOCTI
BUIIAIKiB Mepexi It
HaBYaHHS Ta OOpOOKV CUTHaJIiB. AJTe BapTO BiMIiTITH, IIIO
IIO€fHAHHS CUTHATYPHOIO Ta CTaTMCTUYHOIO METOZIB 3
ITMOOKMM aHaTi30M JIa€ 3MOTY 3HaXOOUTW TIPUXOBaHi

BUKOPMCTOBYIOTb ~ HEVIPOHHI

CUTHaJIVI He3aJIeXKHO BiJT TOTO, SIKVI MeTOJ], cTeraHorpadii
BUKOpPHCTOBYBaBcs. Tak, Hampukiaz, Meror, Spec-ResNet
[16] BUKOpPMCTOBY€E CUTHATY PHI OCOOIIMBOCTI CITEKTpOrpaM
Ta CTaTUCTWYHI O3HaKM, OO €mIHyIouM I1X y IJIMOVHHIT
Mepexi. TlomyysipHyMu Ha CBOrOJHI TaKOX € MeTOHMU
LARXNet [19] ta F3SNet [20]. AHaimi3 1ux MeTOiB
HaBeZIeHo y TabiI. 2.
i cydacHi MeToau CUTHaTy PHOTO CTeroaHali3y
BUSIBJIEHHI
3aBIISIKI

IEMOHCTPYIOTH
IPUXOBAHOI

3HAYHUM Tporpec y

indopmartii, 0co0IMBO
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BUKOPWUCTAHHIO DJIIMOOKMX HEVPOHHUX Mepex Ta
BIOCKOHAJIGHMX CTpaTerint aHaisy. Kpim Toro Bapro
BIIMITUTH, IIIO 3aIIpOIIOHOBaHi y Tabi. 2 MeTogu Ha
CBOTO[IHI  XapaKTepU3yIOThCs
3HaXO)KeHHs IIPUXOBAHOIO IIOBiJOMJIEHHs, IIpOTe

BUCOKOIO TOYHICTIO

MafoTh JOBOJIi CKJIaJHy peasTi3allifo Ta 00UMCIIOBaIBHY
CKJIQTHICTh.
Tabsrs 2
Kracudikarisi MeTofiB CMTHATYpPHOTO CTeroaHaJIi3y 3
BVIKOpVICTaHHHM HeVIpOHHVIX Mepe)I(
Kopomxuii onuc @opmamu aydio

Hasba
Memody
1 Spec-
ResNet

TymmbGoka  saymmmmkosBa | AAC, MP3
I
criekTporpaM aymio. B

SIKOCTI BXiTHWX JTaHMX

Mepexa

BUKOPUCTOBY€
CIIeKTporpamMu
CUTHAJIIiB

2 ResNeXt SarasipHi

aypmiocdpopmaTi

3asBuyait Ipaijoe Ha
CIeKTorpamax
ayniocursaiis. ITpore
TaKOX Oytnt
VT
CTaTUCTUYHUX O3HAK,
ceperiHe,
un

MOJXKe
BUKOPVCTaHMI

TaKMX
Jvicriepcis

aBTOKOPeJIAIIiHA
dyHKIIisA

basyerbcs Ha
aimroputmi  ResNeXt
wist AAC-aymio. [Lis
3MEHIIIeHHS KUTBKOCTi
OIIIHIOBAHMX
rapamerpis

AK

3 LARXNet AAC

TTparroe
Ha OCHOBi TIpYIIOBUX

3rOPTOK

ITincymoBytour HaBelleHMI MaTepiaJl MOXKHa
TIAITY BVICHOBKY, IO y BWIIAQAKy, KOJIW BiOMi IIeBHI
crrerndpivHi 03HaKM aDO CUTHATY PV, SIKi 3a/IMIIIAIOTH TIEBHI
creraHorpadiusi iHCTpyMeHTY, IIOLIUIbHIIIIe
BUMKOPMCTOBYBaTH 3BMUaliHi CMrHaTypHi MeToau. ITpore y
BUIAJIKY, KOJIVI CUTHaTyPHi METOIIV He JalOTh pe3yJIbTaTy,
ZIOIIUIbHIIIIe BUKOPVICTOBYBATV CTaTUCTVYIHI MeToau. Taki
MeToAy € OUTbIl yHiBepcaJIbHMMM Ta HO3BOJIAIOTH
MaTeMaTVYHO BUMIPATY BiIXVIEHHS ayAiOCUTHAIIB, y AKi
OyJ10 IpVIXOBaHO HOBIAOMIIEHHS. BapTo BimMiTITY, ITT0 Ha
CHOTONIHI OifTBIIOT TIOMyJIAPHOCTI HaAOMpParoTh MeTOV
ITMOMHHOTO HaBYaHH:, $Ki JI03BOJISIOTH ITO€THYBaTV
CUTHATYpHi 0cOOIMBOCTI Ta CTaTUCTVYHI XapaKTePVCTUKI
y IIeBHY DIIVIOVMIHHY MepPeXy i ITPOBOIUTY JTOCKOHAITIVIVL
aHaI3 ayJioCUrHaJIiB.

Bucnosknu. IlpoaHasizoBaHO [OCTI/KeHHS Y
chepi  BusABIeHHdS  mpuxoaHoOi  iHdopmalii B
aymiocurHajiax. BukonaHo crcTemaTmsallilco OCHOBHMX
MEeTO/IiB CTeroaHasisy ay[IiocUrHasIis,
CUTHATyPHUX, MEeTO/IiB i3
3aCTOCYBaHHSAM ITIMOOKOro HaB4aHHS. OOIpyHTOBaHO
HepeBary VI HeJOJIKM KOXHOIO IIIXOAy, BU3HAYEHO iX

pisHMx  dopmaris

30KpeMa

CTaTUCTUYHIMX Ta

IPpaKTUYIHY 3aCTOCOBHICTH I
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curHaiB. OcobnmBa yBara HOpwiileHa aJTOPUTMIUHIN
CTPYKTYypi Ipo1ecy BVISIBJIEHHST
IIOBiJOMJIEHb Ta MeTOJaM BWIUIEHHS O3HaK, IO €
KITIOYOBVIM €TarioM CTeroaHasIisy.
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Martyniuk H, Martyniuk 1., Protsenko B. Analysis of modern methods of audio signal stegoanalysis

Abstract. The paper provides information on the current state of the problem of stegoanalysis of audio signals. Interest in this subject
arises due to the constant growth of digital content and digital transformation in particular. It should be noted that most of the
literature related to stegoanalysis, in particular in Ukraine, deals with the analysis of images only. There is very little information
about the use of audio as a container in Ukrainian publications. The authors have analysed modern foreign literature in the field of
detecting hidden information in audio files. The classification of stegoanalysis methods, in particular signature, statistical and deep
learning based methods, as well as their advantages and disadvantages are considered

Keywords: audio signal, stegoanalysis, steganography, hidden message, container.
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